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Abstract of the contribution:

This contribution aims to address some of the FFS statements related to the Wa*, Wm*, Wn* and W* interfaces from the ePDG.

1. Introduction

There are a number of FFS statements related to the various reference points related to the ePDG.  The ePDG function re-uses many of the PDG functions.  Some of the references points for I-WLAN interworking specifications TS 23.234 are re-used whereas some of the reference points are enhanced.  This contribution addresses some of the reference points.

· Reference point Wa* - This reference points connects the untrusted non-3GPP access network to the 3GPP AAA server/proxy to provide scenario 2 WLAN access to the UE.  No changes are required for this reference point. Therefore this reference point should be replaced by Wa.

· Reference point Wm* - This reference points connects the ePDG to the 3GPP AAA server/proxy for UE authentication and service authorization.  This reference point is based on Wm defined in TS 23.234.  The only enhancements are related to carrying PMIPv6 and DS-MIPv6 bootstrapping information. 

· Reference point Wn* - This reference points connects the untrusted non-3GPP access network to the ePDG via the WAG function defined in TS 23.234. No changes are required for this reference point. Therefore this reference point should be replaced by Wn.  The issue about whether a WAG is required and its role is not covered in this contribution.

· Reference point Wu* - This reference points connects the UE to the ePDG using IKEv2 and IPsec.  This reference point is based on Wu defined in TS 23.234.  The only enhancement is related to the support for the MOBIKE functionality to provide mobility for the IPsec tunnels between the UE and the ePDG. 
2. Proposal

It is proposed to add the following changes to TS 23.402.

Figure 4.2.2-1 in section 4.2.2

**** Start of first change ****

Wa*:
It connects the Untrusted non-3GPP IP Access with the 3GPP AAA Server/Proxy and transports access authentication, authorization and charging-related information in a secure manner. This reference point is defined in [5].

**** End of first change ****
**** Start of second change ****

Wm*:
This reference point is located between 3GPP AAA Server/Proxy and ePDG and is used for AAA signaling (transport of mobility parameters, tunnel authentication and authorization data). This reference point includes Wm as defined in [5].  In addition, this reference point is used to carry PMIPv6 or DS-MIPv6 bootstrapping related information.
**** End of second change ****
**** Start of third change ****

Wn*:
This is the reference point between the Untrusted Non-3GPP IP Access and the ePDG. Traffic on this interface for a UE initiated tunnel has to be forced towards ePDG.  This reference point is defined in [5].

**** End of third change ****
**** Start of fourth change ****

Wu*:
This is the reference point between the UE and the ePDG and supports handling of IPSec tunnels. It includes Wu as defined in [5].  In addition, this reference point includes support for fast update of IPSec tunnels during handover between two untrusted non-3GPP IP accesses.
**** End of fourth change ****





























































































































































































































































































































































































3GPP

SA WG2 TD


