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Abstract of the contribution: This contribution discusses the procedures for supporting dynamic policy control for S2c over trusted non-3GPP IP access when no PCC interface is supported in the access. Detail changes to the TS23.402 are proposed.
1. Introduction
In the current version of the TS23.402, the dynamic policy control procedures only cover the case where the trusted non-3GPP IP Access supports PCC. However, as pointed out in contribution S2-07xxx (Panasonic contribution), not all trusted non-3GPP IP Access has the PCC capability. In such a case, the non-3GPP IP Access may still be able to support the dynamic policy control using some alternative mechanism, e.g. IETF defined protocols. 

This contribution discusses and proposes the procedures involved in the policy control in such cases. Detail text proposal to the TS23.402 is also presented.

2. Discussion

As discussed in S2-07xxxx, not all the non-3GPP IP Access supports the PCC capability. There are several real world usage cases that involve trusted non-3GPP IP Access with no PCC (i.e. S7a) interface. However, these non-3GPP IP Access networks may still have the dynamic policy control capability using some alternative IETF defined mechanism, e.g. COPS, RSVP, or NSIS. So, it is still desired and feasible to provide the dynamic policy control support with such networks.

Similar to the case of PCC capable access, there are two approaches to provide the dynamic policy control for the S2c interface: the network initiated case, and the UE initiated case. In both cases, the PDN GW is the entity that terminates the PCC (with S7 interface). At the same time, it is the border gateway to the Trusted Non-3GPP IP Access. Therefore, it has the information about both sides of the network, and needs to play a bigger role in supporting the dynamic policy control enforcement.  
For the Network Initiated case, the PCRF (or AAA) is capable of detecting if the non-3GPP IP Access supports PCC or not (whether it has S7a interface), and can decide if any extra functionality needs to be carried out by the PDN GW. Therefore, in case there is no S7a interface towards the access, the PCRF can include in the PCC rules sent to the PDN GW that the non-3GPP IP Access policy enforcement should be also carried out. The PDN GW, being the gateway towards the trusted non-3GPP IP Access, would detect if alternative policy control mechanism is supported. If the PDN GW supports the alternative mechanism of the trusted non-3GPP IP access, it would enforce the QoS policy rules received from the PCRF. For example, the RSVP extension for policy control (RFC2750) and COPS (RFC2748) could be the alternative mechanism. 
For the UE initiated case, the UE can send a QoS Policy Request towards the PDN GW. With the S2c interface, PDG GW should act as the home agent for the UE, and therefore has a guaranteed communication connection. This will trigger the PDN GW to carry out PCC operation with PCRF to decide on the QoS request. Results could be enforced by the PDN GW via similar procedures in the network initiated case, or by direct reply to the UE. 

3. Conclusion

As discussed above, it is desirable and feasible to provide dynamic policy control for S2c over the trusted non-3GPP IP Access even without the PCC support. Therefore, TS23.402 should also provide coverage for this case. In the following proposal section, procedures for the network initiated approach and UE initiated approach are presented. These procedures should be added to TS23.402 to complete the standard.
4. Proposal:

Editorial Instruction:  
------------Start of Change 1------------------
5.5.4
Network-initiated Dynamic Policy Control for S2c over Trusted Non-3GPP IP Access
This section is related to the case when network-initiated dynamic QoS policy control is supported, and it is utilized for the S2c SDFs. 

The procedure described in this section may also be used subsequent to the S2c Attach procedure described in Section 5.4.3.4

In this case, the PCRF may push specific PCC rules to the PDNGW and QoS Policy rules to the Trusted Non-3GPP Access system, in case the Access System supports PCC.

Figure 5.5.4-1 depicts the procedure for roaming and the non-roaming cases.

In the non-roaming case none of the optional entities (vPCRF and AAA proxy) are involved.  

-
In the roaming cases, however, the 3GPP AAA Proxy mediates all interaction between the 3GPP AAA Server in the PLMN and entities in the vPLMN and non-3GPP access. 

Similarly, interaction between hPCRF in the HPLMN and entities in the vPLMN and non-3GPP access occurs by way of the vPCRF in the vPLMN.  In both these cases, messages are relayed by the optional entities towards and from the hPLMN.
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Figure 5.5.4-1: Network-initiated dynamic policy control for S2c over Trusted Non-3GPP IP Access with PCC supported
1)
The PCRF receives an internal or external trigger to re-evaluate PCC and QoS Policy Rules. A possible external trigger is a message from the AF over Rx reference point. The PCRF needs to link the Trusted Non-3GPP Access session and the DSMIPv6 session in the PDN GW. This can be done based on CoA-HoA mapping communicated to the PCRF by the PDNGW (see Section 5.4.3.4.1, step 6a).

NOTE: 
One possible trigger is the allocation of a Home Address by the PDN GW as described in step 6 of Section 5.4.3.4.1. In this case the PCRF may send a PCC Provision message only to the Trusted Non-3GPP Access in order to update the QoS Policy rules with the assigned Home Address (i.e. only steps 2a and 2b may be performed). 

2)
If dynamic provisioning of policy to the Trusted Non-3GPP Access is supported (i.e. S7a exists), the PCRF sends a Gateway Control and QoS Policy Rules Provision message to the Trusted Non-3GPP Access (2a). The Trusted Non-3GPP Access sends a Gateway Control and QoS Policy Rules Provision Ack in message 2b


In the roaming case, PCC signalling is sent via a vPCRF in the vPLMN.

3)
PCRF sends a Pol,icy and Charging Rule Provision message to the PDN GW (3a). The PDN GW sends an Ack in message 3b


In the roaming case, PCC signalling is sent via a vPCRF in the vPLMN.
In case the Access System does not support PCC, the PCRF only pushes the PCC rules to the PDNGW. 

Figure 5.5.4-2 depicts the procedure for roaming and non-roaming cases when the Access System does not support PCC.
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Figure 5.5.4-2: Network-Initiated dynamic policy control for S2c over Trusted Non-3GPP IP Access without PCC support
1) The PCRF receives an internal or external trigger to re-evaluate PCC and QoS Policy Rules. This step is similar to that of the Figure 5.5.4-1.

2) If the Trusted Non-3GPP Access does not support PCC (i.e. no S7a exists), the PCRF sends the PCC rules only to the PDN GW. In addition, the PCRF indicates to the PDN GW that no PCC is supported in the Trusted Non-3GPP Access. 
3) The PDN GW sends an Ack to the PCRF regarding the enforcement of PCC.
4) The PDN GW obtains information about the alternate Policy/QoS mechanism supported in the Trusted Non-3GPP Access, and enforces the received QoS Policy. 
Note: For example, the PDN GW can use on-path signalling mechanism towards UE, e.g. that defined in IETF RFC2750 and/or IETF draft-ietf-nsis-qos-nslp-15.txt. 
------------End of Change 1------------------
------------Start of Change 2------------------
5.5.5.4
UE-initiated resource request for S2c over Trusted Non-3GPP IP Access 

This section is related to the case when UE-initiated resource request is supported, and it is utilized for the S2c SDFs. 

Figure 5.5.5.4-1 depicts the procedure for the roaming and non-roaming cases.

In the non-roaming case none of the optional entities (e.g. vPCRF) are involved.  
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Figure 5.5.5.4-1: UE-initiated resource request for S2c over Trusted Non-3GPP IP Access with PCC Support 
1. The UE sends a QoS Policy Request message (SDF QoS, TFT) to the Trusted Non-3GPP Access.

NOTE: 
The details of the QoS Policy Request message are specific to the Trusted Non-3GPP Access and therefore outside the scope of this specification.

2-6. Steps 2 to 6 occur as described in steps 1-5 of Figure 5.5.5.2-1.

7. The enforcement of the received policy rules may trigger additional access specific mechanism. In this step, a response for the initial request is sent to the UE.
When the Trusted Non-3GPP IP Access does not support the PCC (i.e. no S7a exists), the operation is slightly different from that shown above. Figure 5.5.5.4-2 depicts the procedures for such an case. 
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Figure 5.5.5.4-2: UE-initiated resource request for S2c over Trusted Non-3GPP IP Access without PCC Support 

1. The UE sends a QoS Policy Request message (SDF QoS, TFT) to the Trusted Non-3GPP Access. In case the Trusted Non-3GPP Access does not support PCC (i.e. no S7a interface), the Trusted non-3GPP access forwards the QoS Policy Request to the PDN GW.

Note: If the UE knows that the Trusted non-3GPP access does not support PCC, it can send the QoS Policy Request message directly to the PDN GW.

2. The PDN GW sends a QoS Policy and Charging Rule Request message to the PCRF. In this message, the requested SDF QoS and the relevant TFT filters are provided to the PCRF. In the roaming case, the PCC signalling is via vPCRF in the vPLMN.
3. The PCRF makes a PCC decision a per the QoS policy request.

4. The PDN GW indicates to the PCRF whether the requested PCC decision can be enforced or not using the Ack message. 

5. The PDN GW enforces the rules receives in step 3 by using Non-3GPP Access specific mechanism. This is similar to step 4 of Figure 5.5.4-2.

        Note: In an alternative procedure, the PDN GW does not need to support the Non-3GPP Access specific mechanism. The detail procedure is as shown in step 5.a and 5.b.

        5.a. The PDN GW converts the PCC rules received in step 3 to a QoS Policy Response message and sent it back to UE.

        5.b. The UE use the Non-3GPP Access specific mechanism to enforce the rules in the non-3GPP access. For example, this could be an on-path signalling mechanism like RSVP or NSIS.

             Note: The network can control the UE signalling enforcement by using some policy authorization token. 

------------End of Change 2------------------
3GPP

SA WG2 TD


_1253618228.vsd

_1255429541.vsd
�

UE


Trusted Non-3GPP Access


PDN GW


hPCRF


4. PDN GW enforces policy using alternate mechanism supported by Trusted Non-3GPP Access 


2. Policy and Charging Rule Provision 


3. Ack


1. Trigger


vPCRF


AAA Proxy


AAA/ HSS



_1255436092.vsd
�


_1253613868.vsd
UE


Trusted Non-3GPP Access


PDN GW


AAA/HSS


hPCRF


3a Policy and Charging Rule Provision 


3b Ack


2a Gateway Control and QoS Policy Rules Provision


Access specific mechanism to enforce the policy


2b Gateway Control and QoS Policy Rules Provision Ack


1. Trigger


AAA Proxy


vPCRF



