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Abstract of the contribution: In this contribution we consider vPCRF signalling on S7a,b,c and S7 in case of visited PMIP to home GTP network roaming with Local Break-out. We propose that the vPCRF signalling that is needed in this case is generally applied for Local Break-out.
Introduction

The current PCC signalling procedures in TS 23.402 depict the role of the vPCRF as a Diameter Relay in all roaming cases. We show in this contribution that this is not applicable for local break-out in case the home network (and the hPCRF) is GTP based. For interworking the vPCRF has to parse the PCC rules that are provided over S9 and provide the QoS information over S7a,b,c to the SGW and non-3GPP accesses.
We propose to apply this procedure generally, also when both visited and home networks are PMIP based.

Discussion

Figure 1 depicts two LBO roaming scenarios with the Application Function in the home network. For simplicity we only show E-UTRAN in the visited network, but the following equally applies for non-3GPP accesses. The two scenarios only differ in that in figure 1.A the visited network is PMIP based, while it is GTP based in figure 1.B.
Figure 1 – LBO scenarios with GTP based home network
We assume that the agreement that roaming between a PMIP and a GTP based network is based on GTP extends to the S9 interface. In other words the signalling over S9 for a GTP based home network is independent from the mobility protocol used in the visited network.
This means that the vPCRF should hide the fact that it supports two S7 legs from the hPCRF. This has a number of implications: 
· The PCRF selection procedure has to ensure that the Diameter sessions with PGW and SGW for the same UE are routed to the same vPCRF node,

· The vPCRF has to parse the PCC rules it receives from the hPCRF over S9 into a PCC rule on S7 and QoS info on S7a,b,c ; this impacts both the attach/ detach as well as the dedicated bearer procedures; 
· If the visited network policy that is applied by the vPCRF leads to a reject of the PCC rule it received on S9, the vPCRF has to inform the appropriate GW, i.e. the PGW in case of attach and the SGW in case of a UE initiated request.
With LBO the vPCRF mostly acts like the PCRF in a non-roaming architecture. The difference is that it has to interact with the hPCRF. In case the AF is in the home network the hPCRF will provide the vPCRF with PCC rules. In case the AF is in the visited network it is FFS what interaction will take place between vPCRF  and hPCRF. This should be elaborated as part of TS 23.203 Rel-8. It suffices for TS 23.402 to indicate at which point in the signalling flows the interaction between vPCRF and hPCRF may take place.
We propose to apply the same procedures in case of local break out when both the visited and home network are PMIP based. This has first of all the advantage that the S9 reference point is independent from the mobility protocol in case of LBO. It also improves the response time for the access gateway control signalling. After the PCC rule is provided to the vPCRF by the hPCRF, the AGC signalling does not have to travel back to the home network anymore.
Proposal
The LBO case is explicitly referred to in most procedures. To cover it with a minimum amount of repetition of flows and text we propose to describe the flow explicitly only once in the first procedure and refer to the principle of vPCRF – hPCRF interaction in text immediately following the figures.

The proposed modifications to the PCC signalling flows are as follows:
Begin first change: Modify 23.402, Section 5.4.3.2.2
5.4.3.2.2
Initial Attach procedure with MIPv4 FACoA Mode 

MIPv4 [12] is used to setup a MIP tunnel between the Trusted non-3GPP IP Access and the PDN GW. It is assumed that a Foreign Agent (FA) is located in the Trusted non-3GPP IP Access.
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Figure 5.4.3.2.2-1: Initial attachment when MIPv4 FACoA mode MM mechanism is used over S2a 

When the Attach procedure occurs in the Non-Roaming case (Figure 4.2.2-1), the vPCRF is not involved.

In the case of Roaming (Figure 4.2.3-1) and Local Breakout (Figure 4.2.3-4), the vPCRF is employed to forward messages from the hPCRF in the home PLMN, by way of the vPCRF in the vPLMN to the non-3GPP access.  In the Roaming and LBO cases, the 3GPP AAA Proxy serves as an intermediary between the Trusted Non-3GPP IP Access and the 3GPP AAA Server in the HPLMN.
In case of Local Breakout the vPCRF acts like the PCRF in the non-roaming case and hides the detailed interaction with PDN GW and trusted non-3GPP access from the hPCRF. Only a single interaction takes place between the vPCRF and the hPCRF. The procedural steps that are affected are indicated in figure 5.4.3.2.2-1 by box AA. The detailed procedure steps are described in clause 5.4.3.2.2.1 below.
1)
The initial Non-3GPP access specific L2 procedures are performed. These procedures are outside the scope of 3GPP.
2)
The Non-3GPP access specific authentication procedure is performed. The authentication procedure between UE and Trusted non-3GPP IP Access is outside the scope of 3GPP. Depending on the type of non-3GPP access system, the PDN Gateway address may be determined at this point as described in section 5.4.2.1, otherwise it is determined in step 5 below. The PDN Gateway information is returned as part of the reply from the 3GPP AAA Server to the FA in the trusted non-3GPP access. This may entail an additional name resolution step.
Editor's note:
The event that triggers Authentication and Authorization between Non-3GPP IP Access and AAA/HSS depends on the specific type of non-3GPP access system.

3)
The UE may send an Agent Solicitation (AS) [12] message.

4)
The FA in the Trusted Non-3GPP IP Access sends a Foreign Agent Advertisement (FAA) [12] message to the UE. The FAA message includes the Care-of Address (CoA) of the Foreign Agent function in the FA.

5)
The UE sends a Registration Request (RRQ) [12] message to the FA. Reverse Tunnelling shall be requested. This ensures that all traffic will go through the PDN GW. The RRQ message shall include the NAI-Extension [14]. The UE may not indicate a specific Home Agent address in the RRQ message, in which case the PDN Gateway/Home Agent is selected by the FA. The UE then receives the IP address of the PDN Gateway in step 9 as part of the RRP message. The UE should then include the PDN Gateway address in the Home Agent address field of subsequent RRQ messages. Depending on the type of non-3GPP access system, the PDN Gateway address may be determined in a non-3GPP specific way at this step instead of step 2.
6)
The FA processes the message according to [12] and forwards a corresponding RRQ message to the PDN GW.

7)
The selected PDN GW informs the 3GPP AAA Server of the PDN GW's address.

Editor's note:
It is FFS whether this step can be avoided, e.g. if the PDN GW address is already known by the AAA/HSS by other means.

Editor's Note:
This step may be unnecessary as the UE will generally have learned its HA address (e.g., in the MIPv4 Registration Reply) and use this in subsequent mobility messages.

8)
The PDN GW sends an Indication of IP CAN Session Establishment message to the hPCRF.  Otherwise, the PDN GW may employ configuration information to establish policy.

Editor's Note: It is FFS how the PDN GW selects the hPCRF.

9)
The hPCRF responds with an Acknowledge IP CAN Session Establishment message, including the policy the PDN GW will enforce.
10)
The PDN GW allocates an IP address for the UE and sends a Registration Reply (RRP) [12] to the FA, including the IP address allocated for the UE.

Editor's note:
Whether the PDN GW should authenticate the Registration Request message is FFS. It is FFS which entity stores the allocated PDN GW IP Address.

11)

The Trusted non-3GPP access sends a Gateway Control Session Establishment message to the hPCRF (by way of the vPCRF in the Roaming and LBO cases).  This message shall contain the UE IP address as the steps 7 and 8 are optional and the IP address is required by the PCRF in order to generate UL and DL filters to provision to the Trusted Non-3GPP IP Access.

Editor's note: It is FFS how the vPCRF obtains the address of the hPCRF

12)

If the Gateway Control Session Establishment message sent by the Trusted non-3GPP access implies any change to the policy provisioned to the PDN GW in step 8, the PCRF sends an updated policy to the PDN GW by means of a Policy and Charging Rules Provision message.  
13)

If the PCRF provisions a policy to the PDN GW in step 12, the PDN GW responds, sending an Ack message to the PCRF.  The PDN GW indicates whether the PDN GW was successful provisioning the supplied policy.  .

14)

The hPCRF responds to the message sent by the non-3GPP access in step 11.  The hPCRF, sends an Acknowledge Gateway Control Session Establishment message to the non-3GPP access (by way of the vPCRF in the Roaming case). This response includes QoS Policy rules.

15)
The FA processes the RRP according to [12] and sends a corresponding RRP message to the UE.

16)
IP connectivity from the UE to the PDN GW is now setup. A MIP tunnel is established between the FA in the Trusted Non-3GPP IP Access and the PDN GW.
5.4.3.2.2.1 Initial Attach procedure with MIPv4 FACoA Mode in case of LBO

This clause describes the detailed procedural steps within box AA in figure 5.4.3.2.2-1 in case of Local Breakout.
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Figure 5.4.3.2.2.1-1: PCC signalling in case of LBO when MIPv4 FACoA mode MM mechanism is used over S2a 

8)
The PDN GW sends an Indication of IP CAN Session Establishment message to the vPCRF.  Otherwise, the PDN GW may employ configuration information to establish policy.

Editor's Note: It is FFS how the PDN GW selects the vPCRF.

9)
The vPCRF responds with an Acknowledge IP CAN Session Establishment message, including the policy the PDN GW will enforce.
10)
The PDN GW allocates an IP address for the UE and sends a Registration Reply (RRP) [12] to the FA, including the IP address allocated for the UE.

Editor's note:
Whether the PDN GW should authenticate the Registration Request message is FFS. It is FFS which entity stores the allocated PDN GW IP Address.

11) The Trusted non-3GPP access sends a Gateway Control Session Establishment message to the vPCRF  This message shall contain the UE IP address as the steps 7 and 8 are optional and the IP address is required by the PCRF in order to generate UL and DL filters to provision to the Trusted Non-3GPP IP Access.
11a)
The vPCRF interacts with the hPCRF to obtain PCC rules and other relevant information  for the IP-CAN session.
Editor's note: It is FFS how the vPCRF obtains the address of the hPCRF

12)
If the PCC rules and other information received from the hPCRF  imply any change to the policy provisioned to the PDN GW in step 8, the vPCRF sends an updated policy to the PDN GW by means of a Policy and Charging Rules Provision message.

13)

If the vPCRF provisions a policy to the PDN GW in step 12, the PDN GW responds, sending an Ack message to the vPCRF.  The PDN GW indicates whether the PDN GW was successful provisioning the supplied policy.  

14)

The vPCRF responds to the message sent by the non-3GPP access in step 11.  The vPCRF, sends an Acknowledge Gateway Control Session Establishment message to the non-3GPP access This response includes QoS Policy rules.

End  first change
Begin second change: Modify 23.402, Section 5.4.3.2.3
5.4.3.2.3 Initial Attach procedure with PMIPv6 
……………

Figure 5.4.3.3.3-1: Initial attachment with Network based MM mechanism over S2a for roaming, LBO and non-roaming scenarios.

The procedure shown in Figure 5.4.3.3.3-1 covers the home routed case (ignore the vPCRF and AAA Proxy), the Roaming case (without local anchoring in the Serving GW in the VPLMN) and LBO
In case of Local Breakout the vPCRF acts like the PCRF in the non-roaming case and hides the detailed interaction with PDN GW and trusted non-3GPP access from the hPCRF. Only a single interaction takes place between the vPCRF and the hPCRF. The procedural steps for LBO follow the procedure that is described in clause 5.4.3.2.2.1.
1)
The initial Non-3GPP access specific L2 procedures are performed. These procedures are Non-3GPP access specific and are outside the scope of 3GPP;
2)
The EAP authentication procedure is initiated and performed involving the UE, Trusted Non-3GPP IP Access and the 3GPP AAA Server. In the roaming case, there may be several AAA proxies involved. The PDN Gateway address is determined at this point as described in section 5.4.2.1. The PDN GW information is returned as part of the reply from the 3GPP AAA Server to the MAG in the trusted non-3GPP access. This may entail an additional name resolution step, issuing a request to a DNS Server;
3)
After successful authentication and authorization, the L3 attach procedure is triggered;

Editor's note:
The details of this step including selection of PMIP vs CMIP is FFS.

4)
The MAG function of Trusted Non-3GPP IP Access sends a Proxy Binding Update message to PDN GW;

Editor's note:
How the Proxy Binding Update message is secured is FFS.

5)
The PDN GW sends an Indication of IP CAN Session Establishment message to the hPCRF.  Otherwise, information configured with the PDN GW may be used to determine policy; 
Editor's Note: It is FFS how the PDN GW selects the hPCRF.

6)
If the PDN GW sent a message in step 5, the hPCRF responds with an Acknowledge IP CAN Session Establishment message, including the policy the PDN GW will enforce.  
7)
The selected PDN GW informs the 3GPP AAA Server of its address;
Editor's note:
It is FFS whether this step can be avoided, e.g. if the PDN GW address is already known by the AAA/HSS by other means.
8)
The PDN GW processes the proxy binding update and creates a binding cache entry for the UE. The PDN GW allocates IP address for the UE. The PDN GW then sends a proxy binding acknowledgement to the MAG function in Trusted Non-3GPP IP Access, including the IP address(s) allocated for the UE;
NOTE:
If UE requests for both IPv4 and IPv6 addresses, both are allocated. If the UE requests for only IPv4 or IPv6 address only one address is allocated accordingly.

Editor's note:
It is FFS which entity stores the allocated PDN GW IP Address.

9)
The PMIPv6 tunnel is set up between the Trusted Non-3GPP IP Access and the PDN GW.

10)
The Trusted non-3GPP access sends a Gateway Control Session Establishment message.  In the non-roaming case, this message is sent directly to the hPCRF. In the Roaming case, the Trusted non-3GPP access sends the message to the vPCRF which then forwards the request to the hPCRF. The message must contain the assigned IP address as the hPCRF requires this information to generate UL and DL filters as part of the policy to be provisioned in the next step.

Editor's note:
It is FFS how the vPCRF determines the same hPCRF as was selected by the PDN GW.

11)
If the Gateway Control Session Establishment message sent by the Trusted non-3GPP access implies any change to the policy provisioned to the PDN GW in step 6, the PCRF sends an updated policy to the PDN GW by means of a PCC Policy Provision message.  .

12)
If the PCRF provisions a policy to the PDN GW in step 11, the PDN GW responds, sending an Ack message to the PCRF.  The PDN GW indicates whether the PDN GW was successful provisioning the supplied policy.  .

13)
The hPCRF responds to the message, sending an Acknowledge Gateway Control Session Establishment message.  This message is sent directly to the Trusted Non-3GPP IP Access in the non-roaming case.  In the Roaming case, the hPCRF sends the message to the vPCRF which in turn forwards the response to the trusted non-3GPP access.
14)
L3 attach procedure is completed. IP connectivity between the UE and the PDN GW is set for uplink and downlink directions.

Editor's note:
The details of this step is FFS

End  second  change
Begin third change: Modify 23.402, Section 5.4.3.3.2
5.4.3.3.2

Initial Attach procedure with PMIPv6 
……
Figure 5.4.3.3.2-1: Initial attachment when Network based MM mechanism are used over S2b for roaming, non-roaming and LBO.

NOTE:
Before the UE initiates the setup of an IPsec tunnel with the ePDG it configures an IP address from an untrusted non-3GPP access network. This address is used for sending all IKEv2 [9] messages and as the source address on the outer header of the IPsec tunnel.

The procedure shown in Figure 5.4.3.3.2-1 covers the home routed case (ignore the vPCRF and AAA Proxy), the Roaming case (without local anchoring in the Serving GW in the VPLMN) and LBO
In case of Local Breakout the vPCRF acts like the PCRF in the non-roaming case and hides the detailed interaction with PDN GW and trusted non-3GPP access from the hPCRF. Only a single interaction takes place between the vPCRF and the hPCRF. The procedural steps for LBO follow the procedure that is described in clause 5.4.3.2.2.1.

If dynamic policy provisioning is not deployed, the optional steps in the procedure are not applied.

1)
The IKEv2 tunnel establishment procedure is started by the UE. The UE may indicate in a notification part of the IKEv2 authentication request that it supports MOBIKE. The ePDG IP address to which the UE needs to form IPsec tunnel is discovered via DNS query as specified in section 5.4.2.2. After the UE is authenticated, UE is also authorized for access to the APN. The procedure is as described in 3GPP TS 33.234 [7]. The PDN GW address is determined at this point as described in section 5.4.2.1. The PDN GW information is returned as part of the reply from the 3GPP AAA Server to the ePDG. This may entail an additional name resolution step, issuing a request to a DNS Server.

2)
The ePDG sends the Proxy Binding Update message to the PDN GW. The proxy binding update message shall be secured.

Editor's note:
How the Proxy Binding Update message is secured is FFS.

3)
The PDN GW sends an Indication of IP CAN Session Establishment message to the PCRF.  Otherwise, the PDN GW may employ configuration information to establish policy. 
Editor's Note: It is FFS how the PDN GW selects the hPCRF.
4)
The hPCRF responds with an Acknowledge IP CAN Session Establishment message, including the policy the PDN GW will enforce..
5)
The selected PDN GW informs the 3GPP AAA Server of the PDN GW address.
Editor's note:
It is FFS whether this step can be avoided, e.g. if the PDN GW address is already known by the AAA/HSS by other means.

6)
The PDN GW processes the proxy binding update and creates a binding cache entry for the UE. The PDN GW allocates an IP address for the UE. The PDN GW then sends a proxy binding Update ack to the ePDG, including the IP address allocated for the UE. A PMIPv6 tunnel is set up between the ePDG and the PDN GW (shown in Step 11)

NOTE:
If UE requests for both IPv4 and IPv6 addresses, both are allocated. If the UE requests for only IPv4 or IPv6 address only one address is allocated accordingly.

Editor's note:
It is FFS which entity stores the allocated PDN GW IP Address.

7)
The ePDG sends a Gateway Control Session Establishment message to the hPCRF. The message must contain the assigned IP address as the hPCRF requires this information to generate UL and DL filters as part of the policy to be provisioned in the next step. In the Roaming case, the ePDG sends the message to the vPCRF in the VPLMN. The vPCRF then forwards the message to the hPCRF in the HPLMN.

Editor's Note: It is FFS how the vPCRF determines the same hPCRF as was selected by the PDN GW.

8)
If the Gateway Control Session Establishment message sent by the ePDG implies any change to the policy provisioned to the PDN GW in step 4, the PCRF sends an updated policy to the PDN GW by means of a PCC Policy Provision message.  .

9)
If the PCRF provisions a policy to the PDN GW in step 8, the PDN GW responds, sending an Ack message to the PCRF.  The PDN GW indicates whether the PDN GW was successful provisioning the supplied policy.  .

10)
The PCRF responds to the message, sending an Acknowledge Gateway Control Session Establishment message to the ePDG.  In the Roaming case, the hPCRF sends the message to the vPCRF in the VPLMN.  The vPCRF forwards the response to the ePDG.

11)
After the BU is successful, the ePDG is authenticated by the UE.

12)
The ePDG sends the final IKEv2 message with the IP address in IKEv2 Configuration payloads.

13)
IP connectivity from the UE to the PDN GW is now setup. Any packet in the uplink direction is tunnelled to the ePDG by the UE using the IPSec tunnel. The ePDG then tunnels the packet to the PDN GW. From the PDN GW normal IP based routing takes place. In the downlink direction, the packet for UE (HoA) arrives at the PDN GW. The PDN GW tunnels the packet based on the binding cache entry to the ePDG. The ePDG then tunnels the packet to the UE via proper IPsec tunnel.

End  third change
Begin fourth change: Modify 23.402, Section 5.4.3.4
5.4.3.4
Initial Attach on S2c

5.4.3.4.1
Initial Attach Procedure in Trusted Non-3GPP IP Access with DSMIPv6

This section is related to the case when the UE attaches to a Trusted Non-3GPP Access network and host based mobility management mechanisms are used. Dual Stack MIPv6 [10] is used for supporting mobility over S2c interface.

The S2c attach can be seen to consist of several modules:

A.
The UE sets up local IP connectivity in a Trusted Non-3GPP Access

B.
The UE discovers the HA, and establishes a security association.

C.
The UE performs a Binding Update with the PDNGW

Editor's note:
The details of the security association establishment and Home Address assignment procedures are FFS

In the non-roaming case, none of the optional entities in Figure 5.4.3.4.1-1 are involved.  

The optional entities are involved in other cases.  

-
In the roaming cases, however, the 3GPP AAA Proxy mediates all interaction between the 3GPP AAA Server in the PLMN and entities in the vPLMN and non-3GPP access. 

-
Similarly, interaction between hPCRF in the HPLMN and entities in the vPLMN and non-3GPP access occurs by way of the vPCRF in the vPLMN.  In both these cases, messages are relayed by the optional entities towards and from the hPLMN.  

In case of Local Breakout the vPCRF acts like the PCRF in the non-roaming case and hides the detailed interaction with PDN GW and trusted non-3GPP access from the hPCRF. Only a single interaction takes place between the vPCRF and the hPCRF. The procedural steps for LBO follow the procedure that is described in clause 5.4.3.2.2.1.

End  fourth change
Begin fifth change: Modify 23.402, Section 5.4.3.5
5.4.3.5 Initial E-UTRAN Attach with PMIP based S5 or S8b
…..
Figure 5.4.3.5-1: Initial E-UTRAN attach with PMIP based S5 or S8b
This procedure applies to the Non-Roaming (Figure 4.2.1-1), Roaming (Figure 4.2.1-2) and Local Breakout (Figure 4.2.3-4) cases.  For the Roaming case, the vPCRF forwards messages between the Serving GW and the hPCRF.  
In case of Local Breakout the vPCRF acts like the PCRF in the non-roaming case and hides the detailed interaction with PDN GW and trusted non-3GPP access from the hPCRF. Only a single interaction takes place between the vPCRF and the hPCRF. The procedural steps for LBO follow the procedure that is described in clause 5.4.3.2.2.1.

The optional interaction steps between the gateways and the PCRF in the procedures in Figure 5.4.2.6-1 only occur if dynamic policy provisioning is deployed.  Otherwise policy may be statically configured with the gateway.

…………
End  fifth change
Begin sixth change: Modify 23.402, Section 5.4.4.2.1
5.4.4.2.1
UE/Trusted Non-3GPP IP Access Network Initiated Detach Procedure with PMIPv6

……
Figure 5.4.4.2.1-1: UE/Trusted Non-3GPP Access Network initiated detach procedure with PMIPv6

AAA proxy and vPCRF are only used in the case of home routed roaming (Figure 4.2.3-1) and local breakout (Figure 4.2.3-4).

In case of Local Breakout the interaction between vPCRF and hPCRF only takes place once, after the vPCRF has received the Indication of IP CAN Session Termination from the PDN GW.
…………

End  sixth change
Begin seventh change: Modify 23.402, Section 5.4.4.2.3
5.4.4.2.3 UE initiated detach procedure with MIPv4 FACoA Mode

……
Figure 5.4.4.2.3-1: UE initiated detach procedure with MIPv4 FACoA Mode

AAA proxy and vPCRF are only used in the case of home routed roaming (Figure 4.2.3-1) and local breakout (Figure 4.2.3-4).
In case of Local Breakout the interaction between vPCRF and hPCRF only takes place once, after the vPCRF has received the Indication of IP CAN Session Termination from the PDN GW.

………
End  seventh change
Begin eight change: Modify 23.402, Section 5.4.4.2.4
5.4.4.2.4 
Trusted Non-3GPP Access Network Initiated Detach Procedure with MIPv4 FACoA Mode 

….
Figure 5.4.4.2.4-1: Trusted Non-3GPP Access Network initiated detach procedure with MIPv4 FACoA Mode

AAA proxy and vPCRF are only used in the case of home routed roaming (Figure 4.2.3-1) and local breakout (Figure 4.2.3-4).
In case of Local Breakout the interaction between vPCRF and hPCRF only takes place once, after the vPCRF has received the Indication of IP CAN Session Termination from the PDN GW.

….

End  eight change
Begin ninth change: Modify 23.402, Section 5.4.4.3.1
5.4.4.3.1 UE/ePDG initiated detach procedure with PMIP

…..
Figure 5.4.4.3.1-1: UE/ePDG initiated detach procedure with PMIPv6

AAA proxy and vPCRF are only used in the case of home routed roaming (Figure 4.2.3-1) and local breakout (Figure 4.2.3-4).
In case of Local Breakout the interaction between vPCRF and hPCRF only takes place once, after the vPCRF has received the Indication of IP CAN Session Termination from the PDN GW.

…..
End  ninth change
Begin tenth change: Modify 23.402, Section 5.4.4.4.1.2
5.4.4.4.1.2 
UE-initiated detach procedure

The Detach procedure when initiated by the UE is illustrated in Figure 5.4.4.4.1.2-1. In the non-roaming case, none of the optional entities in figure 5.4.4.4.1.2-1 are involved. The optional entities are involved in other cases.  

-
In the roaming cases, however, the 3GPP AAA Proxy mediates all interaction between the 3GPP AAA Server in the PLMN and entities in the vPLMN and non-3GPP access. 

-
Similarly, interaction between hPCRF in the HPLMN and entities in the vPLMN and non-3GPP access occurs by way of the vPCRF in the vPLMN.  In both these cases, messages are relayed by the optional entities towards and from the hPLMN.

In case of roaming with Local Breakout the interaction between vPCRF and hPCRF only takes place once, after the vPCRF has received the Indication of IP CAN Session Termination from the PDN GW.

……
End  tenth change
Begin eleventh change: Modify 23.402, Section 5.4.4.4.1.3
5.4.4.4.1.3 
HSS-initiated detach procedure

Figure 5.4.4.4.1.3-1: AAA/HSS-initiated detach procedure

In case of roaming with Local Breakout the interaction between vPCRF and hPCRF only takes place once, after the vPCRF has received the Indication of IP CAN Session Termination from the PDN GW.

1.
If the HSS/AAA …..

End  eleventh change
Begin twelfth change: Modify 23.402, Section 5.4.4.5
5.4.4.5
Detach for PMIP S5/S8

Figure 5.4.4.5-1: E-UTRAN Detach Procedure for PMIP-based S5/S8

The optional interaction steps between the gateways and the PCRF in Figure 5.4.4.5-1 only occur if dynamic policy provisioning is deployed.  Otherwise policy may be statically configured with the gateway.

The figure covers both the non-roaming (S5) and roaming case (S8). In the roaming case, the vPCRF in the VPLMN acts as an intermediary between the Serving GW and the hPCRF in the HPLMN.  The vPCRF forwards messages in both directions.

In case of roaming with Local Breakout the interaction between vPCRF and hPCRF only takes place once, after the vPCRF has received the Indication of IP CAN Session Termination from the PDN GW.

End  twelfth change
Begin thirteenth change: Modify 23.402, Section 5.5.2.1
5.5.2.1
Dedicated Bearer Activation

….

[image: image4]
Figure 5.5.2.1-2: Dedicated Bearer Activation Procedure, UE in Active Mode, Roaming Case

Unlike PMIP based S5, the vPCRF acts as an intermediary, sending the QoS Policy Rules Provision made by the hPCRF. The vPCRF receives the Acknowledgment from the Serving GW and forwards it to the hPCRF.

There is one other variation in case of roaming with local breakout. This is depicted in Figure 5.5.2.1-3
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Figure 5.5.2.1-3: Dedicated Bearer Activation Procedure, UE in Active Mode, Local Breakout Case
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