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Abstract of the contribution:

This contribution proposes a cleanup of the S2c based attach procedure currently described in an Informative Annex of TS 23.402. Revision of S2-074263.. 
1. Introduction

The current version of TS 23.402 includes, in the Informative Annex, an attach procedure for S2c comprising PCC interactions. This procedure also includes a sub-procedure for network-initiated dynamic policy control.
The present paper 

· attempts to address and resolve the various FFS’s and Notes present in the mentioned procedure, and

· removes the sub-procedure for network-initiated dynamic policy control, which, in another paper, is proposed to be spun off as a separate section 

2. Discussion

In this section, the existing Notes and FFS’s are addressed.
(1) NOTE: How the connection between the Trusted Non-3GPP IP Access System and the PCRF is established is FFS
Discussion: The same mechanism for PCRF discovery as in TS 23.203 should be employed as much as possible

Excerpt from TS 23.203: “The PCEF shall contact the appropriate PCRF based on the packet data network (PDN) connected to, together with, a UE identity information (if available, and which may be IP-CAN specific). It shall be possible to ensure that the same PCRF is contacted for a specific UE irrespective of the IP-CAN used””
Following the principles on which TS 23.203 is based, there has to be one PCRF per UE. Therefore, PCRF selection will based on the UE identity (e.g. NAI for the Trusted Non-3GPP Access). The UE identity information to be used by the Trusted Non-3GPP Access to establish the session with the PCRF may be piggybacked by the AAA/HSS during network access authentication. This is needed in case the full NAI provided by the UE as part of the authentication method is not visible by the non-3GPP access gateway (e,g, because it is chiphered between the UE and the AAA/HSS).
Proposed resolution: it is proposed to clarify that the Trusted Non-3GPP Access shall contact the appropriate PCRF based on a UE identity information, that can be piggybacked by the AAA/HSS during network access authentication..
(2) NOTE: The nature and content of the rules delivered in step 3a is FFS

Discussion: Note that the FFS is not correct as the rules are delivered in step 3b and not in step 3a.
At the last meeting it was decided that the service-aware charging functionality resided only in the PDN GW. Based on this assumption the rules provided by the PCRF to the trusted non 3GPP Access in step 3 do not include any charging information. Therefore the rules provided at this step are not PCC rules as defined in 23.203. In step 3b, if the PCRF decides to establish the session, it delivers a set of QoS policy configuration (e.g. TFT and QCI) in order to enable static QoS provisioning. 

Due to the fact that charging information are not delivered to the trusted access gateway, the session established between the non-3GPP access gateway and the PCRF cannot be defined as a PCC session in the Rel-7 sense. For this reason we think that the names of steps 3a and 3b should be changed in order to differentiate this session establishment from a Release 7 PCC session establishment.  

Proposed resolution: we propose to clarify that in this step only QoS policy information are sent to the Trusted Non 3GPP Access. We propose also to change the name of steps 3a and 3b into [tbd] and [tbd]. 
(3) Editor’s Note: whether the term “IP-CAN type” is appropriate is FFS
Discussion: During SA2 #59, it was questioned whether the term “IP-CAN” is still appropriate to identify the S7a leg towards the Trusted Non-3GPP Access. 

The Trusted Non-3GPP Access is providing IP access to the UE and handles IP traffic based on instructions from the policy infrastructure, if any.

For this reason, we consider the name “IP-CAN” to still be appropriate as it is well understood by the expected reader. 

Proposed resolution: it is proposed to remove this Editor’s Note and related FFS
(4) Generation and provision of credentials, protocols used for Security Association Setup and PDN GW IP Address allocation are FFS. The use of IETF RFC4285 [13] is FFS. When it is used the procedure will be different

Discussion: This issue is still FFS and there is ongoing discussion between SA2 and SA3 about it. Currently it is not possible to remove this FFS, which is strictly not related to QoS provisioning or mobility procedures as such
Proposed resolution: we propose to leave this FFS until guidance from SA3 is received or the issue is otherwise solved
(5) The PDN GW allocates only the type(s) of IP address (IPv6 and/or IPv4) that were explicitly requested by the UE.

Editor's note:
The details of IP address allocation is FFS.

Discussion: IP address allocation is somehow tied to the protocol used for the Security Association (see point above).

In fact, if IPsec/IKEv2 is used, the IPv6 HoA is allocated during the IKEv2 exchange. 
On the other hand, if RFC4285 is used, , the IPv6 HoA may be allocated through DHCPv6. 
Note that at the moment there are no standard IETF solutions for allocating the IPv6 HoA during the Binding Update / Binding Acknowledgement exchange (i.e. MIPv4-style).
On the other hand, there is indeed a common mechanism to allocate the IPv4 HoA, if requested by the UE, within the BU/BA exchange. Therefore the Editor’s Note applies only to the IPv6 Home Address. 
Proposed resolution: We propose to clarify that the note applies only to the IPv6 Home Address, thus removing the implication that also the IPv4 part is FFS. We also propose to include some text for the IPv4 HoA assignment.

(6) The PDN GW informs the 3GPP AAA Server of the address of the selected PDN GW.

Editor's note:
It is FFS whether this step can be avoided, e.g. if the PDN GW address is already known by the AAA/HSS by other means.

Editor's note:
It is FFS which entity stores the allocated PDN GW IP Address.

Discussion: Related to the first editor’s note, we remark that the PDN GW address would be already known by the AAA/HSS after step 4; therefore in this case a further exchange with the AAA/HSS is not needed. 
On the other hand, in case RFC 4285 is used to protect MIPv6 signalling, step 4 is not present and this additional step is indeed needed. 

Thus, the resolution of the first editor’s note depends on the employed security mechanism

The second editor’s note is not clear. The PDN GW address shall be known by the AAA/HSS as also indicated in section 5.4.2.1 of TS 23.402. This is accomplished either in step 4 or in this current step, depending on the security mechanism employed. Proposed resolution: We propose to keep the second editor’s note. The first editor’s note must be kept as the security association protocol is still FFS. However, to clarify what the open issue is and to align the note with the new figure we propose to slightly rephrase it, e.g 

“This additional step is needed only if RFC 4285 is used in step 4. In case RFC4877 is used in step 4, the PDN GW address is already known by the AAA/HSS by other means and therefore this step is not needed.”
(7) NOTE: whether the message in step 7 can be sent before message 6b is FFS
Discussion: In general the BA may be sent by the PDN GW as soon as possible in order to minimize the interruption time and let the UE to send uplink packets. This is however solely an implementation option.




Proposed resolution: we propose to remove the existing Note
In addition to the NOTEs discussed above. This paper adds roaming support to the S2c attach procedure. This is achieved by indicating that AAA and PCC interactions are forwarded via AAA proxies and visited PCRF servers in case of roaming.

3. Proposal
It is proposed to 
· implement the clarifications and corrections discussed above in the S2c attach flow currently present in TS 23.402

· remove the network-initiated dynamic policy control part, which is proposed for a separate subsection in another contribution (S2-07xxxx)

Annex A

*** Start of 1st change ***

D.1
Initial Attach Procedure in Trusted Non-3GPP IP Access with DSMIPv6 
This section is related to the case when the UE attaches to a Trusted Non-3GPP Access network and host based mobility management mechanisms are used. Dual Stack MIPv6 [10] is used for supporting mobility over S2c interface. 

The S2c attach can be seen to consist of several modules:

A.
The UE sets up local IP connectivity in a Trusted Non-3GPP Access

B.
The UE discovers the HA, and establishes a security association.

Editor’s note: The details of the security association establishment and Home Address assignment procedures are FFS 

C.
The UE performs a Binding Update with the PDNGW
In the non-roaming case, none of the optional entities in figure D.1-1 are involved.  

The optional entities are involved in other cases.  

· In the roaming cases, however, the 3GPP AAA Proxy mediates all interaction between the 3GPP AAA Server in the PLMN and entities in the vPLMN and non-3GPP access. 

· Similarly, interaction between hPCRF in the HPLMN and entities in the vPLMN and non-3GPP access occurs by way of the vPCRF in the vPLMN.  In both these cases, messages are relayed by the optional entities towards and from the hPLMN.  



Figure D.1.1-1 depicts the procedure for the non-roaming case.




Figure D.1-1: Initial attachment from Trusted Non-3GPP IP Access with DSMIPv6 
A) Setup of Local IP connectivity
1)
The initial access specific L2 and authentication procedures are performed. As indicated above, in the roaming case signalling may be routed via a 3GPP AAA Proxy in the vPLMN, as specified in TS 23.234. 

2)
After successful authentication the L3 connection is established between the UE and the Trusted Non-3GPP Access system. As a result of this procedure, an IP address or an IPv6 prefix is also assigned to the UE by the access system (i.e. a Local IP address that will be used as a Care-of Address for DSMIPv6 over the S2c reference point). 
NOTE: It is assumed that the access system is aware that network-based mobility procedures do not need to be initiated.
NOTE: The access system may complete the step 2 after step 3b. 
3)
If the access system supports PCC-based policy control, the access gateway sends a Gateway Control Session Establishment message to the PCRF (3a). The message includes at least the UE IP address or IPv6 prefix allocated by the access system. The message includes also the IP-CAN type.
Editor's Note: It is FFS how the hPCRF is discovered.



Based e.g. on the UE identity and user profile, operator’s policies and the IP-CAN type, the PCRF decides on the QoS policy rules and completes the session establishment towards the access gateway (3b). The rules provided in this step are referred to the address assigned by the trusted non-3GPP access. 
In the roaming case, PCC signalling is sent via a vPCRF in the vPLMN

If PCC is not supported, these rules are provisioned to the Access System using configuration independent of this procedure
NOTE:
The UE identity information to be used by the access system to establish the session with the PCRF may be piggybacked by the AAA/HSS in step 1.


B) PDNGW/HA Discovery and HoA Configuration
4)
The UE discovers the PDN GW (Home Agent) as specified in section 5.4.2.1 of TS 23.402. A security association is established between UE and PDN GW to secure the MIP messages between UE and PDN GW. The UE initiates the establishment of the security association.
In this step, the PDNGW may be either in the hPLMN or in the vPLMN. When the PDNGW is in the vPLMN, the interaction between the PDNGW in the vPLMN with the AAA/HSS in the hPLMN may involve a 3GPP AAA Proxy in the vPLMN as specified in TS 23.234
NOTE:The PDN GW may communicate with the AAA infrastructure during this step.

Editor's Note: Generation and provision of credentials, protocols used for Security Association Setup and PDN GW IP Address allocation are FFS. The use of IETF RFC4285 [13] is FFS. When it is used step 4 will not occur
C) Binding Update
5)
The UE sends the MIP Binding Update message to the PDN GW as specified in [10]. 


The PDN GW processes the binding update. During the processing the PDN GW performs authentication and authorization of the user based on the information received from AAA infrastructure, and allocates an IP address or IP addresses for the UE.

NOTE:
The communication between the PDN GW and the AAA infrastructure during this step is optional, e.g., the PDN GW may have received all needed information for authentication and authorization in step 1.

NOTE:
The PDN GW allocates only the type(s) of IP address (IPv6 and/or IPv4) that were explicitly requested by the UE. An IPv4 HoA, if needed, may be allocated within the BU/BA exchange.
Editor's Note: The details of IPv6 Home address allocation are FFS. Additional methods for IPv4 Home Address allocation are FFS.

The PDN GW informs the 3GPP AAA Server of the address of the selected PDN GW.

Editor's Note: This additional step is needed only if RFC 4285 is used in step 4. In case RFC4877 is used in step 4, the PDN GW address is already known by the AAA/HSS by other means and therefore this step is not needed.

Editor's Note: It is FFS which entity stores the allocated PDN GW IP Address.

6)
If PCC is supported, the PDNGW requests a new PCC session towards the PCRF (6a). The message includes at least the HoA and the CoA. The message may also include a permanent UE identity. 
Editor's Note: It is FFS if one or two PCC sessions are needed when both an IPv6 and an IPv4 HoA are assigned to the UE.

The PCRF decides on the PCC rules and completes the PCC session establishment towards the PDNGW (6b). The PDNGW installs the received PCC rules. 


In this step, the PDNGW may be either in the hPLMN or in the vPLMN. When the PDNGW is in the vPLMN, the interaction between the PDNGW in the vPLMN with the PCRF in the hPLMN involves a visited PCRF.

If PCC is not supported, policy rules may be provisioned independent of this procedure.
NOTE:
The permanent UE identity to be used by the PDN GW to establish the session with the PCRF may be piggybacked by the AAA/HSS in step 4
7)
The PDN GW sends the MIP Binding Ack to the UE, including the IP address allocated for the UE as specified in [10].

NOTE: Rules related to the HoA can be sent to the Trusted Non-3GPP Access based on the procedure in section XXX.






*** End of 1st change ***
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