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Introduction

In Section 6.2.4 of TR23.893, the signalling flow for PS-PS session continuity is described with the assumption that the UE changes IP address after it moves to the new access network and a new P-CSCF is used in the new access network. However there are cases where UE’s IP address change is handled at the network layer through IP mobility management protocols. Thus it is also necessary to investigate the case where the IP-level mobility is provided between access networks and show how the underlying mobility solution can optimize the signalling flow to improve the user experience.
Figure 1 describes a possible use case of PS-PS session continuity, where it is assumed that the UE uses the same IP address before and after the handover using the underlying mobility mechanism (e.g. PMIP), and a new P-CSCF needs to be discovered (e.g., due to operator’s policy), which is described in Section 8.2.3.1 in TR23.893. In this flow, the PCRF interaction is considered for PCC. After the handover, the UE discovers a new P-CSCF and registers itself with the S-CSCF via the new P-CSCF. Subsequently, the UE sends INVITE to update the dialog with UE#2, which is forwarded to the SMF. Since the contact address of the UE does not change, the SDP in the INVITE could be the same as the one that was stored during the session initiation provided the other conditions (e.g., QoS) can be maintained in the new access network. In this case, the SMF may not need to send a re-INVITE message to the UE#2. The PCRF interaction is performed after the new dialog is established and the media stream is resumed after this step. Therefore, the user experience is similar to the case where the IP-mobility is not supported as shown in Figure 6.2.1. 
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Figure 1: Baseline signalling flow for PS-PS handover with IP-level mobility support
By taking advantage of the IP-level mobility support, the PS-PS handover could be further optimized. Figure 2 describes such a signalling flow based on Figure 1. GW1 and GW2 in Figure 1 and Figure 2 refer to the S-GW (3GPP access) or the access gateway (non-3GPP access). The service information is stored in the PCRF at the initiation of the session and by performing the gate control on the new GW just after the handover the media can be resumed immediately, on the assumption that the IP address of the UE does not change. Compared to the Figure 1, here the media loss time minimizes, which contributes to the improvement of the user experience. As described in Section 8.2.2, if the proactive P-CSCF discovery is supported, the new P-CSCF can be known before handover, which will expedite the registration and the session update procedures. Detail procedures of the proactive P-CSCF discovery are FFS (e.g. it could be a simple operator’s policy that whenever the UE changes from 3GPP access to non-3GPP access, it needs to discover a new P-CSCF).
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Figure 2: Optimized signalling flow for PS-PS handover with IP-level mobility support

Proposal

Based on the above discussion, proper PCC interaction plays an important role for the improvement of the user experience; therefore, the optimized signalling flow for PS-PS handover with the mobility management and the PCC interaction is proposed in Section 6.2.4 of TR23.893.
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6.2.4
Signalling flows
6.2.4.1
Signalling flow for providing PS-PS session continuity
The following simplified example flows describe possible use cases of PS-PS session continuity. 

6.2.4.1.1 
Session continuity with IP address change 
The following simplified example flows describe possible use cases of PS-PS session continuity 
when the network layer does not support mobility and thus the IP address of UE changes when the UE hands over to a different IP-CAN (access network). 
In this example, UE#1 registers over one IP-CAN and establishes a video session with UE#2. Then UE#1 discovers and attaches to a new IP-CAN, it registers its new contact address and transfers the ongoing video sharing session to this new IP-CAN. In this example flow, it is assumed that (i) the UE changes IP address after it moves to the new IP-CAN and (ii) a new P-CSCF is used in the new IP-CAN.
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Figure 6.2.1: Signalling flow for providing PS-PS session continuity (session with no voice components)
NOTE: 
Since this example considers a multimedia session with no voice components, the VCC Application is not involved in the signalling flow and it is not shown in Figure x1 for simplicity.

A step-by-step description of the signalling flow is shown below:

1.
UE#1 registers an IMPU with contact addr1 over one IP-CAN (e.g. 3G PS domain). 

Editor’s note: Is it FFS if 3rd-party registration is required. 

2.
UE#1 sends an INVITE request for initiating a video sharing session with UE#2.

3.
The S-CSCF evaluates iFC to decide if the INVITE should be forwarded to SMF. Appropriate initial filter criteria could be used in order to forward sessions initiated from a PS domain or IP-CAN to SMF.

4.
In this example flow, the S-CSCF forwards the INVITE to SMF.

5-6.
Based on operator policy and/or other conditions the SMF decides to anchor this session and to establish the remote leg with UE#2. It therefore acts as a B2BUA and creates another dialog by sending a new INVITE request to UE#2. 

7-8.
UE#2 accepts the INVITE from SMF and responds with a 200 OK.

9.
SMF responds to the INVITE sent by UE#1 in step 4 with a 200 OK. The video sharing session can then be established between UE#2 and UE#1. 
10.
Later, UE#1 discovers and attaches to a new IP-CAN (e.g. an I-WLAN). The discovery and attachment to the new IP-CAN might be triggered by poor QoS in the old IP-CAN (e.g. as a result of signal deterioration) or by applicable user preferences and/or network policy. During attachment UE#1 obtains configuration information for the new IP-CAN including a new IP address (addr2). In the example shown in Figure x1, UE#1 also discovers a new P-CSCF (P-CSCF#2) that is applicable in the new IP-CAN. P-CSCF discovery is triggered since a new IP address (addr2) is acquired in the new IP-CAN.

Editor’s note:
When the UE performs the P-CSCF discovery is FFS.

11.
 UE#1 registers again its IMPU with contact addr2. Again, 3rd-party registration may optionally be used 

Editor’s note: The UE of 3rd-party registration is FFS.

12.
To transfer its ongoing video sharing session from the old IP-CAN (addr1) to the new IP-CAN (addr2), UE#1 sends an INVITE effectively requesting to replace the previous dialog settings (including the address(es) for media transport) with the settings in the new INVITE. The INVITE sent by UE#1 includes in SDP a new address (addr2) for the video sharing media. This INVITE creates a new dialog between UE#1 and SMF.

Editor’s note: Is it FFS whether the INVITE message sent in this step includes a Replaces header (this initiates a new dialog).

13-14. SMF identifies if there is matching ongoing SIP session that the SMF has previously anchored. In this case the SMF updates this existing dialog with UE#2 by sending a re-INVITE (or UPDATE) message which contains the new SDP payload transmitted by UE#1 in step 12. 

15-16. UE#2 accepts the dialog update and the new SDP by sending a 200 OK response to SMF.
17.
SMF responds to the INVITE sent by UE#1 in step 12 with a 200 OK effectively accepting the request to transfer the video sharing session from the old contact (addr1) to the new one (addr2). The video sharing session between UE#1 and UE#2 is then continued by used the new contact address of UE#1 (addr2).
6.2.4.1.2 
Session continuity with no IP address change 
The following simplified example flow describes a possible use case of PS-PS session continuity when the network layer does support mobility and thus the IMS contact address of the UE does not change when the UE hands over to a different access network. However, in this scenario, the UE#1 needs to discover a new P-CSCF and requires to register with the S-CSCF via the new P-CSCF in order to be able to transfer the ongoing session to this new access network. In this example flow, it is assumed that (i) the UE does not change IP address after it moves to the new access network, and that (ii) a new P-CSCF is used. GW1 and GW2 in the following figure refer to the Serving GW (3GPP access) or the Access GW (non-3GPP access), respectively.
  Editor’s note: The relation of the call flow presented here to the mobility scenarios described in Section 8.2.3.1 of TR23.893 is FFS.
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Figure 6.2.x: Signalling flow for providing PS-PS session continuity with IP-level mobility support (session with no voice components)
NOTE: 
Since this example considers a multimedia session with no voice components, the VCC Application is not involved in the signalling flow and it is not shown in Figure 6.2.x for simplicity.

A step-by-step description of the signalling flow is shown below:

1 -9 .
These steps are identical to the steps described in 6.2.4.1.1. P-CSCF#1 obtains the QoS authorization from the PCRF.
10.   P-CSCF#1 provides the service information on the established session to the PCRF. The PCRF then sends the PCC Rules to the GW#1. The PCC Rules are applied at GW#1 and the gate for the video sharing session gets opened. GW#1 sends ACK to the PCRF. The PCRF stores the service information and responds to P-CSCF#1 with ACK.
11.   The UE may be able to discover the P-CSCF that is used in the target network before the handover and the P-CSCF may perform necessary context transfer.
  Editor’s note: The details of how the new P-CSCF is discovered are FFS. (e.g. it could be a simple operator’s policy that whenever the UE changes from 3GPP access to non-3GPP access, it needs to discover a new P-CSCF).
12.
Later, UE#1 discovers and attaches to a new access network (e.g. an I-WLAN). Since IP-level mobility is provided, the IP address of UE#1 does not change before and after the handover. 

13.   GW#2 determines that the PCC interaction is required and sends the PCC Rules request to the PCRF. The PCRF correlates the request for PCC Rules with the access network session and the service information that was stored at step #11. The PCC Rules are applied at GW#2 and the gate for the video sharing session gets open. Since the IP address of the UE doesn’t change, the media stream can go through the gate and be delivered to the UE.
14.   If the proactive P-CSCF discovery is not performed at step 12, UE#1 discovers a new P-CSCF (P-CSCF#2) that is applicable in the new access network at this step.
15.   Although the contact address of UE#1 does not change, due to the change of the P-CSCF, UE#1 is required to register with S-CSCF via the new P-CSCF. Again, 3rd-party registration may optionally be used 
  Editor’s note: The UE of 3rd-party registration is FFS.

16.
To transfer its ongoing video sharing session from the old access network to the new access network, UE#1 sends an INVITE effectively requesting to replace the previous dialog settings, which includes the route set. This INVITE creates a new dialog between UE#1 and SMF. P-CSCF#2 obtains the QoS authorization from the PCRF, which may be the same as what was received at step 13.
   Editor’s note: Is it FFS whether the INVITE message sent in this step includes a Replaces header (this initiates a new dialog).

17-20.Since the IP address of UE#1 does not change, it may not be needed to send a re-INVITE (or UPDATE) message to UE#2. However, if some conditions (e.g. QoS) have changed, the SMF updates the existing dialog with UE#2 by sending a re-INVITE (or UPDATE) message with a new SDP.
21.
SMF responds to the INVITE sent by UE#1 with a 200 OK effectively accepting the request to transfer the video sharing session from the old access network to the new one.
22.   If the requested QoS is successfully authorized at step 16 and P-CSCF#2 keeps the same service information on the established session, then the service information provisioning and gate control on GW#2 can be skipped.
	End of 1st Change 
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