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	First Change


G.5.1
General requirements

In addition to the general requirements outline in clause G.1.1, the following NAT traversal solution also addresses the following additional requirements:

-
Does not require the network to be aware of the presence of a NAT;

-
Avoid unnecessarily long media paths due to media pinning;

-
It shall be possible to establish communication towards a remote UE that does not support of the functionality listed in G.5;

-
Minimize the impacts on Policy and Charging Control functionality.


	Second Change


G.5.2.2
Required functions of the UE

When supporting ICE, the UE is responsible for managing the overall NAT traversal process and for invoking the various protocol mechanisms to implement the NAT traversal approach. As such, the following functions shall be performed by the UE:

-
STUN relay server and STUN server discovery;

 NOTE: A configuration mechanism can be used to provision STUN server and STUN relay server addresses in the UE.
-
Transmission of media packets from the same port on which it expects to receive media packets;

-
RTCP port advertisement.

-
ICE functionality which includes:

-
Maintaining of NAT bindings to insure inbound media packets are allowed to traverse the NAT device.

-
Address advertisement, which consists of the following operations:

-
Gathering candidate addresses for media communications;

-
Advertising the candidate addresses in a special SDP attribute (a=candidate) along with the active transport address in the m/c lines of the SDP.

-
Perform connectivity checks on the candidate addresses in order to select a suitable address for communications.

Depending on the results of the connectivity checks, one of the candidate addresses may be promoted to become the active transport address.

Depending on the active transport address, provide additional information in the session description to insure that correct policy and charging functionality can be applied on relayed media packets.

Given the desire to minimize session establishment delays during connectivity checks, the UE shall advertise its active address in the SDP offer or answer in the following order based on their availability:

1.
STUN relay server assigned address;

2.
STUN derived address;

3.
Locally assigned address.

	Third Change


G.5.3.3
Required functions of the S-CSCF

When supporting Outbound, the S-CSCF shall be responsible for indicating to the UE that Outbound procedures are supported.

During registration the S-CSCF shall store all contact information provided by the UE to allow the S-CSCF to unambiguously determine which registration to update on re-Registration attempts.


	Fourth Change


G.5.3.4
Required functions of the UE

When supporting Outbound, the UE is responsible for managing the overall NAT traversal process and for invoking the various protocol mechanisms to implement the NAT traversal approach. As such, the following functions shall be performed by the UE:

-
Maintaining of NAT bindings between the UE and the P-CSCF through the use of a keep-alive mechanism to insure inbound signaling packets are allowed to traverse the NAT device.

Editors Note:
How the UE determines the frequency of the keep-alive mechanism is FFS. However, a configuration mechanism can be used in place of a dynamic discovery process.
-
Transmission of signaling packets from the same port on which it expects to receive signaling packets;

-
Establishment of signaling flows to its assigned P-CSCF(s) during registration.

In addition to the above functions the UE shall also be able to determine Outbound support of the S-CSCF based on the registration response as defined in draft-ietf-sip-outbound-04 [48].


NOTE:
In case a UE supports only STUN keep-alives, but not Outbound, it does not need to determine Outbound support, and it does not need to register flows as defined by Outbound. It only sends STUN requests to the P-CSCF to keep NAT bindings open.

	Fifth Change


G.6.5
Policy and Charging Control procedures

When PCC is to be employed for a session, the P-CSCF is responsible for providing the PCRF with IMS service data flow policy and charging information. If the UE has indicated that the active transport address corresponds to a relayed address, the P-CSCF shall be responsible for using the additional information provided by the UE to convert the service data flows derived from the SDP into flow descriptions which will traverse the Policy and Charging Enforcement Point.


The deployment of STUN relay servers requires that the UE be able to communicate with such servers prior to session establishment. The PCC for the IP-CAN must be set up to allow communication with the STUN relay server prior to IMS session establishment, This may impact gating control in some IP-CANs which do not support a default or best effort flow which can be used to communicate with the STUN relay server prior to session establishment.

NOTE 1:  Predefined PCC rules can be created to allow the UE to communicate with the STUN relay much in the same way the UE is allowed to communicate with the IMS network for session management. 

NOTE 2: Given that a STUN relay is a forwarding server under the direction of the UE, necessary precaution needs to be taken by the operator in how it chooses to craft these rules. It is recommended that such predefined rules only guarantee the minimal amount of bandwidth necessary to accomplish the necessary UE to STUN relay communication. Such an approach helps reduce the resources required to support NAT traversal mechanisms. Finally, such an approach allows the preconfigured rule to be over-ridden by dynamic rules which allow for the necessary bandwidth needed by the session. 

NOTE 3: The dynamic PCC rule will need to differentiate between different media traffic between UE and STUN relay (e.g. voice vs. video), which can be identified by the different ports assigned by the residential NAT. Session bindings need to take into account that the relevant Terminal IP address may be contained within the ICE candidates contained in the session description, rather than in the normal media description.
	Sixth Change


G.6.6
Detection of NAT Traversal support

The UE shall be able to determine whether the IMS CN supports the Outbound procedures by the capabilities indicated in the registration response to the UE. If the indication of the capability is present, the UE knows that the IMS CN supports Outbound and the associated procedures.

. NOTE: A configuration mechanism can be used to provision STUN server and STUN relay server addresses in the UE.
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