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Abstract of the contribution:

Changes are proposed to TS 23.402, Annex C.2.1.1 to. The intent is to resolve the FFS items as much as possible.
Introduction

Summary of proposed changes:

1. Clarified that the HSS interacts with the 3GPP AAA server to derive the PDN GW address (step 3).

2. Clarified at step 8 that, If updated PCC rules require establishment of dedicated bearer, the procedure defined in 23.401 section 5.4.1 is performed.

3. Clarified the tunnel switching point and the resource clean up point by the PDN GW.

Proposal

The following changes to TS 23.402, Annex C.2.1.1 are proposed:
Start of first change: to TS 23.402, Annex C.2.1.1
C.2.1.1
Using GTP based S5 Interface
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Figure C.2.1.1-1: Untrusted Non-3GPP IP Access to E-UTRAN Handover in Non-Roaming case

NOTE:
All steps outside of (A) and (B) are common for architecture variants with GTP based S5 and PMIP based S5. Procedure steps (A) and (B) for PMIP based S5/S8 are described in Section C.2.1.2.

1)
The UE is initially connected to the untrusted non-3GPP access.  There is an IPsec tunnel between the UE and the ePDG and a PMIPv6 tunnel between the ePDG and the PDN GW.

2)
The UE moves and attaches to an E-UTRAN network.

3)
The UE performs access authentication with the MME.  The MME contacts the HSS for authenticating the UE.  As part of the authentication procedure, the PDN GW that needs to be used is conveyed to the MME. The HSS interacts with the 3GPP AAA server to derive the PDN GW address that is serving the UE’s PMIP6 session while the UE is connected to the trusted non-3GPP IP access system.

4)
The MME performs location update procedure and subscriber data retrieval from the HSS.  See TS 23.401 for more details on these procedures.

5)
Once the MME authenticates the UE, it sends a Create Default Bearer Request message to the Serving GW.  In this message, the MME includes the the PDN GW address that needs to be used.

6)
The Serving GW sends a Create Bearer Request message to the PDN-GW as described in TS 23.401 for the default and any active dedicated EPS bearer. The PDN GW should not switch the tunnel from the untrusted non-3GPP IP access (ePDG) to 3GPP access system at this point. 

7)
If PCC is supported, the PDN GW sends an “Modification of IP-CAN session” message to the PCRF(Information contained is FFS) to inform the PCRF about the handover to E-UTRAN and to obtain any changes to QoS policy or the PCC rules related to the new IP-CAN type. 

8)
If step 7) is performed, the PCRF sends to the PDN GW an “Acknowledge Modification of IP-CAN Session” message including any changes to the QoS policy or the PCC rules.  If the updated PCC rules require establishment of dedicated bearer for the UE, the procedure defined in 23.401 section 5.4.1 is performed.
9)
The PDN GW responds with a Create Bearer Response message to the Serving GW as described in TS 23.401.The Create Bearer Response contains the IP address or the prefix that was assigned to the UE while it was connected to the non-3GPP IP access.

10)
The Serving GW responds to the MME with the Create Default Bearer Response message.  In this message, the Serving GW includes the IP address of the UE.

11)
S1_U default bearer establishment procedure and, if required dedicated bearer establishment procedure is performed.  This includes radio bearer setup.

12)
The Serving GW sends an Update Bearer Request message to the PDN GW including the RAN procedures ready flag. This prompts the PDN GW to switch tunnelling packets from non 3GPP IP access to 3GPP access system and immediately start routing packets to the Serving GW. The PDN GW also sends PMIP6 Binding Revocation message to the ePDG to remove unused resources in ePDG.. 

13)
The PDN GW acknowledges by sending Update Bearer Response to the Serving GW.

14)
At the end of the handover procedure there is a default bearer and zero or more dedicated bearers for the UE that consists of E-UTRAN radio bearer, S1 bearer between the eNB and the Serving GW and GTP tunnel(s) between the Serving GW and the PDN GW.


End of first change: to TS 23.402, Annex C.2.1.1
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13. Update Bearer Response





12. Update Bearer Request
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8. Ack of IP-CAN Session Modification





7. Modification of IP-CAN Session
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14. Radio bearer and S1 bearer
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5. Create Default Bearer Context (MN-NAI, PDN GW)
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