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Abstract of the contribution:

Changes are proposed to clarify context transfer information needed for inter eNodeB handover with CN node relocation for PMIP-based S5/S8.

Introduction

Figure 1 summarises the high-level differences between GTP- and PMIP-based handovers with CN node relocation.
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Figure 1: Context transfer information for HO with CN node relocation (non-roaming case): a) GTP-based S5; b) PMIP-based S5
In the GTP case, the UE context transferred across S10 includes the following parameters:
· UL TFT – set of packet filters conveyed transparently to the UE (and not used by the network otherwise);
· Bearer level QoS information;
· UL S5 TEID- GTP tunnel endpoint identifier assigned by the PDN GW for uplink traffic on S5.
In the PMIP case, the UE context transferred across S10 should include the following parameters:

· UL/DL TFT – set of uplink and downlink packet filters allowing the Serving GW to perform bearer binding and uplink bearer verification;
· SDF level QoS information i.e. QCI, MBR, GBR and possibly ARP for the associated TFTs.
Moreover, in the PMIP case the following information will likely be needed in the target system:
· The IP address assigned to the UE – it is used for establishment of the target S7c leg (inside the Gateway Session Control Establishment message);

· UE’s Network Access Identifier (NAI) – it is required for the PMIP Binding Update sent out from the target Serving GW.
Other differences of S10 context transfer parameters are not considered in this paper.
Note that some of the parameters listed above need to be stored inside the MME, although they are strictly speaking not needed for the MME operation. For instance, this is the case for the DL TFTs or the service level QoS, which are used by the SGW for the purpose of bearer binding. In order to re-use the same procedure as for GTP-based S5/S8 it is assumed that these additional parameters would be signalled across S11 upon bearer establishment. In such a way the full context transfer information will always be available at the MME at the instant when the CN node relocation is triggered.
Proposal
It is proposed to agree that at least the following additional information needs to be signalled across S10 in case of Core Network node relocation with PMIP-based S5/S8:
· DL TFT,
· SDF level QoS information,
· IP address and
· UE NAI.
It is proposed to capture these additional parameters in the Information Storage section in TS 23.402, as proposed below.

It is noted that some call flows in TS 23.401 will be impacted in that the procedural text for messaging taking place across S11 will need to be modified to take into account the differences in UE context information.

In this contribution we make a text proposal for TS 23.401 Section 5.5.1 (Inter eNodeB Handover with CN node relocation) describing where exactly in the call flow the additional information is needed. If this way forward is agreeable, the authors of this paper would be happy to provide the corresponding changes for all other impacted procedures in TS 23.401.

*** Start of 1st change in TS 23.402 ***

5.7
Information Storage

<This section describes the context information that is stored in the different nodes for non-3GPP accesses support>

5.7.1
MME

The information stored in the MME is described in TS 23.401 [4]. In addition to the information described in TS 23.401 [4] the MME stores the following information:

Table X: MME Context

	Field
	Description

	IP address
	UE’s IP address for PDN access

	UE NAI
	NAI [15] based user identification defined in 3GPP TS 23.003 [16]

	DL TFT
	Downlink Traffic Flow Template

	Service flow QoS
	QoS information defined in 3GPP TS 23.212 [xx] including QCI, bitrates and ARP


*** End of 1st change in TS 23.402 ***

*** Start of 1st change in TS 23.401 ***
5.5.1
Inter eNodeB handover with CN node relocation

The inter eNodeB handover with CN node relocation procedure is used to relocate MME, Serving GW or both.  The procedure is initiated in the source eNodeB. The source MME selects the target MME. The MME should not be relocated during inter-eNB handover unless the UE leaves the MME Pool Area where the UE is served. If the MME is not relocated, then Source and Target MME in the following message flows are considered to be the same node and all the signalling messages between them are internal functions within the MME. It is FFS which node decides if the Serving GW needs to be relocated. If the Serving GW needs to be relocated the target MME selects the target Serving GW, as specified in clause 4.3.7.2 on Serving GW selection function.
The source eNodeB decides which of the EPS bearers are subject for forwarding of packets from the source eNodeB to the target eNodeB. The EPC does not change the decisions taken by the RAN node. Packet forwarding can take place either directly from the source eNodeB to the target eNodeB, or indirectly (FFS) from the source eNodeB to the target eNodeB via the source and target Serving GWs (or if the Serving GW is not relocated, only the single Serving GW). 

Editor's note:
It is FFS if the indirect forwarding option needs to be defined. 

The availability of a direct forwarding path is determined in the source eNodeB and indicated to the source MME. If X2 connectivity is available between the source and target eNodeBs, a direct forwarding path is available.

If a direct forwarding path is not available, indirect forwarding may be used (FFS). The MMEs (source and target) use configuration data to determine whether indirect forwarding paths are to be established. Depending on configuration data, the source MME determines and indicates to the target MME whether indirect forwarding paths should be established. Based on this indication and on its configuration data, the target MME determines whether indirect forwarding paths are established.


[image: image2] 

Figure 5.5.1-1: Title needed
NOTE:
For a PMIP-based S5/S8, procedure steps (A) are defined in 3GPP TS 23.402 [2]. Steps 16 and 16a concern GTP based S5/S8
1.
The source eNodeB decides to initiate an inter-eNodeB handover with CN node relocation to the target eNodeB. This can be triggered e.g. by no X2 connectivity to the target eNodeB, or by an error indication from the target eNodeB after an unsuccessful X2-based handover, or by dynamic information learnt by the source eNodeB. 

2.
The source eNodeB sends Relocation Required to the source MME. The source eNodeB indicates which bearers are subject to data forwarding. This message contains an indication whether direct forwarding is available from the source eNodeB to the target eNodeB. This indication from source eNodeB can be based on e.g. the presence of X2.

3.
The source MME selects the target MME as described in clause 4.3.7.3 on "MME Selection Function" and sends a Forward Relocation Request (MME UE context and includes the PDN GW addresses and TEIDs at the PDN GW(s) for uplink traffic and Serving GW addresses and TEIDs for uplink traffic) message to it. This message also includes an indication if direct forwarding is applied, or if indirect forwarding is going to be set up by the source side.

NOTE: in case of PMIP-based S5/S8 the MME UE context includes the following information: DL TFT, Service flow QoS, UE IP address and UE NAI.
4.
The new MME verifies whether the old Serving GW can continue to serve the UE. If not, it selects a new Serving GW as described in clause 4.3.7.2 on "Serving GW Selection Function".  

If the old Serving GW continues to serve the UE, no message is sent in this step. In this case, the target Serving GW is identical to the source Serving GW.

If a new Serving GW is selected, the target MME sends a Create Bearer Request (bearer context(s) with PDN GW addresses and TEIDs for uplink traffic) message to the target Serving GW. The target Serving GW allocates the S-GW addresses and TEIDs for the uplink traffic on S1_U reference point (one TEID per bearer). The target Serving GW sends a Create Bearer Response (Serving GW addresses and uplink TEID(s) for user plane) message back to the target MME. 

5.
The Target MME sends Relocation Request (Serving GW addresses and uplink TEID(s) for user plane) message to the target eNodeB. This message creates the UE context in the target eNodeB, including information about the bearers, and the security context. The target eNodeB sends a Relocation Request Acknowledge message to the MME. This includes the addresses and TEIDs allocated at the target eNodeB for downlink traffic on S1_U reference point (one TEID per bearer). It is FFS if the TEIDs used for forwarding are different from the TEIDs used for downlink packets.
Editor's note: TEID used for forwarding and TEID used for downlink packets is FFS in RAN

6.
If indirect forwarding is used, the target MME sets up forwarding parameters in the target Serving GW. Indirect Forwarding is FFS
7.
The target MME sends a Forward Relocation Response message to the source MME. 

8.
If indirect forwarding is used, the source MME updates the source Serving GW about the tunnels used to the target serving GW. Indirect Forwarding is FFS
9.
The source MME sends a Relocation Command (target addresses and TEID(s) for data forwarding) message to the source eNodeB. 

10.
The Handover Command is sent to the UE. 

11.
The source eNodeB should start forwarding of downlink data from the source eNodeB towards the target eNodeB for bearers subject to data forwarding. This may be either direct or indirect forwarding. Indirect forwarding is FFS. 

12.
After the UE has successfully synchronized to the target cell, it sends a Handover Confirm message to the target eNodeB. Downlink packets forwarded from the source eNodeB can be sent to the UE. Also, uplink packets can be sent from the UE, which are forwarded to the target Serving GW and on to the PDN GW. 

13.
The target eNodeB sends a Relocation Complete message to the target MME. 

14.
The target MME sends a Forward Relocation Complete to the source MME. The source MME in response sends a Forward Relocation Complete Acknowledge to the target MME. 

15.
The target MME sends an Update Bearer Request (eNodeB addresses and TEIDs allocated at the target eNodeB for downlink traffic on S1_U) message to the target Serving GW. 

16.
If the Serving GW is relocated, the target Serving GW assigns addresses and TEIDs (one per bearer) for downlink traffic from the PDN GW. It sends an Update Bearer Request (Serving GW addresses for user plane and TEID(s)) message to the PDN GW(s). The PDN GW starts sending downlink packets to the target GW using the newly received address and TEIDs. These downlink packets will use the new downlink path via the target Serving GW to the target eNodeB. An Update Bearer Response message is sent back to the target serving GW. 

If the Serving GW is not relocated, no message is sent in this step and downlink packets from the Serving-GW are immediately sent on to the target eNodeB.


It is FFS if the target eNodeB needs to take any action to avoid sending DL PDUs received from the Serving-GW to the UE before data received from the old eNodeB have been sent to the UE.
17.
The target Serving GW sends an Update Bearer Response message to the target MME. 

18.
On receiving the Forward Relocation Complete message, the MME sends a Release Resources message to the source eNodeB. When the Release Resources message has been received and there is no longer any need for the eNodeB to forward data, the Source eNodeB releases its resources. In case of intra-MME handover with Serving GW changed, the MME releases the resource in the source Serving GW by sending a Delete Bearer Request message to the source Serving GW.

19.
If the UE is handovered to a TA that it has not registered with the network, the UE sends a Tracking Area Update Request message, which arrives to the target MME.

NOTE:
As it is important that the HSS knows the identity of the serving MME, it is important that the RAN and source MME are configured correctly to ensure that a TA update occurs if the MME is relocated.

20.
The target MME may optionally authenticate the UE.

Editor's note: whether this step is optional needs confirmation from SA 3.

21.


a.
The target MME updates the HSS by sending an Update Location message

b.
The HSS sends a Cancel Location message to the source MME.

c.
The source MME sends a Cancel Location Ack message to the HSS. 

d.
After the HSS has received the Cancel Location Ack message, it sends an Update Location Ack to the target MME. 

Editor's note: it is FFS how the HSS ensures that the UE context received from the source MME in step 3 is still valid in the target MME.

e.
The source MME releases the bearer(s) in the source Serving GW by sending a Delete Bearer Request message. Note that if the Serving GW is not relocated, only the signalling relationship is released between the Serving GW and the source MME, but the UE context continues to exist in the Serving GW.

f.
The source Serving GW sends a Delete Bearer Response message to the source MME. 

22.
The target MME sends a Tracking Area Update Accept (S-TMSI) message to the UE. The S-TMSI is allocated by the target MME. 

23.
The UE acknowledges the new S-TMSI by sending a Tracking Area Update Complete message. 

*** Start of 1st change in TS 23.401 ***



















(A)





18c. Delete Bearer Response





18b. Delete Bearer Requests





8b. Update Bearer Response





8a. Update Bearer Request





6b. Update Bearer Response





6a. Update Bearer Request





Downlink data





16b. Update Bearer Response





22. TAU Accept





23. TAU Complete





21f. Delete Bearer Response





21e. Delete Bearer Request





21d. Update Location Ack





21c. Cancel Location Ack





21b. Cancel Location





21a. Update Location





20. Authentication





19. TAU Request





18a. Release Resources





14b. Forward Relocation Complete Acknowledge





14a. Forward Relocation Complete





13. Relocation Complete





Uplink data





Downlink data





12. Handover Confirm





11(a,b). Direct or indirect forwarding of data





10. Handover Command





9. Relocation Command





7. Forward Relocation Response





5b. Relocation Request Acknowledge





5a. Relocation Request





4b. Create Bearer Response





4a. Create Bearer Request





3. Forward Relocation Request





1. Decision to trigger a relocation via S1





Downlink data





2. Relocation Required





Downlink data





15. Update Bearer Request





17. Update Bearer Response





16a. Update Bearer Request





HSS





Detach from old cell and synchronize to new cell





Target eNodeB





Target Serving GW





Target MME





PDN GW





Source Serving GW





Source MME





Source eNodeB





UE





TAU procedure








3GPP

SA WG2 TD


_1252595999.ppt
IMS

Rx

SGi

hPCRF

S7

SGW 1

S5 GTP

PDN GW

S5 GTP

E-UTRAN

access

MME 1

S11

SGW 2

E-UTRAN

access

MME 2

S11

S10

UL/DL TFT;

SDF level QoS;

Bearer level QoS;

UL/DL S5 TEIDs

UL TFT;

Bearer level QoS;

UL S5 TEID

IMS

Rx

SGi

hPCRF

S7

SGW 1

S5 PMIP

S7c

PDN GW

S5 PMIP

S7c

E-UTRAN

access

MME 1

S11

SGW 2

E-UTRAN

access

MME 2

S11

S10

UL/DL TFT;

SDF level QoS

UL/DL TFT;

SDF level QoS;

IP address;

NAI

a) GTP based S5

b) PMIP based S5







PCEF



Bearer

binding







Bearer

binding



PCEF



Bearer

binding



Nortel Corporate Presentation





© 2004 Nortel 








