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Abstract of the contribution:

This contribution proposes a cleanup of the S2c based handoff procedure currently described in an Informative Annex of TS 23.402. 
1. Introduction

The current version of TS 23.402 includes, in the Informative Annex Section C.3.4, a handoff procedure for S2c between 3GPP and Trusted non-3GPP accesses. The present paper updates and cleans up this procedure to include PCC interactions and to align it with the updated S2c attach procedure.
2. Discussion

The following major changes are proposed to Figure C.3.4.-1 and its corresponding text. 
· Expansion of step 4 to include L3 attach, local address allocation and the PCC interaction as required by the attach procedure for S2c over Trusted non-3GPP accesses.

· Expansion of step 7 to illustrate separate messages for BU and BA, as well as the corresponding PCC interaction. 

3. Proposal
It is proposed to implement the changes outlined in the discussion section of this paper.
Annex A

*** Start of 1st change ***

C.3.4
3GPP Access to Trusted Non-3GPP IP Access with DSMIPv6 over S2c Handover in Non-Roaming Scenario

In this scenario, the session starts in 3GPP access (e.g. E-UTRAN) using PMIPv6 or GTP over S5 or no S5 is used (co-located Serving GW and PDN GW). The session hands over to the trusted non-3GPP access system that does not use PMIPv6 where the UE will receive a different prefix than the one it was using in 3GPP access system. The UE subsequently initiates DSMIPv6 with the same PDN GW to maintain the IP session.
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Figure C.3.4-1: 3GPP S5 to Trusted Non-3GPP S2c (DSMIPv6) Handover
1)
The UE uses a 3GPP access system. It has an IP address that is supported over S5 interface.
2)
At this point the UE decides to initiate non-3GPP access procedure. The decision is based on any number of reasons e.g. local policies of the UE.


3)
The UE performs access authentication and authorization in the non-3GPP access system. The 3GPP AAA server authenticates and authorizes the UE for access in the non-3GPP system. 
4)
The UE performs L3 attach and gets an IP address that is different from the IP address it was using in 3GPP access system. 
5) 
If the access system supports PCC-based policy control, the access gateway shall discover the PCRF based on a UE identity information and requests a new PCC session towards the PCRF (5a). The message includes at least the UE IP address or IPv6 prefix allocated by the access system. The message includes also the IP-CAN type

NOTE: How the connection between the Trusted Non-3GPP IP Access System and the PCRF is established is FFS

Based e.g. on the UE identity and user profile, operator’s policies and the IP-CAN type, the PCRF decides on the QoS policy rules and completes the PCC session establishment towards the access gateway (5b) 

If PCC is not supported, these rules are provisioned to the Access System using configuration independent of this procedure

6)
If bootstrapping was not performed prior to the handoff defined here, the UE may discover PDN GW address using MIPv6 bootstrapping procedures defined in Section 5.4.2.1.
7)
The UE may also in that case, perform IKEv2 and IPsec SA establishment with the PDN GW that was discovered at step 6. This happens if RFC 4877 is used to establish SA between the UE and the PDN GW. This step may involve authentication and authorization by the 3GPP AAA system.

Editor's note:
The use of IETF RFC4285 is FFS and when it is used the procedure will be different.

8)
The UE sends a DSMIPv6 BU message to the PDN GW to register its CoA. 
9) If PCC is supported, the PDNGW requests a modification to the PCC session towards the PCRF (9a). The message includes at least the HoA and the CoA. The message may also include a permanent UE identity. 

The PCRF decides on the PCC rules and completes the PCC session establishment towards the PDNGW (9b). The PDNGW installs the received PCC rules. 


If PCC is not supported, policy rules may be provisioned independent of this procedure.


10) The PDN GW sends the MIP Binding Ack to the UE

NOTE: whether the message in step 10 can be sent before message 9b is FFS. The PDNGW may send message 10 before message 9b is received.
11)
The UE continues with IP service using the same IP address.

Editor's Note:
The bearer and session teardown in the previous access system is FFS.

*** End of 1st change ***
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2. UE discovers the trusted non-3GPP access system and initiates HO
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