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Abstract of the contribution: 
1.
Introduction

This contribution specifies how the Distributed Architecture support network-controlled session transfers. The following text is proposed against clause 6.2.3 of TR 23.893.
******** Start of changes ********
6.2.3
Support of network-controlled session transfer


6.2.3.1
General

The Distributed Architecture supports network-controlled session transfer, i.e. it allows the network to request the transfer of an active multimedia session from one access network to another. In some cases, this transfer of an active multimedia session from one access network to another requires also the session to be transferred from one domain to another. As an example, when a voice session is transferred from GSM access to WLAN access it also needs to be transferred from the CS domain to the IM CN subsystem. 
The Distributed Architecture supports 

- 
network-controlled session transfers that do not require transfer from one domain to another (such transfers are called network-controlled PS-PS transfers for short); and

- 
network-controlled session transfers that do require transfer from one domain to another (such transfers are called network-controlled domain transfers for short).
Sub-clause 6.2.3.2 below specifies how the network-controlled domain transfer is supported.

Editor’s note: Extensions for supporting also network-controlled PS-PS transfers are FFS.
6.2.3.2
Support of network-controlled domain transfer

6.2.3.2.1
Introduction
The network-controlled domain transfer is briefly introduced here by presenting its main components:
-
Event Reporting: Each MMSC UE can be preconfigured by the network with one of more “events”. Such events could for example have the form “A WLAN is detected with SSID=sesame” or “A GSM network is detected with PLMN-id=202010”. When a MMSC UE initiates a voice call and detects the occurrence of a preconfigured event, it reports this event to the network by means a certain reporting mechanism (see below). With this reporting mechanism the network effectively becomes aware of the information required to take a domain transfer decision.
-
Domain Transfer Decision: The network uses the information provided by an MMSC UE with the event reports during an ongoing voice call plus any other necessary information, such as operator policies, user preferences, resource availability, etc. in order to decide if a domain transfer for this MMSC UE is necessary or not. 
-
Network-Initiated Domain Transfer: After the network decides that a domain transfer for a specific MMSC UE is necessary, it can indicate this decision to the MMSC UE.
7.1.2 6.2.3.2.2
Procedures to enable network-controlled domain transfer
7.1.3 6.2.3.2.2.1
Event Reporting
The key objective of Event Reporting is to provide the network with essential information that is required for taking domain transfer decisions. Apparently, if the network is required to decide when a domain transfer for a specific voice call is desired (according to operator-specific criteria), the network must know additional pieces of information that can be used to take this decision. For example, if the network is required to decide when UE-A should execute a domain transfer to IMS over a specific IP-CAN, then the network must know which IP-CANs can UE-A access. 
To allow the network receive information from an MMSC UE, which is crucial for taking domain transfer decisions, the network can pre-configure the MMSC UE with one of more “events”. The network subsequently receives asynchronous reports from the MMSC UE whenever a pre-configured event occurs. For example, if the MMSC UE is using the CS domain for an ongoing voice call and discovers a WLAN with SSID=sesame and strong enough signal strength, then the MMSC UE may send a report to the network to announce the discovery of the WLAN (i.e. the occurrence of a pre-configured event relating to this WLAN discovery). The network may prefer to transfer this call to the discovered WLAN in order to relief the CS radio bearers or optimize other conditions.
Several mechanisms can be used to support the event reporting procedure including the IEEE 802.21 [xx] and the SIP Event Notification Framework [xx]. All these mechanisms should be capable of supporting event reporting over both CS domain and PS domain / IP-CAN.
6.2.3.2.2.2
Event Reporting with IEEE 802.21

The event reporting procedure over V3’ reference point can be implemented by using the IEEE 802.21 [xx] Event & Command services. With such services the TDF can configure the MMSC UE to send asynchronous notifications to report the occurrence of various pre-configured events, e.g. to indicate when “a new IP-CAN becomes available” or that “the current link is going down”. With such asynchronous notifications the TDF receives essential information required to perform the domain decision.
With IEEE 802.21-based event reporting, the MMSC UE and TDF need to implement a Media-Independent Handover Function (MIHF), as specified in IEEE 802.21. Note that IEEE 802.21 specifies the messages exchanged between MIHFs (e.g. the MMSC UE and TDF) but does not require any specific transport mechanism (e.g. TCP/IP, layer-2, etc) for these messages. So, any appropriate transport mechanism over the CS domain or the PS domain could be used for exchanging MIH messages between the MMSC UE and TDF. 
Table 6.2.3.2.2.2 shows some IEEE 802.21 MIH messages that could be used to support event reporting. These messages are provided for information and to ease the evaluation of IEEE 802.21 as a mechanism for event reporting.
Table 6.2.3.2.2.2: IEEE 802.21 MIH messages that could be used for Event Reporting
	MIH Message
	Comments

	MIH messages for event service
	

	· MIH_Link_Up indication
	A layer-2 connection is established and the link is available for use

	· MIH_Link_Down indication
	A layer-2 connection is broken and the link is not available for use

	· MIH_Link_Going_Down indication
	Current link conditions are degrading and connection loss is imminent

	· MIH_Link_Detected indication
	A new link has been detected

	· MIH_Link_Parameters_Report indication
	Link parameters have crossed pre-configured thresholds and need to be reported

	· MIH_Link_Handover_Imminent indication
	Handover is recommended based on either the changes in the link conditions or additional information available in the network. For example, the network may decide that an application requires a specific QoS that can be best provided by a certain access technology.

	· MIH_Link_Handover_Complete indication
	Handover to another access network has been completed.

	MIH messages for command service
	

	· MIH_Get_Link_Parameters request / response
	Network requests the UE to send link status parameters

	· MIH_Configure_Link request / response 
	Network requests the UE to configure a link

	· MIH_Scan request / response
	Network requests the UE to scan a list of links


By exchanging MIH message between the MMSC UE and TDF, it is possible for TDF to configure the MMSC UE with certain events. This configuration can be performed by sending a MIH_Configure_Link request to the MMSC UE. In turn, the MMSC UE can report the occurrence of pre-configured events by sending a MIH_Link_Parameters_Report message. Further messages can also be exploited, e.g. the MMSC UE can send a MIH_Link_Detected message to notify TDF that a new access network has been detected.
6.2.3.2.2.3
Event Reporting with SIP Event Notifications
Editor’s note:
Event Reporting with SIP Event Notifications is FFS.
6.2.3.2.2.4
Conclusions on Event Reporting

Editor’s Note:
Since several mechanisms can be used to support the event reporting procedure, this sub-clause will evaluate all proposed mechanisms and will conclude which is the most suitable. This conclusion is FFS.
6.2.3.2.2.5
Domain Transfer Decision
The network uses the information carried in the event reports transmitted by an MMSC UE during an ongoing voice call plus any other necessary information, such as operator policies, user preferences, resource availability, etc. in order to decide if a domain transfer for this MMSC UE is desired. This decision is typically taken such as to optimize some parameters, e.g. minimize call drop rate, maximize network capacity, etc. The exact criteria used for domain transfer decisions depend on the operator’s requirements, on specific implementations, and are out of the scope of this technical report. 
6.2.3.2.2.6
Network-Initiated Domain Transfer
<See S2-074168 – describes the methods used by TDF to update MMSC UE with the preferred domain and IP-CAN>
6.2.3.2.3
Information flows
<See S2-074169 – describes the methods used by TDF to update MMSC UE with the preferred domain and IP-CAN>
******** End of changes ********



















































