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1 Discussion
Trace back previous SA2 meeting, the requirements on static IP address was proposed. It was supported by the most, but the text has not been updated in the TS 23.401. This contribution request the corresponding text to be updated based on the requirements and the related principles to be discussed.

The following scenarios are used as an example case for discussion:

In traditional GPRS system, the static IP address is supported, such as, for some corporate users, the GPRS server device requires a static IP address assigned by GGSN, and the client GPRS device can communicate with the server via private network. The static IP address is binding with the APN to the GPRS server device. This similar application is also suggested to the SAE system. The following figure shows the static IP address of the server device is assigned by the P-GW, and the corporate access the server device via private network.
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Or, for some special applications, the Device may need to get the important information from the network side, then the static IP address is needed for the device, such as the specific device applied in the medical apparatus. This scenario is already applied in current GPRS system, so it is also important for the SAE system.
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Besides, the user might have requirement to access the security network that use static IP address binding with the user as a security check.

Therefore, the related requirements on static IP address should be updated in the TS.
2 Conclusion

If the static IP address requirement is supported, then the corresponding mechanism on how the static IP address is managed will be provided and the related procedures will be updated in the next meeting. 
3 Proposal
Based on the above discussion, it is proposed the following changes should be updated in the TS23.401
**** Start of 1st set of changes ****
5.3.1
IP Address allocation

One of the following ways shall be used to allocate IP addresses for the UE:

a)
The HPLMN allocates the IP address to the UE when the default bearer is activated (dynamic HPLMN address);

b)
The VPLMN allocates the IP address to the UE when the default bearer is activated (dynamic VPLMN address); or

c)
The PDN operator or administrator allocates an IP address to the UE when the default bearer is activated (External PDN Address Allocation).
d)    the HPLMN operator assigns an IP address permanently to the MS (static IP address)

The IP address allocated for the UE's default bearer shall also be used for the UE's dedicated bearers towards the same PDN. The IP address allocation for the multiple PDN GW case is FFS.
It is the HPLMN operator that shall define in the subscription whether a dynamic HPLMN or VPLMN address may be used.
All the IP address allocation mechanisms presented below as well as the IP address allocation being part of the NAS attach procedure is optional for the UE. The mechanism supported is UE product dependent
During the attach  procedure the UE shall indicate whether it is requesting the allocation of an IPv4 address, IPv6 address or both for that EPS bearer. UEs shall also be able to indicate if the EPC shall not allocate an  IPv4 address during the attach procedure.

EPS shall support the following mechanisms 

a.
IPv4 address allocation via default bearer activation

EPS shall also support the following mechanisms following the attach procedure

a.
/64 IPv6 prefix allocation via IPv6 Stateless Address autoconfiguration according to [18]. 

b.
IPv4 address allocation and IPv4 parameter configuration via DHCPv4 according to [19] 

c.
IPv6 parameter configuration via Stateless DHCPv6 according to [20]

If requested by the UE, the EPS may allocate a shorter than /64 IPv6 prefix delegation via DHCPv6 according to [21]

Editor’s note: It is FFS how IP address allocation is handled if multiple-PDNs are supported

Editor’s note: It is FFS how interactions with 2G/3G systems are handled

Editor’s note: The placement of DHCP relay and server entities is FFS. 

Editor’s note: It is FFS if additional security measures need to be taken in the case of DHCPv4.

**** End of 1st set of changes ****
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