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Abstract of the contribution: 
This contribution provides input for the discussion on hPCRF discovery/selection. It includes proposed modifications to a ZTE (draft) contribution named “hPCRF selection”.
Discussion

Due to time constraints it was not feasible to provide comments to a ZTE draft contribution on “hPCRF selection” in sufficient time before submission deadline. However, in order to simplify the discussion at the meeting and to save meeting time comments are provided as part of this contribution. 

This contribution includes the main changes proposed by ZTE incorporating some Ericsson proposed wording modification on top of it.

The main additions include:
· Possibility to have one hPCRF per user. This is specially desired for roaming cases to control the total traffic that one user is generating. PCRF assignment based on UE and PDN is left for backwards compatibility but this is not recommended from Rel-8 onwards.
· The address stored in the HSS should be in the form of FQDN including the host and the realm part to avoid problems in finding the same PCRF by different network entities. The requirement includes a “should” word, leaving freedom to the operator to choose any other name.

· Improved wording and paragraph re-arrangements

Proposal

According to the above discussion, we propose the following changes in TS 23.402:
/*******************************Start of First change ************************************/

5.5.x  hPCRF Selection 
The hPCRF selection is performed by the hPCRF Selection Function. The hPCRF Selection Function is responsible to obtain the right hPCRF address by using the needed queries to the HSS/AAA. The PCRF selection function uses a similar mechanism as the PDN GW selection function defined in section 5.4.2.1. 
The HSS/AAA shall store whether or not PCC is supported for the UE or the UE/PDN combination, based on operator configuration.If PCC is supported, then the HSS/AAA should additionally store the hPCRF address that corresponds to that UE or UE/PDN combination. The hPCRF address should be stored in the form of a FQDN.
If the PCC is supported, the HSS/AAA shall return the hPCRF address to the hPCRF Selection Function during initial authorization.

The hPCRF selection function is located in 
· MME for 3GPP access with PMIP based S5/S8,
· In entity containing MAG functionality for trusted non 3GPP IP access, 
· in ePDG for untrusted non 3GPP IP access. 
· For MIPv4 FA Mode S2a, the hPCRF selection function locates in the FA, 
· and for S2c, the hPCRF selection function locates in the access router, which authenticates the UE and provides the access gateway function.


In 3GPP, the hPCRF address should be stored in SM context of MME/SGSN once it is obtained from the HSS. The hPCRF address is transferred from old MME/SGSN to target MME/SGSN during handover or TAU. The hPCRF address is transferred to the Serving GW through “Create bearer request” message.

For PMIP-based scenarios (i.e. PMIP-based S5/S8, PMIP-based S2a/S2b.), the selected hPCRF address is transferred to the PDN GW through PMIP PBU message from Serving GW/ MAG (ePDG or GW in trusted non-3GPP networks), 
During inter 3GPP system handover, the HSS/AAA returns the stored hPCRF to MME/SGSN/MAG (ePDG or GW in trusted non-3GPP). 
When CMIP is used, i.e. S2a based on MIPv4 FA mode, S2c, the PDN GW gets the hPCRF address during MIP authentication. The detailed mechanism may differ according to the version of the CMIP protocol. 

/*******************************End of First change ************************************/
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