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Abstract of the contribution:

This contribution proposes a solution for user identification being used in S5_IETF and S2a/S2b reference point in order to allow the UE to maintain the same session while handover between different accesses networks for inclusion in the TS 23.402 and identifies the associated impacts to the EPS.

1 Introduction

User identification mechanisms in non-3GPP accesses require special attention since they need to be compatible with 3GPP accesses to allow for seamless change between different access-technologies in SAE while at the same time maintains compatibility with existing user identification mechanisms in a given non-3GPP access. Hence, this contribution assumes overall compatibility of non-3GPP user identification schemes in SAE without impacting existing networks.
2 Discussion

3GPP accesses identify end users via an IMSI, which is used for identifying a mobile subscriber, and an MSISDN, which identifies the mobile station. Both of these parameters used for user identification are related to traditional telecom signalling that based identification and addressing on number analysis and tightly coupled together identification and addressing in the process. 

The Internet domain introduced flexibility into this relationship by separating identification, in the form an NAI, from an address, such as an IP address. 

2.1
PMIP-based S5/S8
In SAE attachment procedure, the IMSI is used by MME to identify the UE for authentication. Following successful authentication, the MME sends Create PDP context request message containing the IMSI as user identification to the selected S-GW, where S-GW will setup the tunnel with P-GW. For PMIP-based S5/S8b the user identification is carried by the MN-Identifier Mobility Option. The MN-ID is typically on the form of a MN-NAI Mobility Option with user identifier on the NAI format. This requests the S-GW to construct the NAI user identification based on the user IMSI.
The MN-NAI mobility option uses an identifier of the form username@realm based on RFC4282. Therefore, the IMSI can be easily converted into the format of NAI with or without decoration. The username part of the NAI (called root NAI) can take on the value of the IMSI. The realm part of the user’s NAI can be created from the MCC and MNC values in the user’s IMSI and thus creating the Home Network Realm. For example, an IMSI with value 234150999999999, the MN-NAI can be constructed as “234150999999999@homenetwork”, or “0234150999999999@wlan.mnc015.mcc234.3gppnetwork.org” which is based on I-WLAN specifications. More detailed information on numbering, addressing and identification in 3GPP I-WLAN is available in 3G TS 23.003. For instance, decorated NAI, Fast Re-authentication NAI and Temporary identities are well explained there. 
2.2
Mobility between 3GPP and non-3GPP accesses
The handover procedure between 3GPP and non-3GPP accesses also requires the same user identification being used in both access networks.
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Figure 1 Non-Roaming Architecture within EPS using S5, S2a, S2b
Two handover scenarios are considered in this proposal: S5-GTP + S2a/S2b, and S5-PMIP + S2a/S2b. 
In the first scenario, IMSI is used in S5 GTP as user identification, and NAI is used in S2a/S2b as user identification in the format of MN-NAI mobility option. 
In the second scenario, NAI is used as user identification in the format of MN-NAI mobility option in both S5-PMIP and S2a/S2b reference points. 
In order to guaranty session continuity, after handover the UE must be connected to the same P-GW and same IP address must be assigned. This requests the P-GW to link the before-handover session and the after-handover session which is established from different accesses. If different user identification is used in different access networks, without user identification mapping, the P-GW cannot assign the same address to the UE after handover.

Therefore the same user identification must be used for each access networks in order to support inter-accesses handover.
It is not strictly required that the UE provides the IMSI to the network. The IMSI would be provided by the HSS/AAA during authentication.
An example is that in current deployed HRPD network the IMSI is configured in the CDMA AAA through provisioning. At the UE attachment, the IMSI can be sent to HRPD access network following successful terminal authentication. It’s possible for the PDSN to convert the received IMSI into NAI as user identification used for user authentication towards CDMA AAA and binding updates with P-GW. The PDSN should follow the same method as S-GW to construct the IMSI based NAI. 

Another example is I-WLAN where the UE may provide a pseudonym to the network as user identifier. Also in this case the HSS/AAA can return the IMSI to the ePDG for use in the MN-NAI mobility option.

This solution will maintain the compatibility with the existing user identification mechanisms in non-3GPP network with minor impacts. And since the same user identification is used in both S5 and S2a/S2b reference points, no user identification mapping is requested for non-3GPP handover. Hence, there are no impacts on 3GPP development. This solution also benefits the chaining case, where S2a/S2b (PMIP) is used to connect with non-3GPP network, and S8a (GTP) is used to connect with home P-GW. Since the same IMSI based user identification is used in both reference points, no extra user identification mapping function is needed in the S-GW.
3.
Conclusion
For the purpose of consistence user identification being used in the SAE network, it’s proposed to use IMSI based NAI as user identification in PMIP-based S5 reference point. 
In order to allow a smooth integration of non-3GPP network, the same user identification must be used in both 3GPP and non-3GPP network. The simplest way is using the same IMSI based NAI as user identification in both S5 PMIP and S2a/S2b reference points.
The S-GW, ePDG and non-3GPP GW (e.g. PDSN) should use the same NAI derived from IMSI as defined for 3GPP IWLAN in 3GPP TS 23.003.

The P-GW/S-GW should be able to extract the IMSI information from the MN-NAI mobility option and use IMSI as the only user identification.

4.
References
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5.
Text Proposal for TS 23.402
The following text is proposed to be added in 3GPP TS 23.402 v130 under chapter 5.2
 Identities:
*********************** start change to 3GPP TS 23.402 ***********************************

5.2 Identities

5.2.1 User identification

In order to access the 3GPP Evolved Packet Core from non-3GPP accesses, and get Authentication, Authorization and Accounting services from the Evolved Packet Core, the NAI [15] based user identification defined for 3GPP IWLAN in 3GPP TS 23.003 [16] shall be used. The NAI used for user identification on the PMIP based reference points S5, S8b and S2a/b should be derived from IMSI as defined for 3GPP IWLAN in 3GPP TS 23.003 [16].
User identification in non-3GPP accesses may require additional identities that are out of the scope of 3GPP. These user identities, if not compliant to 3GPP TS 23.003 [16], are however not sufficient to identify a user in the 3GPP Evolved Packet Core.

************************ end change to 3GPP TS 23.402 **********************************
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