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1
Introduction

The enhanced MSC Server has been proposed to enable centralization of bi-directional speech services in IMS without requiring UE enhancements. Other services than bi-directional speech are FFS. 
3GPP TS23.221 describes domain selection for mobile terminated calls and access domain selection on the UE for UE originated calls. 3GPP TR23.818 describes the originated service domain selection which is denoted in the following figure as OSDS-CS, since it is placed in the CS domain.
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3GPP TR23.818 further clarifies, that for originating calls from a user:

-
SDS selects the service domain for originating calls from a user, i.e. it chooses whether originating services shall be provided by the CS or IMS service engine.

2
Discussion

One of the tasks of the enhanced MSC server is to decide whether a particular UE, which performs CS attach to the network, will receive services from CS domain or from IMS. Hence the enhanced MSC server has to perform originated Service Domain Selection, as described in 3GPP TR23.818. 
In order to perform OSDS, the enhanced MSC server needs to be able to differentiate between:

· Users which require enhanced MSC server to be active to receive services from IMS

· Users which receive services from CS and thus don’t require enhanced MSC server functionality
For that purpose, the enhanced MSC server needs additional information about the subscriber. Since this is subscriber related information, it is stored in the HSS.
Note that the enhanced MSC server does not know the UE type of the user. All signalling that is required between the UE and the enhanced MSC server is standard signalling as defined in 3GPP TS 24.008 and 3GPP TS 24.010. 

Note further that a CS user may still receive IMS Centralized Services when using an ICS UE, but from the enhanced MSC server perspective it is handled as any other CS user.

There are different candidate reference points which can be used by the enhanced MSC server to perform the differentiation:

· MAP
· Sh

· Cx

· I6 using SIP register
These options for O-SDS are discussed in more detail in the following. 
Option MAP
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Figure 1 ICS support flag in MAP
One possibility is to introduce a new flag into MAP Update Location to enable ICS capability negotiation between VPLMN and HPLMN.

MSC/VLR sets this flag in MAP Update Location if MSC/VLR has the enhanced MSC server capability as described in 3GPP TR 23.892 and wishes to put corresponding subscriber under ICS control. Note: if the flag is not present then this would be a clear indication to HSS that MSC/VLR does not support ICS.

HSS sets this flag in the Update Location response message If HSS recognizes new flag from MSC/VLR (i.e. ICS capable HSS) and wishes to put corresponding subscriber under ICS control. Note: if the flag is not present then this would be a clear indication to MSC that HSS does not support ICS and that this user will not require enhanced MSC server functionality. Based on the MAP functionality, Pre-rel8 HSS can ignore new introduced information element as unknown so that there is no harm to pre-rel8 HSS even if new ICS flag is received.
One other possibility is to introduce an indicator in the subscriber data which would indicate to the enhanced MSC server that the subscriber requires enhanced MSC server functionality. If the indicator is not present, then this would be a clear indication to enhanced MSC server that the subscriber does not require enhanced MSC server functionality. If the enhanced MSC server functionality is not present in the MSC, then this indicator has to be ignored (i.e. it should not cause unwanted behavior).
Option Sh

Prerequisites: 

· An ICS specific Temporary Public User Identity is provisioned based on the IMSI (similar as to what is already defined in 3GPP TS 23.003, but different in the user and/or domain part so as not to clash with UE registrations). Note that the Sh does not use the IMPI in the protocol today.
· MSC-Server and HSS are in the same trust domain i.e. Sh is allowed. Note that today use of Sh is not specifically defined between different operators and so it may be required that restrictions need to be added in order to define what data is allowed to be sent to the visited operator. Of course, if two operators are part of the same trust domain, such functionality could of course be argued as unnecessary. Liaison with SA3 may be required here for guidance.
· MSC-Server must be able to find the address of the HSS to be contacted 
· A flag indicating that the user requires ICS enhanced MSC Server functionality is provisioned in the subscriber data

The subscriber profile retrieval has to be performed for all users which are attaching to the CS network via this MSC.
In order for the MSC-Server to be able to contact the correct HSS, the MSC-Server will need to know, at the very least, the address/FQDN of an SLF. As specified in 3GPP TS 23.002, the MSC-Server could query the SLF to get the name of the HSS containing the required subscriber specific data.

Option Cx

Same as for Option Sh, except that the enhanced MSC-Server uses the Cx interface.

Option SIP Register
After performing successful location update procedures in the CS domain, the enhanced MSC-Server determines this subscriber to be a potential IMS subscriber based on local policy and tries to register the user in IMS. Examples for such a check based on local policy are IMSI filtering or to use MAP Insert Subscriber Data to retrieve needed information. IMS registration would only succeed for IMS subscribers which have the IMPI in the IRS in the HSS used during registration and fail otherwise. If the registration in IMS succeeds, the enhanced MSC-Server continues to handle this subscriber as IMS subscriber.
The routing of the registration message is handled by standard IMS routing.
Note that if the enhanced MSC-Server uses a different IMPI/IMPU during registration than the UE when doing IMS registration, the UE can be registered in IMS in addition to the enhanced MSC-Server and thus negating the need for support of IMS simultaneous registrations for the same IMPI/IMPU combination.

Whether or not there is a need to differentiate between ICS users which shall only be handled by enhanced MSC-Server and ICS users which shall only use ICS UE, is FFS. However, currently there are no requirements identified.
Conclusions on Different Options

Overall, it can be concluded that the OSDS in the enhanced MSC server using a MAP approach would have the benefit of re-using existing agreements between two operators for the VLR to HLR/HSS interaction. On the other hand, the drawback could be seen as impacting current MAP protocol and legacy equipment such as the HLR. However, as clearly indicated, there would not be any backwards compatibility issues with pre-Rel-8 equipment. 

The Sh option and Cx option provide the benefit of allowing the enhanced MSC server to act as an AS or CSCF (respectively), re-using the existing Sh/Cx interface protocols (the Cx might even require enhancements). One drawback is that yet another interconnect interface must be used (in addition to existing MAP and the required SIP interface) when the subscriber is roaming. There may also be potential issues with allowing Sh and Cx between networks that are not fully trusted. Where both networks are in the same trust domain, there is no issue.
The SIP register approach does not require a new interconnect interface, but instead tries to register appropriate subscribers in IMS and if this registration succeeds, the user is identified to receive his services from the IMS. Note that a pre-screening based on operator-policy in the enhanced MSC server can be performed to limit the number of users for which registration in IMS is tried. 
It is recommended that the approach of using SIP register for O-SDS is used as the working assumption. 
3     Proposal
It is proposed to add the following changes to 3GPP TR 23.892. 
( Begin 1st Change (
6.8.x Originated Service Domain Selection for enhanced MSC server 

One of the tasks of the enhanced MSC Server is to decide whether a particular UE, which performs CS attach to the network, will receive services from CS domain or from IMS. Hence the enhanced MSC server has to perform originated Service Domain Selection (OSDS). 

In order to perform OSDS, the enhanced MSC server needs to be able to differentiate between:

· Users which require enhanced MSC server functionality to receive services from IMS

· Users which receive services from CS and which don’t require enhanced MSC server functionality
For that purpose, the enhanced MSC server needs to know whether an attaching user shall receive services from IMS and thus receive additional information about the subscriber. Since this is subscriber related information, it is stored in the HSS.

There are different candidate reference points which can be used by the enhanced MSC server to perform the differentiation:

· MAP

· Sh

· Cx

· I6 using SIP register

These options for O-SDS are discussed in more detail in the following. 

Option MAP
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Figure 1 ICS support flag in MAP

One possibility is to introduce a new flag into MAP Update Location to enable ICS capability negotiation between VPLMN and HPLMN.

MSC/VLR sets this flag in MAP Update Location if MSC/VLR has the enhanced MSC server capability as described in 3GPP TR 23.892 and wishes to put corresponding subscriber under ICS control. Note: if the flag is not present then this would be a clear indication to HSS that MSC/VLR does not support ICS.

HSS sets this flag in the Update Location response message If HSS recognizes new flag from MSC/VLR (i.e. ICS capable HSS) and wishes to put corresponding subscriber under ICS control. Note: if the flag is not present then this would be a clear indication to MSC that HSS does not support ICS and that this user will not require enhanced MSC server functionality. Based on the MAP functionality, Pre-rel8 HSS can ignore new introduced information element as unknown so that there is no harm to pre-rel8 HSS even if new ICS flag is received.
One other possibility is to introduce an indicator in the subscriber data which would indicate to the enhanced MSC server that the subscriber requires enhanced MSC server functionality. If the indicator is not present, then this would be a clear indication to enhanced MSC server that the subscriber does not require enhanced MSC server functionality. If the enhanced MSC server functionality is not present in the MSC, then this indicator has to be ignored (i.e. it should not cause unwanted behavior).
Option Sh

Prerequisites: 

· An ICS specific Temporary Public User Identity is provisioned based on the IMSI (similar as to what is already defined in 3GPP TS 23.003, but different in the user and/or domain part so as not to clash with UE registrations). Note that the Sh does not use the IMPI in the protocol today.

· MSC-Server and HSS are in the same trust domain i.e. Sh is allowed. Note that today use of Sh is not specifically defined between different operators and so it may be required that restrictions need to be added in order to define what data is allowed to be sent to the visited operator. Of course, if two operators are part of the same trust domain, such functionality could of course be argued as unnecessary. Liaison with SA3 may be required here for guidance.

· MSC-Server must be able to find the address of the HSS to be contacted 

· A flag indicating that the user requires ICS enhanced MSC Server functionality is provisioned in the subscriber data

The subscriber profile retrieval has to be performed for all users which are attaching to the CS network via this MSC.

In order for the MSC-Server to be able to contact the correct HSS, the MSC-Server will need to know, at the very least, the address/FQDN of an SLF. As specified in 3GPP TS 23.002, the MSC-Server could query the SLF to get the name of the HSS containing the required subscriber specific data.

Option Cx

Same as for Option Sh, except that the enhanced MSC-Server uses the Cx interface.

Option SIP Register
After performing successful location update procedures in the CS domain, the enhanced MSC-Server determines this subscriber to be a potential IMS subscriber and tries to register the user in IMS. IMS registration would only succeed for IMS subscribers which have the IMPI in the IRS in the HSS used during registration and fail otherwise. If the registration in IMS succeeds, the enhanced MSC-Server continues to handle this subscriber as IMS subscriber.

The routing of the registration message is handled by standard IMS routing.

Note that if the enhanced MSC-Server uses a different IMPI/IMPU during registration than the UE when doing IMS registration, the UE can be registered in IMS in addition to the enhanced MSC-Server and thus negating the need for support of IMS simultaneous registrations for the same IMPI/IMPU combination.

Whether or not there is a need to differentiate between ICS users which shall only be handled by enhanced MSC-Server and ICS users which shall only use ICS UE, is FFS. However, currently there are no requirements identified.

Conclusions on Different Options

Overall, it can be concluded that the OSDS in the enhanced MSC server using a MAP approach would have the benefit of re-using existing agreements between two operators for the VLR to HLR/HSS interaction. On the other hand, the drawback could be seen as impacting current MAP protocol and legacy equipment such as the HLR. However, as clearly indicated, there would not be any backwards compatibility issues with pre-Rel-8 equipment. 

The Sh option and Cx option provide the benefit of allowing the enhanced MSC server to act as an AS or CSCF (respectively), re-using the existing Sh/Cx interface protocols (the Cx might even require enhancements). One drawback is that yet another interconnect interface must be used (in addition to existing MAP and the required SIP interface) when the subscriber is roaming. There may also be potential issues with allowing Sh and Cx between networks that are not fully trusted. Where both networks are in the same trust domain, there is no issue.

The SIP register approach does not require a new interconnect interface, but instead tries to register appropriate subscribers in IMS and if this registration succeeds, the user is identified to receive his services from the IMS. Note that a pre-screening based on operator-policy in the enhanced MSC server can be performed to limit the number of users for which registration in IMS is tried. 

Further on, SIP register can be used by enhanced MSC server to determine whether the attaching user is an IMS subscriber or not.

It has been concluded that the SIP register approach would be the appropriate way forward for the enhanced MSC server. 

After performing successful location update procedures in the CS domain, the MSC determines this subscriber to be a potential IMS subscriber and tries to register the user in IMS. IMS registration would only succeed for IMS subscribers and fail for CS only users. If the registration in IMS succeeds, the MSC continues to handle this subscriber as IMS subscriber.
Editor’s note: It is FFS how the MSC determines this subscriber to be a potential IMS subscriber.
The routing of the registration message is handled by standard IMS routing. Note that a pre-screening based on operator-policy in the enhanced MSC server can be performed to limit the number of users for which registration in IMS is tried.
Editor’s note: Whether or not there is a need to differentiate between ICS users which shall only be handled by enhanced MSC server and ICS users which shall only use ICS UE is FFS.
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