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Abstract of the contribution: This contribution proposes the inclusion of the I-WLAN Mobility Alternative C handover signaling flows  from the TR 23.827 to the new I-WLAN Mobility Technical Specification TS 23.xxxx.
1. Introduction

This contribution proposes to move the listed requirements in the TR 23.827 to the section 6 of the new I-WLAN mobility TS as a starting point for the TS development.

2. Proposal

It is proposed to modify the new I-WLAN Mobility TS as follows:

*** Start of 1st change ***

6
Functional Description and Information Flows

<This section specifies key functions and the information flows for the mobility control and user plane operations>
6.1

Authentication and Security

<This section describes the authentication and security functions>
6.2
Handover

<This section describes the information flows for handover between 3GPP-IWLAN  and 3GPP accesses>

6.2.1
Initial Attachment in I-WLAN and Subsequent Handover to GPRS

The information flow for initial attachment in I-WLAN and subsequent handover to GPRS is shown in figure 6.2.1-1 for the non-roaming case (HSS and 3GPP AAA server are left out for simplicity).


[image: image1]
Figure 6.2.1-1
Information Flow for Initial Attach in I-WLAN and Subsequent Handover to GPRS (non-roaming case)

The following steps are performed:

(1) I-WLAN attachment and IPSec tunnel setup is executed according to TS 23.234 and TS 33.234. As a prerequisite a local IP address has been assigned by the WLAN access network to the UE. This step includes selection of a PDG via resolution of the W-APN. 

(2) The result is an established IPSec tunnel between UE and PDG, and an IP address from the PDG’s range is assigned to the UE (Remote IP address). Dynamic IP address assignment shall be used.

(3) A security association is setup between MN and the HA, based on IKEv2. The HA assigns a HoA to the UE and delivers it in the configuration payload of the corresponding IKEv2 signalling. The method by which HA is known to the UE is left FFS.

(4) A DSMIPv6 [3] Binding Update (BU) message is sent to the HA, where the Remote IP address is used as the CoA. The HA authenticates the BU message,  creates an entry in its binding cache and sends a Binding Acknowledgement (BA) back to the UE.

Editor’s note: The use of IETF RFC 4285 [4] is FFS. When it is used the procedure will be different.

(5) The result is a DSMIPv6 tunnel between UE and HA (inside the IPSec tunnel between UE and PDG), and UE is now able to transfer data.

(6) The dual mode UE when having GPRS coverage, may then decide to attach to the GPRS network using standard GPRS procedures according TS 23.060, and to establish a PDP context. It includes selection of a GGSN and assignment of an IP address to the UE (another Remote IP address for the GPRS domain). The GGSN allocates a suitable Remote IP address from its own range. Dynamic IP address assignment shall be used.

(7) GPRS connectivity (GTP tunnel and GERAN/UTRAN radio connection) is finally established and the UE may transfer data in uplink direction via this access.

(8)  Another DSMIPv6 BU message for the previously assigned HoA is sent to the HA, where the Remote IP address from the GPRS access is used as the CoA. The HA authenticates the BU message, modifies the entry in its binding cache and sends a BA back to the UE.

(9) As a result the DSMIPv6 tunnel is modified, and it is inside the GPRS tunnel and GERAN/UTRAN radio connection between UE and GGSN.

Note: On this level of detail the roaming cases (both PDG and GGSN in VPLMN or both in HPLMN) show no difference and are thus not shown. A roaming scenario with PDG in VPLMN and GGSN in HPLMN, or vice versa, is theoretically possible but seems impractical and is therefore not considered.

6.2.2
Initial Attachment in GPRS and Subsequent Handover to I-WLAN

The information flow for this case is shown in figure 6.2.2-1. 
[image: image2]
Figure 6.2.2-1 Information Flow for Initial Attach in GPRS and subsequent Handover to I-WLAN (non-roaming case)
*** End of 1st change ***
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