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Abstract of the contribution: Improved handover flows are proposed to enhance handover over S5 and S2c for UEs with simultaneous radio transmission capability. It is described when to tear down the previous radio bearers and how to change the binding at the PDN gateway by separating the uplink and downlink switching time.

1. Introduction

TS23.402 [1] contains a number of signalling charts for handover flows with a change of the IP connectivity. During such inter-technology handovers the IP tunnel between the PDN gateway and the serving gateway (respectively the UE) is changed. In addition the UE has to adapt its radio connectivity. The synchronisation of radio and IP connectivity changes is critical to the packet delay, to the packet loss and to the user experience during handover. In present handover flows the point at which resources in previous access are torn down is FFS. 
This document discusses the optimisation of handover between E-UTRAN and Trusted Non-3GPP IP Access involving DSMIPv6 on S2c and PMIPv6/GTP on S5 interfaces (compare handover flows C.3.3 and C.3.4 in Annex C of TS 23.402). The general idea behind this document is to use the dual radio capability of the UE to avoid any delay or loss of uplink and downlink packets during handover between a 3GPP access using PMIP mobility support and aTrusted Non-3GPP accesses using DSMIPv6 mobility, by separating the uplink and downlink switching time.
2. Principles

When the UE supports only the operation of a single radio interface the old radio connection has to be torn down before setup of the new radio connection and interruption time is inevitable. But for UEs supporting simultaneous radio transmission the handover sequence can be optimised to maintain communication seamlessly and losslessly throughout the handover procedure. In the ideal case, radio and IP connectivity are fully established and the impact of handover execution is minimised to the change of the DSMIP or PMIP tunnel in the PDN gateway.

A further problem to solve is the interaction of PMIP bindings and DSMIP bindings in the PDN gateway. According to PMIP protocol, the Access Authentication and the Proxy BU are triggered in the network (i.e. in the MME) by the attach procedure; transparently for the UE. This is fine for single radio UEs, that has disrupted the previous radio attachment at this time. But for a UE with simultaneous radio transmission the PMIP BU may interfere with the DSMIP binding still in use on the other interface, if there is no independent PMIP and DSMIP binding handling in the PDN gateway. The current specification does not define, if both bindings can exist in parallel or if the newest binding update overwrites the previous one (See step 11 in figure C.3.3-1, where a BU with lifetime 0 may be required to delete the previous DSMIP binding after the new PMIP binding in step 7.).

The switching between MIP and PMIP tunnels at the PDN GW can be done in several ways. 

a) In the Trusted Non-3GPP to 3GPP handover sequence according to the single radio UE the proxy BU for UL and DL packets is triggered by the attach request before the bearer setup is done. This will cause packet loss or packet delay both for the UL packets still sent into the non-3GPP DSMIP tunnel as well as DL packets already sent into the PMIP tunnel to the Serving GW.

b) The second possibility is to delay the PMIP binding update procedure until the S1-U-bearer is ready. In this case no DL packets get lost but the UE may start sending packets on this bearer before the PMIP tunnel is in place. However, these UL packets are dropped at the PDN GW or need to be buffered at the Serving GW leading to packet loss or delay.

c) The third possibility is similar to the second possibility but an additional message is sent from the network to the UE, to inform the UE about the switching of the uplink traffic to the new radio interface. In this case no downlink or uplink packets should be delayed or get lost. But an additional specific message must be specified to enable seamless and lossless inter-RAT handovers.
d) The fourth possibility is to separate the switching  into two steps: On the one hand, the PDN GW shall be able to accept uplink packets of the UE as soon as the UE can starts using the target 3GPP radio link, i.e. the Proxy BU for the uplink shall be done before the radio setup procedure is finalised. This is important because the Proxy BU is transparent to the UE, i.e. UE does not receive Proxy BA. UL packets with the already existing binding will also be accepted by the PDN-GW. On the other hand, the switching of the downlink packets must be performed at the PDN GW only after completion of the RB and S1-U bearer establishment and Attach Complete in E-UTRAN to avoid downlink packet loss or delay.

The latter solution needs no modification within radio access technologies. The procedure is only based on a small modification of current PMIP specification [2]. At reception of the PMIP Proxy BU the DSMIP BU is not removed from the binding cache and stays valid. But the PMIP binding is entered into the binding table, so that UL packets are accepted and de-encapsulated by the PDN GW. Later-on, a second message will trigger the switching of the DL tunnel. The old DSMIP binding shall be valid further on for a short timer period to avoid blocking of uplink packets in the DSMIP tunnel on-the-fly.

This new behaviour of PMIP can be controlled by introducing a new flag in the PMIP Proxy BU. The first message is a Proxy BU with an MBB flag, indicating that the DSMIP binding should not be deleted. For the switching of the DL tunnel in the PDN GW a second message is required to switch DL tunnelling. This could either be a conventional PMIP Proxy BU without the new flag or a new message (“PMIP Tunnel Activation Request”, see next section) is specified. The benefit of a new message is that it does not have to have an IP address request in it, but only the NAI. This possibility is very close to current draft PMIP protocol specification.

The proposed solution requires some changes to the HA. In addition to the proxy-flag introduced by PMIP to discriminate proxy-BU from DSMIP BU another flag (“MBB-Flag”) must be decoded by the HA and treated accordingly. Between the two messages the HA/PDN GW has to maintain two binding entries for the same UE. However, the additional cost for the HA and the change to the PMIP standard are small.
3. Exemplary operational scenarios

4.1 Seamless Handover from trusted non-3GPP to 3GPP (compare case C.3.3)

For the handover from trusted non-3GPP to 3GPP (case C.3.3) the current message flow (figure C.3.3-1) performs the proxy binding update in step 7. The PDN selects an IP address and sets up the PMIP tunnel. From this moment, downlink packets will be sent to the serving gateway, even though no radio bearer has been established yet. For a setup time of e.g. 100 msec this would delay 5 packets of a typical video stream or a VoIP call. This early switching is beneficial for single radio, as it avoids the need for forwarding. But note that for a UE with dual radio capability packets the interruption time could be avoided if benefit is taken from the fact, that the UE is able to listen to both RATs for the reception of DL packets in the cell overlap area. No packets should be sent from the PDN GW to the Serving GW before the 3GPP radio link is established. Instead, packets still could go through the non-3GPP radio and the DSMIP tunnel, if that radio link is still available and the DSMIP tunnel is not closed in step 7. 
Thus, a seamless optimisation requires decoupling the request for an IP address in step 7 from the switching of the tunnels in the PDN GW. Step 8 must provide the IP address, but the PDN gateway shall not yet put the PMIP tunnel into action for DL packets. Later, an additional signalling by the Serving GW shall inform the PDN GW of finalisation of step 10, which will activate the tunnel. Therefore, this document proposes to introduce a pair of messages after step 10 of case C3.3.
It is ffs how the simultaneous radio transmission capability is known by the MME. One possibility is to get this information from the source RAN or from the UE during Access Authentication. 

In the proposed handover flow the UE switches its uplink IP connectivity to the 3GPP access after step 10 in Fig. 1. The proposed improvements also allow performing proactive handover with handover preparation. Handover preparation may start before the radio signal quality in the target system is strong enough to carry broadband traffic. When leaving a broadband non-3GPP access and performing a handover into an overlay 3GPP access with lower bandwidth, it may be advantageous to perform handover preparation but to delay the switching until the previous access fades or fails. Mobility management may be employed to synchronize the switching of UL packets in the UE and of DL packets in the PDN GW. It is ffs if such a mobility management with additional signalling between UE and MME/serving gateway for the timing of the UE switching can improve handover performance (see option c) in section 2).

Differences to the description of the handover flow in case C.3.3. are marked in red.
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Figure 1: Trusted Non-3GPP S2c (DSMIPv6) to 3GPP with S5 handover 

1)
The UE uses a trusted non-3GPP access system. It has a DSMIPv6 session with the PDN GW.

2)
The UE discovers the 3GPP access system and determines to handover from the currently used trusted non-3GPP access system to the discovered 3GPP access system. The mechanisms that aid the UE discover the 3GPP access system, are specified in section 5.3 (Network Discovery and Selection).

Editor's note:  The criteria / policy used in determining when handover to 3GPP access should be invoked are FFS.

3)
The UE sends an Attach Request which is routed by 3GPP to an MME instance in the EPC as specified in TS 23.401.
4)
The MME contacts the HSS / 3GPP AAA and authenticates the UE. As part of the authentication procedure, the IP address of the PDN GW that needs to be used in 3GPP access is conveyed to the MME. Note: the PDN GW selection and retrieval for host based mobility is still an FFS.

Editor's note:  It is ffs how the simultaneous radio transmission capability is signalled to MME .

5)
After successful authentication, the MME performs location update procedure with HSS as specified in TS 23.401.

Editor's Note:  It is FFS if the HSS interacts with AAA server to provide the IP address of the PDN GW serving the UE.

6)
The MME selects a Serving GW as described in TS 23.401 and sends a Create Default Bearer Request (including IMSI, MME Context ID, and PDN GW IP address) message to the selected Serving GW.

Editor's Note:   Whether this message contains NAI of the user is FFS.
         It is ffs how the simultaneous radio transmission capability is signalled to serving GW.
7)
The serving gateway requests the IP address allocation from the PDN gateway. PDN gateway establishes a PMIPv6 tunnel. UL packets from the PMIP tunnel will be accepted and de-encapsulated. DL packets shall still be sent to the DSMIP tunnel of step 1.

a)
For PMIP based S5, the Serving GW initiates the PMIPv6 registration procedure towards the PDN GW by sending a Proxy Binding Update according to [8] with an additional flag for simultaneous radio transmission capability. If the NAI of the user is not included in step 6, the Serving GW has to derive it by other means.

Editor's note:  It is FFS whether the Proxy Binding Update suffices to provide equivalent functionality to the GTP "Create Bearer Request" message and if additional messages are required.
      It is ffs how the simultaneous radio transmission capability is signalled to PDN GW.
b)
For GTP based S5, the Serving GW sends a Create Bearer Request message to the PDN GW as described in TS 23.401, with an additional flag for simultaneous radio transmission capability.

8)

a)
For PMIP based S5, the PDN GW responds with a Proxy Binding Ack and updates its mobility binding, so that UL packets using the DSMIPv6 tunnel are forwarded to the Serving GW. DL packets shall still be sent to the DSMIP tunnel.  In the proxy Binding Ack, the PDN GW includes the same IP address or prefix that was assigned to the UE earlier.

b)
For GTP based S5, the PDN GW responds with a Create Bearer Response message to the Serving GW as described in TS 23.401.  DL packets shall still be sent to the DSMIP tunnel.  The Create Bearer Response contains the same IP address or prefix that was assigned to the UE earlier.

Editor's Note:  The flows for bearer setup on S5 and interaction with PCRF are FFS.

9)
The Serving GW returns a Create Default Bearer Response message to the MME as specified in TS 23.401. This message also includes the IP address of the UE. This message also serves as an indication to the MME that the binding has been successful.

10)
The MME sends an Attach Accept message to UE through 3GPP access as specified in TS 23.401.The 3GPP access system initiates radio bearer setup procedure as specified in TS 23.401. the 3GPP access system responds with an Attach Complete message.

11)
The Serving GW informs the PDN GW in a new PMIP message that radio and IP configuration is finalised and DL packets are switched to the PMIPv6 tunnel. UL packets using the DSMIP tunnel that are still on the fly shall be accepted for a while to avoid packet loss. This may be handled by a timer or the UE may send a BU to the PDN GW to de-register its DSMIPv6 binding that was created while the UE was in non-3GPP access system (see step 13).


12)
The message of step 11 is confirmed. It is not required to inform the UE, as UL packets have already been enabled in step 7. This allows the UE to switch IP connectivity to the 3GPP access as soon as step 10 has been finalised between UE and 3GPP access network.
Editor's note: 
It is ffs. if additional signalling between UE and MME/serving gateway can improve handover performance, e.g. allowing the mobility management to choose the optimal timing for the switching.

13)
UE sends a BU to the PDN GW to de-register its DSMIPv6 binding that was created while the UE was in non-3GPP access system. 
14)
Now the UE tears down the previous radio access. To avoid packet loss on the DL also the UE may delay the releases of the previous radio access until a timer in the UE expires. 
4.2 Seamless Handover from E-UTRAN to trusted non-3GPP (compare case C.3.4) 

For the handover from E-UTRAN to trusted non-3GPP (case C.3.4) the UE finalizes IP connectivity in steps 3 to 6 before sending the binding update, so no interruption time occurs for the DL. Loss of packets that are still on the fly can be avoided, if the UE keeps the old radio link active and the PDN GW still accepts UL packets using the PMIPv6/GTP tunnel for a while. 

Compared to Case C.3.4 only the teardown of the bearers of the previous access has to be specified to happen after step 7.

Differences to the description of the flow in case C.3.4. are marked in red.
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Figure 2: 3GPP S5 to Trusted Non-3GPP S2c (DSMIPv6) Handover with simultaneous radio transmission

1)
The UE uses a 3GPP access system. It has an IP address that is supported over S5 interface.

2)
At this point the UE decides to initiate non-3GPP access procedure. The decision is based on any number of reasons e.g. local policies of the UE.

Editor's note: The criteria / policy used in determining when handover to non-3GPP access should be invoked are FFS.

3)
The UE performs access authentication and authorization in the non-3GPP access system. The 3GPP AAA server authenticates and authorizes the UE for access in the non-3GPP system. Note that PDN GW selection and retrieval for host based mobility is still an FFS.

4)
The non-3GPP access system is not PMIPv6 capable or it decides not to use PMIPv6. Therefore, the UE gets an IP address that is different from the IP address it was using in 3GPP access system. Since the UE obtains an IP address that is not the same as the address from 3GPP system, the UE decides to initiate DSMIPv6 procedures to maintain its IP sessions.

5)
The UE may discover PDN GW address using MIPv6 bootstrapping procedures. Note: the actual procedure is FFS.

6)
The UE may also perform IKEv2 and IPsec SA establishment with the PDN GW that was discovered at step 5. This happens if RFC 4877 is used to establish SA with between the UE and the PDN GW. This step may involve authentication and authorization by the 3GPP AAA system.

Editor's note: The use of IETF RFC4285 is FFS and when it is used the procedure will be different.

7)
The UE sends a DSMIPv6 BU message to the PDN GW to register its CoA. The PDN GW authenticates and authorizes the UE and sends back a BA for the CoA configured in step 4. UL packets using the PMIP tunnel that are still on the fly shall be accepted by the PDN GW for a while to avoid packet loss. This may be handled by a timer in the PDN GW.
Editor's note: It is ffs if signalling of simultaneous radio transmission capability is required

8)
The UE continues with IP service using the IP address out of step 4 as CoA. 

9) 
Now the UE tears down the previous radio access. To avoid packet loss on the DL also the UE shall delay the releases of the previous radio access until a timer in the UE expires. 
4. References

[1] 
TS23.402: 3GPP TS 23.402 V1.2.0 (2007-07), Technical Specification Group Services and System Aspects; Architecture Enhancements for non-3GPP accesses (Release 8)

[2] 
IETF Internet-Draft, draft-ietf-netlmm-proxymip6-01.txt, "Proxy Mobile IPv6" work in progress
5. Proposal

It is proposed to add a handover optimization for UEs supporting simultaneous radio transmission capability, utilising parallel access attachment during a seamless handover. Two new handover cases are added to the Annex C for such make-before-break handovers between S2c and S5.

**** Start of first change ****

5.6.2      
Handover Optimizations applicable to all non-3GPP accesses

<This sub-section describes handover optimization procedures that are generic and applicable to all non-3GPP accesses. >

For UEs supporting simultaneous radio transmission the handover sequence can be optimised to maintain communication throughout the handover procedure. The UE shall not tear down its previous radio access resources before the handover has been finalized and IP connectivity has been fully established. In the ideal case any impact of handover execution is avoided.

For PMIP this may require additional signalling for the earliest possible time to switch, as the UE is not aware of the Proxy Binding Update. Further, the optimization requires that the simultaneous radio transmission capability is indicated in some of the handover signalling messages.

A signalling flow for a handover between S2c and S5 using simultaneous radio transmission is given in Annex C (cases C.3.7 and C.3.8).

**** End of first change ****

**** Start of second change ****

C.3.7
Trusted Non-3GPP IP Access with DSMIPv6 over S2c to 3GPP Access Handover in Non-Roaming Scenario, using simultaneous radio transmission

In this scenario, the session starts in a trusted non-3GPP access system (e.g. E-UTRAN) using DSMIPv6 in a non roaming scenario. Subsequently, the session hands over to a 3GPP access system. The UE supports simultaneous radio transmission capability. It is ffs how this capability is signalled to MME, Serving GW and PDN gateway.
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Figure C.3.7-1: Trusted Non-3GPP S2c (DSMIPv6) to 3GPP with S5 handover with simultaneous radio transmission

1)
The UE uses a trusted non-3GPP access system. It has a DSMIPv6 session with the PDN GW.

2)
The UE discovers the 3GPP access system and determines to handover from the currently used trusted non-3GPP access system to the discovered 3GPP access system. The mechanisms that aid the UE discover the 3GPP access system, are specified in section 5.3 (Network Discovery and Selection).

Editor's note:  The criteria / policy used in determining when handover to 3GPP access should be invoked are FFS.

3)
The UE sends an Attach Request which is routed by 3GPP to an MME instance in the EPC as specified in TS 23.401.
4)
The MME contacts the HSS / 3GPP AAA and authenticates the UE. As part of the authentication procedure, the IP address of the PDN GW that needs to be used in 3GPP access is conveyed to the MME. Note: the PDN GW selection and retrieval for host based mobility is still an FFS.

Editor's note:  It is ffs how the simultaneous radio transmission capability is signalled to MME .

5)
After successful authentication, the MME performs location update procedure with HSS as specified in TS 23.401.

Editor's Note:  It is FFS if the HSS interacts with AAA server to provide the IP address of the PDN GW serving the UE.

6)
The MME selects a Serving GW as described in TS 23.401 and sends a Create Default Bearer Request (including IMSI, MME Context ID, and PDN GW IP address) message to the selected Serving GW.

Editor's Note:   Whether this message contains NAI of the user is FFS.
         It is ffs how the simultaneous radio transmission capability is signalled to serving GW.
7)
In this step the serving gateway sends a Proxy BU with an indication of simultaneous radio transmission capability. This requests the IP address allocation from the PDN gateway. PDN gateway establishes a PMIPv6 tunnel. From now on, UL packets from the PMIP tunnel will be accepted and de-encapsulated. Opposed to standard PMIP behaviour, DL packets shall still be sent to the DSMIP tunnel of step 1.

a)
For PMIP based S5, the Serving GW initiates the PMIPv6 registration procedure towards the PDN GW by sending a Proxy Binding Update according to [8] with an additional flag for simultaneous radio transmission capability. If the NAI of the user is not included in step 6, the Serving GW has to derive it by other means.

Editor's note:  It is FFS whether the Proxy Binding Update suffices to provide equivalent functionality to the GTP "Create Bearer Request" message and if additional messages are required.
      It is ffs how the simultaneous radio transmission capability is signalled to PDN GW.
b)
For GTP based S5, the Serving GW sends a Create Bearer Request message to the PDN GW as described in TS 23.401, with an additional flag for simultaneous radio transmission capability.

8)

a)
For PMIP based S5, the PDN GW responds with a Proxy Binding Ack and updates its mobility binding so that UL packets using the DSMIPv6 tunnel are forwarded to the Serving GW. DL packets shall still be sent to the DSMIP tunnel.  . In the proxy Binding Ack, the PDN GW includes the same IP address or prefix that was assigned to the UE earlier.

b)
For GTP based S5, the PDN GW responds with a Create Bearer Response message to the Serving GW as described in TS 23.401.  DL packets shall still be sent to the DSMIP tunnel.  The Create Bearer Response contains the same IP address or prefix that was assigned to the UE earlier.

Editor's Note:  The flows for bearer setup on S5 and interaction with PCRF are FFS.

9)
The Serving GW returns a Create Default Bearer Response message to the MME as specified in TS 23.401. This message also includes the IP address of the UE. This message also serves as an indication to the MME that the binding has been successful.

10)
The MME sends an Attach Accept message to UE through 3GPP access as specified in TS 23.401.The 3GPP access system initiates radio bearer setup procedure as specified in TS 23.401. the 3GPP access system responds with an Attach Complete message.

11)
The Serving GW informs the PDN GW in a new PMIP message that radio and IP configuration have been finalised and DL packets can now be transported through the PMIPv6 tunnel. The PDN GW switches routing of DL packets to the PMIPv6 tunnel..
It is ffs if a new message (PMIP Tunnel Activation) is required or if this signalling can be done with a second Proxy BU (now without the new flag of step 7).

12)
The message of step 11 is confirmed. It is not required to inform the UE, as UL packets have already been enabled in step 7. This allows the UE to switch IP connectivity to the 3GPP access as soon as step 10 has been finalised between UE and 3GPP access network. UL packets using the DSMIP tunnel that are still on the fly shall be accepted for a while to avoid packet loss. This may be handled by a timer or the UE may send a BU to the PDN GW to de-register its DSMIPv6 binding that was created while the UE was in non-3GPP access system (see step 13).
Editor's note: 
It is ffs. if additional signalling between UE and MME/serving gateway can improve handover performance, e.g. allowing the mobility management to choose the optimal timing for the switching.

13)
The UE senda a BU to the PDN GW to de-register its DSMIPv6 binding that was created while the UE was in non-3GPP access system. 

14)
Now the UE tears down the previous radio access. To avoid packet loss on the DL also the UE may delay the releases of the previous radio access until a timer in the UE expires. 

**** End of second change ****

**** Start of third change ****

C.3.8
3GPP Access to Trusted Non-3GPP IP Access with DSMIPv6 over S2c Handover in Non-Roaming Scenario, using simultaneous radio transmission

In this scenario, the session starts in 3GPP access (e.g. E-UTRAN) using PMIPv6 or GTP over S5 or no S5 is used (co-located Serving GW and PDN GW). The session hands over to the trusted non-3GPP access system that does not use PMIPv6 where the UE will receive a different prefix than the one it was using in 3GPP access system. The UE subsequently initiates DSMIPv6 with the same PDN GW to maintain the IP session. The UE supports simultaneous radio transmission capability. It is ffs how this capability is signalled to MME, Serving GW and PDN gateway.
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Figure C.3.8-1: 3GPP S5 to Trusted Non-3GPP S2c (DSMIPv6) Handover with simultaneous radio transmission

1)
The UE uses a 3GPP access system. It has an IP address that is supported over S5 interface.

2)
At this point the UE decides to initiate non-3GPP access procedure. The decision is based on any number of reasons e.g. local policies of the UE.

Editor's note: The criteria / policy used in determining when handover to non-3GPP access should be invoked are FFS.

3)
The UE performs access authentication and authorization in the non-3GPP access system. The 3GPP AAA server authenticates and authorizes the UE for access in the non-3GPP system. Note that PDN GW selection and retrieval for host based mobility is still an FFS.

4)
The non-3GPP access system is not PMIPv6 capable or it decides not to use PMIPv6. Therefore, the UE gets an IP address that is different from the IP address it was using in 3GPP access system. Since the UE obtains an IP address that is not the same as the address from 3GPP system, the UE decides to initiate DSMIPv6 procedures to maintain its IP sessions.

5)
The UE may discover PDN GW address using MIPv6 bootstrapping procedures. Note: the actual procedure is FFS.

6)
The UE may also perform IKEv2 and IPsec SA establishment with the PDN GW that was discovered at step 5. This happens if RFC 4877 is used to establish SA with between the UE and the PDN GW. This step may involve authentication and authorization by the 3GPP AAA system.

Editor's note: The use of IETF RFC4285 is FFS and when it is used the procedure will be different.

7)
The UE sends a DSMIPv6 BU message to the PDN GW to register its CoA. The PDN GW authenticates and authorizes the UE and sends back a BA for the CoA configured in step 4. UL packets using the PMIP tunnel that are still on the fly shall be accepted by the PDN GW for a while to avoid packet loss. This may be handled by a timer in the PDN GW.
Editor's note: It is ffs if signalling of simultaneous radio transmission capability is required

8)
The UE continues with IP service using the IP address out of step 4 as CoA. 

9) 
Now the UE tears down the previous radio access. To avoid packet loss on the DL also the UE shall delay the releases of the previous radio access until a timer in the UE expires. 

**** End of third change ****
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