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Abstract: This paper makes some observations regarding the various solutions proposed for handling calls to and from an SIP-PBX (Business Trunking) and proposes that a wildcarded IMPU approach that minimizes changes to IMS should be adopted as the way forward by SA2.
1.0 Introduction

Substantial discussion has occurred within SA2 and ETSI TISPAN regarding how to enable the connection of corporate IP-PBXes to Carrier IMS networks (also known as “business trunking”).  As a result, SA2 and TISPAN are developing the “wildcarded IMPU” solution in which the IP-PBX is registered with the Carrier IMS and as a consequence of this registration a wildcarded IMPU is implicitly registered.  Corporate users themselves are not registered within the Carrier IMS but are instead modelled as individual IMPUs within the wildcarded set.  Two solutions have been proposed for handling terminating calls (Orange solution – see S2-073393) and the Ericsson solution (see s2-073455). 

2.0 Observations

2.1 Originating Procedures

Procedure: The wildcarded IMPU solution requires that normal Gm reference point procedures are followed.  This essentially means that the PBX sends a P-Preferred-Identity in the INVITE and the P-CSCF performs a “screening” type function to check if the identity matches a wildcarded IMPU. If it does then the P-CSCF inserts a P-Asserted-Identity header with the matched identity before forwarding the INVITE. 

Observation: Using the Gm reference point procedures ensures that the corporate network is viewed by the Carrier IMS as not trusted to assert the identity to be used in the Carrier IMS.  Instead the relationship is that the Carrier IMS performs a “screening” function and determines whether the identity signalled from the corporate network is within an agreed range or on a list of allowed identities.

2.2 Terminating Procedures

There are two competing solutions with respect to terminating procedures:

Procedure (Orange solution): This is more fully described in S2-073393.  The procedure can be summarized as requiring specialized behaviour at the S-CSCF when the Request-URI matches the wildcarded-IMPU to modify the Request-URI to ensure that when the call is routed to the PBX that the PBX can route based on the Request-URI.
Procedure (Ericsson solution): This is more fully described in S2-073455.  This procedure can be summarized as using “normal IMS” procedures to route to the PBX, but requiring the PBX to route based on the P-Called-Party-Id. 
Note: “normal” IMS procedures refers to S-CSCF placing the registered contact address in the request URI, retaining the addresses target identity in the P-Called-Party-Id header, then adding to the route header the contents of the path header stored during registration to ensure that the request is forwarded to the P-CSCF. The P-CSCF then terminates to the registered contact, being the PBX.
Observation #1: The Orange solution requires modifications to IMS specifically to deal with PBXes.  The aim of the Orange solution is to avoid having to update deployed PBXes.

Observation #2: The Orange solution restricts the usage of Wildcarded-IMPU to being applicable only for business trunking as it requires specialized behaviour at the S-CSCF when handling Wildcarded-IMPUs.
Observation #3: The Ericsson solution assumes that PBXes will have to be updated whilst minimizing changes to IMS. 

Observation #4: Looking at the originating procedures it is clear that PBXes will have to be updated anyway to take account of the fact that corporate networks by their nature are not trusted by the Carrier IMS to assert identities to be used in the Carrier IMS.
3.0 Conclusions
· Corporate Networks shall not be trusted to assert IMPUs – instead the “Carrier” shall verify if the identity which the corporate user wishes to use falls within a set of “known” identities.  The benefits of such “screening” include a reduced likelihood of SPAM/SPIT communications (in which the carrier would be complicit) by “asserting” an identity which later turned out to be false.

· IP-PBXes will have to be modified in order to operate with a Carrier IMS (as a result of new requirements related to trust for originating procedures), thus justifying a solution for terminating procedures based on minimizing changes to IP-PBX is of questionable added value.
4.0 Proposal

Nortel proposes that SA2 adopt the wildcarded IMPU solution for connecting IP-PBXes to IMS.  Specifically for originating calls we propose that the corporate network is not trusted to assert IMPUs (and hence should send a P-Preferred-Identity to the P-CSCF). For terminating calls Nortel proposes that SA2 follows the Ericsson solution (of using normal IMS procedures). 
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