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This contribution clarifies the necessity of the access control mechanism in SAE/LTE and proposes to introduce the same access control mechanism as one of the Rel8 legacy systems. 

1. Introduction

In SA2, it has been intensively discussed to define the SAE/LTE architecture and procedures and they are becoming stable. We believe that it is good time to start with the discussion on the access control, which has not discussed yet and is an important mechanism for operators, in SAE/LTE. 
In this contribution, we clarify the necessity of the access control mechanism in SAE/LTE and propose to introduce it in SAE/LTE. 
2. Discussion

2.1 General
In the legacy systems (i.e. 2G/3G), the access control described in clause 4 in TS 22.011 is introduced in order to allow network operator to prevent UE  from making access attempts in specific areas of a PLMN under a certain constrained environment (e.g. network node congestion/overload). According to relevant specification e.g., TS24.008 and TS 25.331, the access control in the legacy system is realized by both RAN node and UE. A RAN node sends a broadcast message including system information, which includes access class list, and UEs read the message and act based on the its content (e.g. in case that the UE is a member of the access class list broadcasted, the UE is forbidden to access the network). We believe that this mechanism has worked well in the current commercial network because of the well-considered functional distribution.
For SAE/LTE, we think that the EPS node congestion/overload situations (e.g. MME congestion) also tend to happen. Therefore, the means to prevent UE from making access attempts (e.g. Service Request) is also required for EPS. And it is unnecessary to change the functional distribution in EPS from the legacy systems because current system’s functional distribution is well-defined. This means that, in EPS, eNodeB sends a broadcast message including system information, which includes access class list, and LTE_UEs read the message and react based on the its content.
[Conclusion (1)]

It is necessary to introduce the access control realized by the same functional distribution as the legacy system in EPS.
2.2 Clarification on Access control mechanisms in EPS
In the legacy systems (i.e. 2G/3G), two types of access control mechanism have already been defined. One is the mechanism for barring all access attempts from the barred UE, we call it “basic access control” after here, and another one is for barring all access attempts to a specific domain from the barred UE, we call it “domain specific access control” from now on. In addition, the other type of access control mechanism, which is called PPAC (Paging Permission with Access Control), is going to define in Rel8. 

In EPS, we believe that the basic access control and PPAC are necessary at this stage from the following reasons.

- Basic access control
Since the basic access control is the bottommost and the most widespread access control mechanism, it is obviously necessary to support in EPS.  
- Domain specific access control
Since EPS is the packet domain network, it is unnecessary to define the domain specific access control. It may be necessary an access control mechanism which has the capability to distinguish barring CS service and barring PS service in EPS. For this mechanism, however, it is necessary to study what is CS service in EPS, also what is PS service in EPS, and how to distinguish them. One possible similar mechanism in EPS may be to distinguish barring IMS service and barring non-IMS service based on APN information. We would need further study on this topic. Therefore, we presume that the necessity of domain specific access control is FFS.
- PPAC (Paging Permission with Access Control)
According to S2-072726, the motivation for introducing PPAC is as follows. And these use-cases described are also applicable to EPS because EPS provides E2E communication services using Paging mechanism with EPS users.
	-- Extract from S2-072726 --
2. Introductin of PPAC

Current access control capability defined in relevant specifications (e.g. TS 22.011, TS24.008, and TS25.331) prevents UE from responding to a paging request during access class control. Such situation where a network performs the access class control operation because of congestion is likely at during large-scale natural disasters such as earthquakes. 
Three use-cases have been identified in TR22.908 and presented in the following briefly;

1. The priority communication service that is originated from an authorised user (e.g. government, emergency responder) to a user who camps in congested area where the access control operation is on the effect.

2. The emergency service call back where the terminating side camps in congested area.

3. The communication between user UEs in the same area where access control is performed. In this case, a network operator performs an access class control, and the access class of originating UE is unbarred and terminating UE is barred.


[Conclusion (2)]

It is necessary to introduce the basic access control and the PPAC as the access control mechanism in EPS.

3. Proposal
From above reason, as the access control mechanism in EPS we propose to introduce the basic access control and the PPAC, which functional distributions are the same as the legacy systems, and to send a LS to CT1 and RAN2 in order to start the stage3 work on the EPS access control.
If above agreed, DoCoMo is willing to draft the LS.
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