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1 Introduction
The intention of this document is to describe the proposed solution for “Optimized Handovers between mobile WiMAX access and 3GPP access” and provide details about the associated concepts, signalling flows and architectural diagrams. In addition, it proposes changes to TS 23.402 for introducing the proposed architecture.
2 Basic Concepts

2.1 Forward Attachment Function (FAF)

The architecture for optimized mobile WiMAX / 3GPP handover is based around the Forward Attachment Function (FAF). This is a new logical function. 

The UE communicates with the FAF over a generic IP access network (e.g. the mobile WiMAX IP access or the 3GPP PS domain). Therefore, communication between the UE and FAF can be achieved from any IP access network without requiring additional/new functionality in the IP access network to support this communication. The UE can communicate with the FAF through mobile WiMAX IP access in order to prepare handover to a 3GPP access. Similarly, the UE can communicate with the FAF through a 3GPP PS access in order to prepare handover to mobile WiMAX access.
The FAF is always located in the serving PLMN (visited or home). From the 3GPP Access network perspective it emulates an eNB. From the mobile WiMAX IP access network perspective it emulates a mobile WiMAX ASN.
2.2 FAF Discovery

The use of a generic IP access network for communication between the UE and FAF creates the need for the UE to discover an FAF address in some scenarios, e.g. when the UE is roaming in a visited network. 

In general, the FAF can be discovered with procedures similar to those used for GANC discovery (see TS 43.318), which are based on DNS queries.

When the FAF is located in the HPLMN (non-roaming case) its address could be provisioned to the UE or could be discovered through a DNS query. When the FAF is located in the VPLMN (roaming case) it could be discovered through a DNS query. 

To discover the address of FAF in the serving network (visited or home) the UE can either make 

1) a DNS A query for a well-know FQDN (e.g. faf.MNCxxx.MCCyyy.3gpp.org), or 

2) a DNS SRV query. 

The first requires the definition of a well-known FQDN, while the second requires the definition of a well-known service (e.g. the UE could query for service _faf._tcp.MNCxxx.MCCyyy.3gpp.org). DNS could be used for load balancing if necessary.
When the UE successfully discovers an FAF it assumes that optimized WiMAX/3GPP handovers are supported by the serving network.
3 Mobile WiMAX to 3GPP optimized handover (WiMAX ( 3GPP)
3.1 Signalling Flow
This section discusses the signalling flows and architecture for enabling optimized WiMAX to 3GPP handover.
Figure 3‑1 below shows the signalling flow for mobile WiMAX to 3GPP optimized handover. 
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Figure 3‑1: Signalling flow for mobile WiMAX to 3GPP optimized handover
In the above figure we assume that the S5 interface is based on PMIP and that the Access Stratum protocol between the UE and the FAF is the RRC protocol used for E-UTRAN access (see TS 36.300).

Editor’s note: The details of the Access Stratum protocol between the UE and the FAF are FFS.
The steps involved in the handover of Figure 3‑1 are discussed below.

1)
The UE uses a mobile WiMAX access system and is being served by PDN-GW. It is assumed that the mobile WiMAX network supports PMIPv6 and so in this case a PMIPv6 tunnel has been established between the mobile WiMAX network and the PDN-GW. 
2)
The UE discovers an FAF in the serving network (if needed) by using the FAF discovery procedure (details are provided in sec. 2.2). If the UE is not roaming and is provisioned with an FAF address, the FAF discovery procedure may be skipped. When the UE successfully discovers an FAF it establishes a secure connection with this FAF. After that, the UE can use the optimized procedure (described in the following steps) for handover to a 3GPP access.

3)
Based on some criteria, the UE or the mobile WiMAX IP access decides to initiate pre-registration to EPC for E-UTRAN access. 
Editor’s note: The detailed criteria for initiating the pre-registration for E-UTRAN access is FFS. As an example, the pre-registration may be initiated when there is need to handover to E-UTRAN.
4)
The UE sends an Attach Request message to FAF encapsulated into an E-UTRAN Access Stratum message (e.g. RRC). 
5)
The FAF forwards the Attach Request message to an MME over the standard S1-MME interface.
6)
The MME contacts the HSS and authenticates the UE for E-UTRAN access (see details in TS 23.401). From the MME perspective the FAF emulates an eNB and relays messages between the UE and the MME.
7)
After successful authentication, the MME performs location update procedure with HSS as specified in TS 23.401 or TS 23.060.

8)
The remainder of the EPS Attach procedure is performed. After the pre-registration (steps 3-8) the handover to 3GPP access may start immediately or (optionally) the handover to 3GPP access maybe be delayed until the UE or the network decides that the handover is required. In the first case, the flow continues from step 10, whereas in the second case the flow continues from step 9.
Editor’s note: It is FFS if the pre-registration (executed in steps 3-8) is immediately followed by handover to 3GPP access, or if the handover to 3GPP access can be delayed after the pre-registration.
9)
If the handover to 3GPP access is delayed after the pre-registration, the UE starts the handover to 3GPP access by sending a Service Request message (as per TS 23.401) encapsulated in an Access Stratum message (e.g. RRC). The decision to perform handover to 3GPP access may be taken by the UE or by the network (which communicates this decision to UE).

10) The FAF sends an access stratum measurement control message to trigger transmission of measurement report messages by the UE. The UE sends to FAF the identity of the target 3GPP cell in a measurement report message. 

11) The FAF sends a Relocation Required (target 3GPP cell identity) message to MME. 

12) The 3GPP resources are reserved. For handover to E-UTRAN, the MME sends a Relocation Request message to the target eNB. For handover to GERAN / UTRAN, the MME sends a Forwards Relocation Request to the target SGSN.
13) The MME sends a Relocation Command message to FAF (as per TS 23.401) and the FAF sends a HO Command to UE with an Access Stratum message (e.g. RRC).

14) At this step, the UE leaves the mobile WiMAX access and switches to the target 3GPP cell.

15) The UE performs the appropriate 3GPP radio access procedures and sends a HO Complete message to the target 3GPP access. Subsequently, a Relocation Complete message is sent to MME (for handover to E-UTRAN) or a Forward Relocation Complete message is sent to MME (for handover to GERAN / UTRAN). 

16) The MME sends an Update Bearer Request to the selected S-GW (for handover to E-UTRAN), or the SGSN sends an Update PDP Context Request to the selected S-GW (for handover to GERAN / UTRAN).
17) The S-GW sends a Proxy Binding Update to the PDN-GW. The PDN-GW sends an “Modification of IP-CAN session” message to the PCRF (Information contained is FFS) to obtain the rules required for the PDN-GW to function as a PCEF for all the active sessions the UE has established as a result of the handover procedure. The PCRF responds with an “Acknowledge IP-CAN Session Modification” message including QoS policy and charging rules enabling the PDN-GW to perform as PCEF. The PDN-GW sends to S-GW a Proxy Binding Update Ack.
18) The S-GW responds to MME with an Update Bearer Response message (for handover to E-UTRAN), or the S-GW responds to SGSN with an Update PDP Context Response message (for handover to GERAN / UTRAN).
19) The UE starts the Tracking Area Update procedure (for handover to E-UTRAN), or the UE starts the Routing Area Update procedure (for handover to GERAN / UTRAN).
Editor’s note: It is FFS how the mobile WiMAX resources are released. 
Editor’s note: It is FFS how dedicated EPS bearers are setup in 3GPP access.
3.2 Architecture
Based on the signalling flow discussed above, Figure 3‑2 and Figure 3‑3 show the relevant architectures for mobile WiMAX to 3GPP optimized handover. Figure 3‑2 shows the architecture for non-roaming and roaming with local breakout scenarios, while Figure 3‑3 shows the architecture for roaming with home-routed traffic scenario.
NOTE: 
This architecture is similar to the GAN architecture specified in TS 43.318. The FAF corresponds to GANC: It communicates with the UE over a Generic IP Access network (in this case, over the mobile WiMAX IP access) and uses a regular S1-MME interface to prepare 3GPP resources before the handover execution. In contrary to GANC however, the FAF performs only control-plane functions.
The X200 interface supports communication between the UE and the FAF in the serving EPC over a generic IP access network (in this case over the mobile WiMAX IP access).
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Figure 3‑2: Architecture for mobile WiMAX to 3GPP optimized handover (non-roaming & roaming w/ LBO)
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Figure 3‑3: Architecture for mobile WiMAX to 3GPP optimized handover (roaming w/ home-routed traffic)
NOTE:
For the case of roaming with home-routed traffic, the UE communicates with the FAF in the visited network through the PDN GW in the home network.
4 3GPP to mobile WiMAX optimized handover (3GPP ( WiMAX)
4.1 Signalling Flow
This section discusses the signalling flows and architecture for enabling optimized WiMAX to 3GPP handover.

Figure 4‑1 below shows the signalling flow for 3GPP access to mobile WiMAX optimized handover.
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Figure 4‑1: Signalling flow for 3GPP to mobile WiMAX optimized handover
In the above figure we assume that the S5 interface is based on PMIP and that the Access Stratum protocol between the UE and the FAF is the RRC protocol used for E-UTRAN access (see TS 36.300).

Editor’s note: The details of the Access Stratum protocol between the UE and the FAF are FFS.
The steps involved in the handover of Figure 4‑1 are discussed below.

1)
The UE uses a 3GPP access system and is being served by PDN-GW. 
2)
The UE discovers an FAF in the serving network (if needed) by using the FAF discovery procedure (details are provided in sec. 2.2). If the UE is not roaming and is provisioned with an FAF address, the FAF discovery procedure may be skipped. When the UE successfully discovers an FAF it establishes a secure connection with this FAF. After that, the UE can use the optimized procedure (described in the following steps) for handover to mobile WiMAX.

3)
Based on some criteria, the UE or the 3GPP access decides to initiate pre-registration to EPC for mobile WiMAX access. 
Editor’s note: The detailed criteria for initiating the pre-registration for mobile WiMAX IP access is FFS. As an example, the pre-registration may be initiated when there is need to handover to mobile WiMAX.
4)
The UE performs access authentication and authorization for mobile WiMAX access by tunnelling authentication messages (e.g. EAP messages) over the 3GPP user plane. The FAF behaves as a WiMAX Authenticator and authenticates the UE by contacting the 3GPP AAA Server (for the non-roaming case) or the 3GPP AAA Proxy (for the roaming case). The 3GPP AAA Server/Proxy returns the PDN-GW address to the FAF at this step.
5)
At this point, the UE may proceed immediately to handover initiation (step 6). Optionally, the UE may delay the handover initiation until it is decided (either by the UE or by the network) that the handover is required.
Editor’s note: It is FFS if the handover initiation may not start immediately after the pre-registration for mobile WiMAX access.
6)
The UE initiates the handover to mobile WiMAX by tunnelling a WiMAX Handover Request message to FAF including the full identity of the target WiMAX BS.
7)
The FAF determines the target mobile WiMAX ASN from the received BS identity and initiates the WiMAX specific handover procedure. At this step, resources are reserved in the target WiMAX ASN (e.g. by using the WiMAX R4/R6 handover procedures or a suitable IETF protocol). Also, early path switching can be performed by using PMIP over the S2a interface.
8)
The FAF responds to UE with a WiMAX Handover Response message that includes the identity of the target WiMAX BS. The UE notifies the FAF that it starts handover to the indicated WiMAX BS by tunnelling a WiMAX Handover Indication message to FAF.

9)
At this step, the UE leaves the 3GPP radio access and switches to mobile WiMAX radio access. It also performs the mobile WiMAX specific access procedures.

10) If early path switching was not used in step 7, path switching is initiated in this step by using PMIP over the S2a interface. Also, the 3GPP resources are released.

Editor’s note: It is FFS how the 3GPP resources are released. 
Editor’s note: It is FFS how dedicated EPS bearers are setup in mobile WiMAX access.
4.2 Architecture
Based on the signalling flow discussed above, Figure 4‑2 and Figure 4‑3 show the relevant architectures for 3GPP to mobile WiMAX optimized handover. Figure 4‑2 shows the architecture for non-roaming and roaming with local breakout scenarios, while Figure 4‑3 shows the architecture for roaming with home-routed traffic scenario.

NOTE: 
Again, note that this architecture is similar to the GAN architecture specified in TS 43.318. The FAF corresponds to GANC: It communicates with the UE over a Generic IP Access network (in this case, over the 3GPP PS domain) and uses the X101 interface towards the mobile WiMAX IP access for preparing WiMAX resources before the handover execution. 

The X200 interface supports communication between the UE and the FAF in the serving EPC over a generic IP access network (in this case over the 3GPP PS domain). The X101 interface is used in order to reserve the appropriate resources in the target WiMAX ASN. The protocol on this interface is FFS (it could be based on the WiMAX R4/R6 interface or a suitable IETF protocol).
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Figure 4‑2: Architecture for 3GPP to mobile WiMAX optimized handover (non-roaming and roaming with local breakout)
NOTE 1: 
In the non-roaming case, the FAF interfaces with the 3GPP AAA Server, whereas in the roaming case with local breakout, the FAF interfaces with the 3GPP AAA Proxy.
NOTE 2: 
The Ta* interface is already specified in TS 23.402. It connects the FAF with the 3GPP AAA Server/Proxy and transports access authentication, authorization, mobility parameters and charging-related information in a secure manner.
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Figure 4‑3: Architecture for 3GPP to WiMAX optimized handover (roaming w/ home-routed)
NOTE:
For the case of roaming with home-routed traffic, the UE communicates with the FAF in the visited network through the PDN GW in the home network.
5 Proposal

It is proposed to discuss the above solution and then agree the following changes to TS 23.402.

*** Start of Change *****
5.6.3.2 
3GPP Accesses and Mobile WiMAX
5.6.3.2.1
Reference Architecture
Figure 5.6.3.2.1-1 shows the reference architecture that can support optimized handovers between mobile WiMAX and 3GPP access for the non-roaming scenario and for the roaming scenario with local breakout. In this case, both the PDN GW and the Forward Attachment Function (FAF) reside in the serving EPC (home or visited).
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Figure 5.6.3.2.1-1: Architecture for optimized handover between mobile WiMAX and 3GPP access (non-roaming & roaming with local breakout)
Figure 5.6.3.2.1-2 shows the reference architecture that can support optimized handovers between mobile WiMAX and 3GPP access for the roaming scenario with home-routed traffic. In this case, the PDN GW is in the home EPC and the Forward Attachment Function (FAF) is in the visited EPC.
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Figure 5.6.3.2.1-2: Architecture for optimized handover between mobile WiMAX and 3GPP access (roaming with home-routed traffic)
5.6.3.2.1.1
Forward Attachment Function (FAF)
The architecture for optimized mobile WiMAX / 3GPP handover is based around the Forward Attachment Function (FAF). This is a new logical function. 

The UE communicates with the FAF over a generic IP access network (e.g. the mobile WiMAX IP access or the 3GPP PS domain). This way, communication between the UE and FAF can be achieved from any IP access network without requiring additional/new functionality in the IP access network to support this communication. The UE can communicate with the FAF through mobile WiMAX IP access in order to prepare handover to a 3GPP access. Similarly, the UE can communicate with the FAF through a 3GPP PS access in order to prepare handover to mobile WiMAX access.

The FAF is always located in the serving PLMN (visited or home). From the 3GPP Access network perspective it emulates an eNB. From the mobile WiMAX IP access network perspective it emulates a mobile WiMAX ASN.

The use of a generic IP access network for communication between the UE and FAF creates the need for the UE to discover an FAF address in some scenarios, e.g. when the UE is roaming in a visited network. For FAF discovery, similar procedures as those used for GANC discovery (see TS 43.318) can be used.
When the FAF is located in the HPLMN (non-roaming case) its address could be provisioned to the UE or could be discovered through a DNS query. When the FAF is located in the VPLMN (roaming case) it could be discovered through a DNS query. 

To discover the address of FAF in the serving network (visited or home) the UE can either make 

1) a DNS A query for a well-know FQDN (e.g. faf.MNCxxx.MCCyyy.3gpp.org), or 

2) a DNS SRV query. 

The first requires the definition of a well-known FQDN, while the second requires the definition of a well-known service (e.g. the UE could query for service _faf._tcp.MNCxxx.MCCyyy.3gpp.org). DNS could be used for load balancing if necessary.
Editor’s note: The details for FAF discovery are FFS.
When the UE successfully discovers an FAF it assumes that optimized WiMAX/3GPP handovers are supported by the serving network.
5.6.3.2.1.2
Reference Points

The reference points illustrated in Figure 5.6.3.2.1-1 and Figure 5.6.3.2.1-2 used to enable optimized handovers between mobile WiMAX and 3GPP accesses are discussed below. The other reference points are documented in TS 23.401 [4].

X200:
This interface supports the communication between the UE and the FAF through a generic IP access network. It is used for optimized handover from mobile WiMAX to 3GPP access and from 3GPP access to mobile WiMAX.
X101:
This interface is used for optimized handover from 3GPP access to mobile WiMAX in order to reserve the appropriate resources in the target WiMAX ASN. The protocol on this interface is FFS.
*** End of Change ****
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