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Abstract of the contribution:

At the last meeting solutions was agreed for optimised SAE-CDMA2000 handovers. This paper proposes high-level solutions for minimizing the packet losses at handover between E-UTRAN and HRPD network for inclusion in the TS 23.402 and identifies the associated impacts to the EPS and HRPD network.
1 Introduction
With the current agreed EPS (i.e. SAE) architecture, the optimised mobility to/from CDMA2000 accesses takes place on the S2a reference point with assistance from the radio access network over the S101 reference point. This tight integration allows for active mode seamless hand-over. This contribution is discussing solution which would also make it possible to minimize the packet losses which will further improve the network performance as experienced by the end user. 
At handover, the UE needs to switch the radio access from one system to another, which may result packet losses. Uplink data traffic is not a problem since UE can internally buffer packets and avoid packet losses, but data losses could happen for downlink data traffic since packets delivered to one access might not be recovered in the other access.

At the time the target network performs the path switch towards the P-GW, there may be downlink packets that are still in the pipe between P-GW and source RAN, and also the source RAN downlink buffer may not be emptied yet. Without enhancements those packets would be lost which may result in a service interruption. Therefore mechanisms to minimize data losses should be defined in the E-UTRAN/HRPD mobility procedure.

2. Performance Requirements
The performance requirement for active mode inter-RAT handover is that the service interruption time should not be more than 300ms. For real time service, e.g. VoIP, less than 300ms service interruption time is acceptable for the end user experience, having mechanism to minimize packet losses could improve the performance slightly; however it is not essential that the handover is completely lossless.
For non-real time service, e.g. TCP, packet losses will result retransmission & recovering. Using TCP as an example, packet losses may cause TCP to drop the rate to zero and initiating a slow-start, and also a congestion avoidance phase as well. The TCP recovering time can be varied depending on the transmission rate in source network and target network, plus RTT in internet and radio interface. 

When moving from a higher bit-rates access to a lower bit-rates access, packet losses will be common since the TCP has to adjust to the new low bit-rate.
When moving between two access systems with same bit-rates, the packet losses may have impacts on system performance as experience by the end user. The TCP has to recover and adjust to the bit-rate from the packet losses. Solutions to improve the TCP recovering could be beneficial, however if the overall interruption time is relatively short TCP would most likely survive the handover without significant rate decrease. The end users experience will not be affected by some packet losses, and the overall system capacity is also not affected.

Conclusions:

The overall goal is to minimize the packets losses and the corresponding service interruptions, not to create a completely lossless handover. This contribution proposes to support early downlink user plane path switching and additional indirect data forwarding as an optional function. Details are described in next section.
3. Solutions
3.1 Early user plane path switching

In order to improve the efficiency of the handover procedure, early user plane path switching is proposed for active mode handover, meaning that the downlink user plane will be switched in the target network before the UE leave the source radio network (see figure below for LTE to HRPD case). The advantage with early switching is that fewer packets will be sent down to the old access before the handover, which minimizes the potential packet losses and avoids the extra delay associated with packet forwarding.
It is assumed it will always be best to perform the switching at the point where the “final” switch or path update will be done. In the case of handover between E-UTRAN and HRPD, the “final” switch node is the P-GW. Since switching / forwarding packets at a lower node, e.g. S-GW / PDSN, would only imply more latency, more complexity and out of order packets with no benefits.

After the downlink user plane path is switched, the uplink packets will still be sent to the P-GW through the source radio network until the UE switches the radio accesses. This requires that the P-GW must be able to accept uplink packets even after the downlink path has been switched (PMIP Binding Update, or GTP Update Bearer). This results in a 2 step path switch where the downlink is switched before the uplink.
The switched downlink user traffic should be buffered at target network until the UE arrives. 

To avoid any packet losses, the source RAN (E-UTRAN eNB or HRPD RNC) has the possibility to transmit all packets in the downlink packet buffer to the UE before sending the last tunnelled message to the UE. This is possible if the source RAN nodes get an indication from the target access of which tunnelled signalling message is the last message. Note that this indication is also needed in order to support packet forwarding.
With early downlink path switching and source RAN trying to clear up the downlink buffer before sending handover command to the UE, it will in many cases be possible to completely avoid downlink data losses due to handover. For real-time services, with low latency requirements the buffer in the source RAN would most likely be “shorter” than 100ms, which should be easy to clear before delivering the handover command. Also for non-real time services it is in many cases desirable to try to limit the buffers by using network controlled discard, which would mean that the buffers should not be so large.

[image: image7.bmp]Figure 1 E-UTRAN to HRPD handover with early DL path switching
3.2 Data forwarding

As argued in the previous section, early downlink path switching in addition to the source RAN clearing downlink buffer would in most cases avoid packet losses completely, however since there will always be limitations on how long the source RAN (E-UTRAN eNB or HRPD RNC) can delay delivering the handover message to the UE, there could still be some scenarios when packet losses would occur. This could happen if for instance the source downlink packet buffer has become too large, e.g. due to that the bit rate in the source cell has gone down, due to the poorer link quality.
Therefore additional data forwarding functions could also be optionally supported in order to further minimize the data losses in these scenarios. 
Note1: the data forwarding could be triggered only in those cases when the source RAN is unable to clear the downlink buffer before delivering the handover command. This requires that the source RAN nodes gets packet forwarding information as well as an indication from the target access of which tunnelled message is the last message.
Note2: even with packet forwarding in place it might due to requirements on in-order-delivery still be desirable to accept some packet losses, in order to not delay direct downlink path packets arriving in the new access too much while waiting for forwarded packets (see 3.2.2.3 Deliver the packets in order).
Details on packet forwarding solutions are described in the sub-sections below.
3.2.1 Active Mode Handover from HRPD to E-UTRAN
In HRPD network, the downlink packet buffer is in the RNC node. Since the PPP tunnel is terminated at PDSN, the buffered downlink packets are after the PPP framing, in addition the header compression may be performed at PDSN. It will therefore be very complicated to de-compress the header and unpack the PPP frame at HRPD RNC for the purpose of forwarding. Consequently, due to the characteristics of HRPD access it is proposed that packet forwarding should not be supported in the direction of active mode handover from HRPD to E-UTRAN, instead only early user plane switching should be used.
3.2.2 Active Mode Handover from E-UTRAN to HRPD

In the direction of handover to HRPD the packet forwarding is less complex to support from E-UTRAN point of view since the eNB (where the packet buffer is) have access to “clean” end-user IP packets which can be forwarded to the target access.

The following additional high level functions, compared to the early path switching solution, are required in order to support packet forwarding:
· The target HRPD access needs to provide packet forwarding information to the MME during the handover signalling.
· The MME needs to setup forwarding tunnels (include eNB and S-GW signalling).
· The eNB needs to forward packets towards the target HRPD access. In order to minimize the impacts to the eNB it is preferred if the forwarding is re-using the mechanism specified for indirect forwarding used at “normal” S1 handover, meaning that the eNB forwards packet to the S-GW.

· The S-GW will require a functionality to forward the packets to the PDSN and possible convert the forwarded GTP packets to some other tunnelling format acceptable by the target PDSN. Technically it could also be possible to perform the UDP/GTP-U de-capsulation in the target PDSN assuming that the impacts to the legacy PDSN is deemed acceptable.
· The target HRPD access needs functionality for ordering incoming forwarded and direct path packets. 
· A trigger needs to be supported in the target HRPD access to start and stop receiving the forwarded packets.

3.2.2.1 Indirect data forwarding

The options to be considered when handover from E-UTRAN to HRPD direction are:

· Direct packet forwarding from serving eNB to target PDSN

· Indirect packet forwarding from serving eNB to target PDSN via a forwarding S-GW

In E-UTRAN network, the downlink packets are buffered in the eNB. It would be beneficial if the forwarding happens via an intermediate node (e.g. S-GW) in order to minimize the of data forwarding instances between the two access types and re-using mechanism specified for indirect forwarding used at “normal” S1 handover. This would also make it possible if desired to have the intermediate node (e.g. S-GW) converting the GTP-U packets to some form accepted by the target PDSN node. Therefore the indirect forwarding is more suitable for supporting CDMA2000 access. 
The use of direct forwarding is left for further study at this stage.

3.2.2.2 Data Forwarding Tunnel

In order to forward the buffered downlink packets in eNB, a data forwarding tunnel between serving eNB and target PDSN via the forwarding S-GW must be established. This tunnel contains two parts: a GTP-U tunnel between the eNB and the forwarding S-GW, a data forwarding tunnel (e.g. IP-in-IP) between the forwarding S-GW and the target PDSN. The forwarding S-GW can convert the forwarded GTP packets to some other tunnelling format used by the target HRPD access and sends it into the right forwarding tunnel.
To setup the GTP-U tunnel between the eNB and the forwarding S-GW, the forwarding S-GW address and GTP tunnel ID must be forwarded to the source eNB at handover preparation phase, this should as for “normal” S1 handover be controlled by the MME.

The data forwarding tunnel (e.g. IP-in-IP) between forwarding S-GW and target PDSN can be static configured between the two network nodes. Establishing the tunnel dynamically is left for further study at this stage.

However the target PDSN address should be sent to forwarding S-GW via MME and S101 interface at handover preparation phase. 
Note: the forwarding S-GW and the source S-GW does not have to be same. A particular forwarding S-GW with static configured tunnels towards target PDSN could save a lot of network configuration work.

3.2.2.3 Deliver the packets in order

The target HRPD access needs functionality for ordering incoming forwarded and direct path packets. 

The motivation for this is because out of order delivery could mess up the performance of TCP and other higher layer protocols, which would defeat the purpose of supporting packet forwarding. This means that the downlink packets must be delivered to the UE in the right order. 
The cause of out of order delivery is because that the packets from the direct path may arrive in the target PDSN earlier than the forwarded packets. 
To avoid out of order delivery, the target PDSN must buffer the direct path packets before the data forwarding is completed. The target PDSN must empty the data forwarding buffer and stop receiving the forwarding data before sending direct path packets received from P-GW.

At the time the data forwarding being triggered at eNB, there is a possibility that there are still downlink packets in the pipe between eNB and P-GW. It is very difficulty for the eNB to know how many packets needs to be forwarded. On the other side, to avoid exhausting the direct path packet buffer, the target PDSN cannot wait for receiving the forwarded packets for too long time. The target PDSN has to stop receiving the forwarded packets as soon as the UE arrive the target HRPD network. This may result in that some of the forwarded packets are lost.
3.3 
Call Flow

Figure 2 is the detail call flow when handover from EUTRAN to HRPD at active mode. The following is a short description of the early path switching and indirect data forwarding message sequence. 
The UE DL path is switched as soon as the PBU is received at P-GW, step 8c. The UE DL traffic needs to be buffered at target PDSN. 
The PDSN address should be sent to the source MME by the target HRPD RNC at step 8f. Note, the target HRPD network should indicate that this is the last tunneled message. 

Then the source MME should setup the forwarding tunnel by sending the PDSN address to the forwarding S-GW, at step 8g. At the same time, the MME should send the forwarding S-GW GTP-U TEID to the eNB, at step 8h. Note, the MME should also indicate this is the last tunneled message. 

Once the eNB receives the last tunneled message, at step 8h, the eNB should empty the downlink data buffer before sending the handover command to the UE, step 8i. 
In case the downlink data buffer can not be emptied, the buffered downlink packets should be sent in the forwarding tunnel towards the target PDSN, step 8j.
After receiving the tunneled HRPD TCA message, the UE switches into HRPD radio. When the target HRPD network acquires the UE, an A11 message should be triggered to stop receiving the forwarded data at PDSN.
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 Figure 2 E-UTRAN to HRPD handover with early DL path switching and indirect data forwarding

4 Summary of system impacts

With early user plane switching, the P-GW must be able to accept uplink user packets after the downlink user plane has been switched (by PMIP Binding Update, or GTP Update Bearer). In addition it would be beneficial if the source RAN (E-UTRAN eNB or HRPD RNC) gets an indication when the last tunnelled signalling message (e.g. containing the handover message) is sent in order for the RAN to clear the downlink packet buffer before sending the handover message to the UE.
The indirect data forwarding has impacts on both E-UTRAN and HRPD network: 
· In HRPD network, the target PDSN address must be sent to source MME in handover signalling. The target HRPD access also needs functionality for ordering incoming forwarded and direct path packets. This may request extra buffer function in target PDSN. Additional A11 signalling may be requested to trigger the start and stop of forwarding packets receiving at target PDSN.
· In E-UTRAN network, upon receiving the target PDSN address, the MME should setup the forwarding tunnel by forwarding the PDSN address to the forwarding S-GW, and informing the eNB of the forwarding S-GW address and the GTP ID. The S-GW may also require a functionality to convert the forwarded GTP packets to some other tunnelling format used by the target HRPD access. 

5 Proposal
Based on the discussion in the previous sections, this contribution proposes that bi-directional support for early downlink path switching and optional support for indirect data forwarding (in the direction of handover from E-UTRAN to HRPD only) should be added to the optimised E-UTRAN - HRPD handovers in TS 23.402. 
 *** Proposed Change in TS 23.402 *****

***** Start of the 1st Change *****

5.6.3.1.1 
Architecture for optimized 3GPP-HRPD handovers

[image: image3]
Figure 5.6.3.1.1-1: Architecture for optimised 3GPP-HRPD handovers (non-roaming case)

Depicted in Figure 5.6.3.1.1-1 is an access specific architecture providing support for optimised 3GPP-HRPD handovers.

S101:
It enables interactions between EPS and HRPD access to allow for pre-registration and handover signalling with the target system.
The system should provide mechanism to minimize packet losses for real time and non real time mobility between HRPD and E-UTRAN.



NOTE:
Optimized handover supported by this architecture is intended for the scenario where the operator owns both the EUTRAN access and the HRPD access, or where there is a suitable inter-operator agreement in place.

Editor's Note: 
Other optimized handover solutions not requiring a direct interface between the MME and HRPD access is FFS.

Editor's Note: 
Impacts to the existing EPC nodes should be documented.

***** End of the 1st Change *****

***** Start of the 2nd Change *****

E.1 
Optimized Active Handover: E-UTRAN Access to cdma2000 HRPD Access

Figure E.1-1 illustrates a high-level call flow for the optimised EUTRAN to HRPD handover procedure.

Editor’s Note: This call flow does not preclude the definition of more optimized procedures (eliminating the need for tunnelling) for terminals that support full dual (simultaneous) receive/transmit capabilities.
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Figure E.1-1: E-UTRAN to HRPD handover

1. 
Ongoing session established over EPS/EUTRAN access.

2. 
Based on some trigger (e.g., an indication from the EUTRAN or an indication over the broadcast channel), the UE decides to initiate a pre-registration procedure with potential target HRPD access. The pre-registration procedure allows the UE to establish and maintain a dormant session in the target HRPD access, while attached to the EUTRAN.

Editor’s Note: It is FFS how the MME determine the correct HRPD access node entity.

3. 
The HRPD pre-registration procedures are transparent to the EUTRAN and EPS. The UE first performs network entry procedures specific to HRPD with the HRPD access and subsequently establishes IP services connectivity with the HRPD packet data serving node (PDSN).  Authentication with the HRPD system occurs at this time.  HRPD QoS reservations are also included in these procedures.

Editor’s Note: The system must ensure that the credentials used on the HRPD system correspond to a subscriber profile that is common with E-UTRAN access.

Editor’s Note: The details of how the HRPD QoS reservations are maintained up to date is specific to HRPD.

Editor’s Note: IP address / prefix discovery in the PDSN at this stage is FFS.

4. 
If QoS reservation was initiated in the previous step, the PDSN may initiate QoS interaction with the PCRF.

Editor’s Note: The details of QoS interaction with the PCRF is specific to HRPD.

5. 
Two options have been proposed to trigger the HO to HRPD.  In the first, the eNB receives measurement reports from the UE and makes the handover decision and indicates this to the mobile in Step 6.  In the second the UE makes the decision based on handover criteria received on broadcast along with internal measurements of the HRPD system.

Editor’s Note:  It is FFS which of these options shall be supported.

6. 
The handover decision is signalled to the UE as Relocation indication (FFS – depending on the choice in Step 5)

7. 
UE sends an HRPD Connection Request message via the tunnel to request an HRPD traffic channel. The HRPD access allocates the requested radio access resources. The HRPD access triggers the PDSN to switch from dormant to active mode. The PDSN exchanges a PMIP BU/BA with the PDN GW. At this point the DL user data can start flowing from the PDN GW to the HRPD access network via the PDSN (early path switch).

Editor’s Note: It is FFS how the PDSN gets the PDN GW address.

8. 
The user plane path is switched to HRPD access triggered by a PMIP binding update message from the target PDSN. The HRPD access replies to the UE with the HRPD Traffic Channel Assignment (TCA) message. This is perceived by the UE as a Handover Command message.


The HRPD TCA message is tunnelled and sent to the source MME over the S101 reference point. The HRPD access should also indicate that this is the last message for handover. The target PDSN address should be sent at the same time. 

Upon receiving this last tunnelled message, the MME should setup the forwarding tunnel by sending PDSN address to the forwarding S-GW, and forwarding the HRPD TCA message to eNB. The forwarding tunnel ID (GTP-U ID) should be sent to eNB in the same message.
Before deliver the last tunnelled message (HRPD TCA) to the UE, the eNB has the possibility to clear up the downlink packet buffer to avoid data losses. 

In case the downlink packet buffer is unable to be cleared, as an optional, the eNB may forward the buffered data to the target PDSN via the forwarding S-GW in case it has been provided with a forwarding end point.
9. 
The UE retunes to the HRPD radio access network and performs traffic channel acquisition.

10. 
The UE sends an HRPD Traffic Channel Complete (TCC) message to the HRPD access. The HRPD access should send an A11 message to stop the forwarded data receiving. At this step the UE traffic may flow in both UL and DL directions via the HRPD access. The HRPD access sends a handover complete message to the source MME.

11.
The EUTRAN/EPS may release the old bearers based on the normal EUTRAN/EPS procedure, initiated from the PDN GW (FFS)

Editor’s Note: Details of the resource release procedures are FFS, but are expected to align with normal non-3Gppp mobility procedures

***** End of the 2nd Change *****

***** Start of the 3rd Change *****

E.2 
Optimized Active Handover: cdma2000 HRPD Access to E-UTRAN Access
FigureE.2-1 illustrates a high-level call flow for the optimised HRPD to E-UTRAN handover procedure.

Editor’s Note: This call flow does not preclude the definition of more optimized procedures (eliminating the need for tunnelling) for terminals that support full dual (simultaneous) receive/transmit capabilities.
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Figure E.2-1: HRPD to EUTRAN handover

1. 
Ongoing session established over HRPD access.

2. 
Based on some trigger (e.g. UE measurement reports) the UE or the HRPD access decides to initiate a pre-registration procedure with the EUTRAN access. The pre-registration procedure for handovers in the HRPDEUTRAN direction is triggered only along with the handover decision.

Editor’s Note: It is outside the scope of this specification as to the means by which a handover decision is made in the HRPD system.

Editor’s Note: It is FFS whether tunnelling for purpose of optimized attach procedures needs to be supported.  In the case that it is not, normal non-optimized handover procedures are utilized.

3. 
The pre-registration procedure is started with the E-UTRAN Attach Request message sent by the UE to the MME. The E-UTRAN Attach Request message, as well as the subsequent EPS NAS signalling, is carried over a specific tunnelling stream between UE and the HRPD access, and then relayed inside the S101 tunnel.  

4. 
If no context exists for the UE in the network, authentication is performed with the HSS.

5. 
If this is the very first attach on the EPS side, the MME sends an Update Location message to the HSS and fetches user subscription data. In this step the HSS shall also return the address of the already assigned PDN GW.

Editor’s Note: The solution for PDN GW retrieval is FFS and should aligned with non-optimized handover procedure.

6. 
The remainder of the EPS Attach and Service Request procedure is performed. At the end of this procedure before the handover to E-UTRAN command is send to the HRPD access over S101, the DL user data path should be switched at the PDN GW towards E-UTRAN. This will be performed by the S-GW sending a PMIP binding update message or GTP Update Bearer message to the PDN GW.
Editor’s Note: The detailed EPS Attach and Service Request procedure and step 7-11 is FFS.

7. 
At the end of the EPS Attach and Service Request procedure, the MME sends a Handover to E-UTRAN Command.

8. 
The UE synchronises with the target EUTRA cell and sends a Handover Complete message.

9. 
The EUTRAN sends a Relocation Complete message to MME.

10. The MME sends a Handover Complete message to the HRPD access.

11. The HRPD access releases the resources according to the normal HRPD specifications

Editor’s Note: Details of the resource release procedures are FFS.

***** End of the 3rd Change *****

*** End Proposed Change in TS 23.402 *****
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