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Abstract of the contribution:

The contribution discusses the issue of registration of a PDN GW address to HSS/AAA with the corresponding APN.
Introduction
When a UE handovers from non-3GPP to 3GPP, it performs attach to 3GPP, the PDN GW retrieval should be done in this procedure. In the current TS23.401, in order to keep the PDN GW unchanged, the HSS just transfers the saved PDN GW address to the selected MME. But it’s not clear how to support multiple PDNs by this mechanism. This paper aims to clarify this issue.
Discussion

When the UE handovers between 3GPP and non-3GPP access network, the PDN-GW address shall be stored into the HSS/AAA to maintain the PDN-GW unchanged during handover. But it’s not enough to support multiple PDNs when handover between 3GPP and non-3GPP. 
In the last meeting, the multiple PDN support for 3GPP is reconfirmed and the following principle of multiple PDN support is documented into TS23.401: 

“It shall be possible to support in the EPS simultaneous exchange of IP traffic to multiple PDNs through the use of separate PDN GWs or single PDN GW.”
In the 3GPP access network, APN and PDN-GW information is needed to re-establish the connection to the PDN-GW and access the right PDN. The bearer establishment for the APN which is not the default APN in the 3GPP access may have the following ways:

1) UE initiated SAE bearer establishment

2) MME initiated SAE bearer establishment
In both of the procedure, the MME need to know the relationship between the APN and the PDN-GW, and the APN need to be carried in the create bearer context message. It’s difficult for the MME to analyze or request the correspondent APN according to the PDN-GW address. Without the APN information, the SAE bearer couldn’t be created successfully. So the MME has to get the correspondent APN of the stored PDN GW address from the HSS. Therefore, when the UE access to the non-3GPP access network, the association of APN and PDN GW shall be stored to the HSS/AAA for inter 3GPP/non-3GPP mobility.
Proposal
It is proposed to register the PDN GW address with corresponding APN and adopt the modifications below in 3GPP TS 23.402 v1.3.0.
******************************************begin of first modification***********************************************
5.4.2.1
PDN GW Selection Function for non-3GPP Accesses
PDN Gateway selection for non-3GPP accesses uses similar mechanisms as defined in 3GPP TS 23.401, with the following modification:

-
Instead of the HSS, the PDN Gateway selection function interacts with the 3GPP AAA Server or 3GPP AAA Proxy.

During the initial authorization, PDN Gateway selection information is returned.  This enables the entity requiring the address of the gateway to proceed with selection. Once the selection has occurred, the PDN Gateway stores its association with a UE and an APN to the AAA/HSS.  This permits the 3GPP AAA Server or Proxy to provide association of the PDN Gateway address and the related APN subsequently. 
In the case that a UE already has an assigned PDN Gateway, this gateway's address will be returned by the 3GPP AAA Server or Proxy during the authorization step.  This eliminates the need for PDN Gateway selection.

Editor's Note:
The storage of the PDN Gateway address information (whether in the HSS or 3GPP AAA Server) is FFS.

Editor's Note:
It is FFS whether the PDN Gateway selection mechanism defined in 23.401 can be used to determine the Serving Gateway.

Note that the location of the PDN GW selection function depends upon the type of S2 interface used for attachment and the IP mobility mechanism being used.
-
For PMIPv6 on S2a/b, the entity requesting the PDN Gateway is the entity acting as Mobile Access Gateway (MAG). It’s FFS for home routed roaming case with an anchor in the VPLMN.
-
For MIPv4 FA mode on S2a, the entity requesting the PDN Gateway is the entity that plays the role of the FA. It’s FFS for home routed roaming case with an anchor in the VPLMN.
Additionally, for the S2c reference point, the UE needs to know the IP address of the PDN Gateway for the PDN the UE wants to connect to. This address is made known to the UE with one of the following ways:

1)
Via attach procedure for 3GPP access (as defined in TS 23.401)

2)
Via IKEv2 during tunnel setup to ePDG

3)
The UE can request a PDN Gateway address in a given PDN via DHCP

4)
If the IP address of the PDN GW is not delivered using options 1-3 above the UE can resolve an FQDN corresponding to a PDN via DNS.

Editor’s note: It is FFS under which conditions (e.g. in which accesses) the above methods can be used

Editor's Note: It is FFS how the FQDN in alternative 4 is constructed from available information. For example the UE could use home APN (or W-APN) and well known strings (e.g., “homeagent”) to construct such an FQDN.
Editor’s Note: The mechanism for mobility mode selection (i.e. host-based vs network-based mobility) is FFS.
*******************************************end of first modification************************************************
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