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1. Introduction

This contribution reviews the discussion about IP fragmentation and raised several comments on the topic. And the description of IP fragmentation function is proposed to be added into the TS 23.401 as the one of high level functions of EPS.
2. Discussion
The issue of IP fragmentation is being discussed in several involved WGs. Summarily, the proposed solutions can be divided into 2 types:
1) The user plane network nodes MUST provide the capability of IP fragmentation and reassembly. 

This solution is nothing special but just clarifying that the NEs in EPS should continue supporting the function of IP fragmentation that has been supported in GPRS network for long days. This solution will not avoid or reduce the IP fragmentation and just adapt the network to the existing situation.
Comment 1: Considering the maximum size of T-PDU is limited to not exceeding 1500 bytes for IP type bearer (PDP), and 1502 bytes for PPP type bearer (TS 23.060, chapter 9.3). When the T-PDU enters EPS network, the size of packet after overhead encapsulation will not exceed 1600 bytes usually. If the transmission within EPS can support a common MTU value close to 1500 bytes (It must be supported), maximum 2 IP fragment pieces for one PDU is absolutely enough. The restriction of maximum 2 IP fragments for one G-PDU will decrease the implementation complexity of receive node to reassemble the IP fragments and increase the performance of reassembly operation. So it will be helpful if the restriction of making maximum 2 IP fragments for one PDU would be identified as a mandatory or strongly recommended rule in EPS.
2) Explicitly or implicitly indicate terminals and peer end user layer application to limiting the maximum size of output IP packet
This solution is able to reduce the amount of IP fragments in EPS, and should be regarded as the root method. But end users have to be involved.

Comment 2: Path MTU Discovery is an ideal solution, but the secure issue of it needs to be considered. Currently most IP routes and firewalls will block ICMP packets to avoid DoS attack. And most IPv4 applications can not support Path MTU Discovery mechanism. Regarding the downlink data flow, it can be foreseen that in future TCP is still the most popular protocol for those Non real-time services, e.g. internet. And TCP based services will keep occupying the great mass of transmission bandwidth of EPS (including evolved UMTS network). So the manner of signaling a MTU value to the UE will also impact the behavior of downlink packet for TCP based services due to the MSS negotiation mechanism of TCP and reduce the amount the IP fragments of downlink data flow.
Comment 3: Any mechanism which intents to decrease the maximum size of output IP packet of end user layer, e.g. signaling a MTU value to UE, will be visible to end users. For example, the user may pay a little more money for those volume based charging services due to MTU decreasing (Less payload size per packet and more ACK packets). 
3. Proposal
The function of IP fragmentation had been identified to be supported mandatorily in EPS. The description of IP fragmentation function as below is proposed to be added into TS23.401. Please note the function of IP fragmentation is not the same with the function of IP fragmentation reducing. The description of the latter may be added after further analysis and discussion.
TS 23.401
***************************************************Start of change*****************************************************
4.3.3
Packet routeing and transfer functions

4.3.3.1
General

A route is an ordered list of nodes used for the transfer of packets within and between the PLMN(s). Each route consists of the originating node, zero or more relay nodes and the destination node. Routeing is the process of determining and using, in accordance with a set of rules, the route for transmission of a message within and between the PLMN(s).

The EPS is an IP network and uses the standard routeing and transport mechanism of underlying IP network.

Editor's note:
The above text does not appear to be relevant to a functional description. 

4.3.3.2
IP Header Compression function

The compression function optimises use of radio capacity by IP header compression mechanisms. 

4.3.3.3
Ciphering function

The ciphering function preserves the confidentiality of user data and signalling across the radio channels.

4.3.3.4
Integrity Protection function

<Text needs to be provided>
4.3.3.5
Packet Screening Function

The packet screening function provides the network with the capability to check that the UE is using the exact IPv4-Address/IPv6-Prefix/Full-IPv6-Address that was assigned to the UE.
4.3.3.6 IP Fragmentation Function
The IP fragmentation function provides the network with the capability to transmit the packets with the size larger than the underlying transport network can support. Each hop on the user plane path within EPS (i.e., eNodeB, Serving GW and PDN GW) must support the function of IP fragmentation and reassembly. The fragmentation of a PDU packet should be minimized and in most cases should not exceed two fragments.
*****************************************************End of change*****************************************************

3GPP

SA WG2 TD


