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Abstract

Home Agent may be co-located with GGSN or PDG in the I-WLAN Mobility solution. This contribution presents the two cases. Compared with the case of a stand-alone HA, the two cases have some differences in the handover information flow between GPRS and I-WLAN. The cases of HA co-located with GGSN or PDG are proposed to be inserted in TS 23.xxx.
1. Introduction
As a result of the feasibility study of TR 23.827 [a], it is concluded to define a standard solution based on the working principles of Solution C (DS-MIPv6). Home Agent may be co-located with GGSN or PDG in the I-WLAN Mobility solution. This contribution presents the two cases. Compared with the case of a stand-alone HA, the two cases have some differences in the handover information flow between GPRS and I-WLAN.
2. Discussion
2.1 Co-location of HA with GGSN

When HA is co-located with GGSN, It does not use DSMIPv6 tunnel in GPRS. GGSN assigns an IP address to UE. This IP address is the Remote IP address in GPRS and also is the HoA of UE. 
2.1.1 Initial Attachment in I-WLAN and Subsequent Handover to GPRS
The information flow for initial attachment in I-WLAN and subsequent handover to GPRS is shown in figure 1 for the non-roaming case. 
The following steps are performed:
(1) I-WLAN attachment and IPSec tunnel setup is executed according to TS 23.234 and TS 33.234. As a prerequisite a local IP address has been assigned by the WLAN access network to the UE. This step includes selection of a PDG via resolution of the W-APN. 

(2) The result is an established IPSec tunnel between UE and PDG, and an IP address from the PDG’s range is assigned to the UE (Remote IP address). Dynamic IP address assignment shall be used.

(3) A security association is setup between MN and the HA (GGSN), based on IKEv2. The HA (GGSN) assigns a HoA to the UE and delivers it in the configuration payload of the corresponding IKEv2 signalling. The UE has to store the HoA and the HA address.
Note: The method by which HA (GGSN) is known to the UE is left FFS.
(4) A DSMIPv6 Binding Update (BU) message is sent to the HA (GGSN), where the Remote IP address is used as the CoA. The HA (GGSN) authenticates the BU message, creates an entry in its binding cache and sends a Binding Acknowledgement (BA) back to the UE.

(5) The result is a DSMIPv6 tunnel between UE and HA (GGSN) (inside the IPSec tunnel between UE and PDG), and UE is now able to transfer data.

(6) The dual mode UE when having GPRS coverage, may then decide to attach to the GPRS network using standard GPRS procedures according to TS 23.060, and to establish a PDP context. UE attaches to its home link at this step. UE must perform a returning home procedure to send a binding update to the HA to delete the binding for the UE according to RFC 3775 [b].
Note: Clarification needed about the details of how the UE finds out that it is on the "home link". 
Note: It is FFS how the SGSN select the HA as the GGSN.

(7) GPRS connectivity (GTP tunnel and GERAN/UTRAN radio connection) is finally established and the UE may transfer data in uplink direction and receive data in downlink direction via this access.
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Figure 1 Information Flow for Initial Attachment in I-WLAN and Subsequent Handover to GPRS (HA is co-located with GGSN in non-roaming case)
2.1.2 Initial Attachment in GPRS and Subsequent Handover to I-WLAN
The information flow for initial attachment in GPRS and subsequent handover to I-WLAN is shown in figure 2 for the non-roaming case. UE perform IKEv2 and IPsec SA establishment with the GGSN at step 5. This is an optional step needed only when RFC 4877 [c] based SA is used between UE and GGSN.
It is quite similar (or rather mirrored) to the above case, as some symmetry is observed between I-WLAN and GPRS access. The steps thus do not need further textual explanation.
Note: how the UE knows that it is in the home link when it’s in GPRS is FFS.
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Figure 2 Information Flow for Initial Attachment in GPRS and Subsequent Handover to I-WLAN (HA is co-located with GGSN in non-roaming case)
2.2 Co-location of HA with PDG

When HA is co-located with PDG, It does not use DSMIPv6 tunnel in I-WLAN. PDG assigns an IP address to UE. This IP address is the Remote IP address in I-WLAN and also is the HoA of UE.

2.2.1 Initial Attachment in I-WLAN and Subsequent Handover to GPRS
The information flow for initial attachment in I-WLAN and subsequent handover to GPRS is shown in figure 3 for the non-roaming case.

The following steps are performed:

(1) I-WLAN attachment and IPSec tunnel setup is executed according to TS 23.234 and TS 33.234. As a prerequisite a local IP address has been assigned by the WLAN access network to the UE. This step includes selection of a PDG (HA) via resolution of the W-APN. 

(2) The result is an established IPSec tunnel between UE and PDG, and an IP address from the PDG’s range is assigned to the UE (Remote IP address and HoA). The UE has to store the HoA and the PDG address. The UE is in its home link when it is attached to I-WLAN.
Note: how the UE knows that it is in the home link when it’s in I-WLAN is FFS.
(3) The dual mode UE when having GPRS coverage, may then decide to attach to the GPRS network using standard GPRS procedures according to TS 23.060, and to establish a PDP context. It includes selection of a GGSN and assignment of an IP address to the UE (another Remote IP address for the GPRS domain). The GGSN allocates a suitable Remote IP address from its own range. Dynamic IP address assignment shall be used.
(4) GPRS connectivity (GTP tunnel and GERAN/UTRAN radio connection) is finally established and the UE may transfer data in uplink direction via this access.
(5) DSMIPv6 BU message for the previously assigned HoA is sent to the HA, where the Remote IP address from the GPRS access is used as the CoA. The HA authenticates the BU message, creates an entry in its binding cache and sends a BA back to the UE.

(6) As a result the DSMIPv6 tunnel is established, and it is inside the GPRS tunnel and GERAN/UTRAN radio connection between UE and GGSN.
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Figure 3 Information Flow for Initial Attachment in I-WLAN and Subsequent Handover to GPRS (HA is co-located with PDG in non-roaming case)
2.2.2 Initial Attachment in GPRS and Subsequent Handover to I-WLAN
The information flow for initial attachment in GPRS and subsequent handover to I-WLAN is shown in figure 4 for the non-roaming case. UE attaches to its home link at step 6.
It is quite similar (or rather mirrored) to the above case, as some symmetry is observed between I-WLAN and GPRS access. The steps thus do not need further textual explanation.
Note: how the UE knows that it is in the home link when it’s in I-WLAN is FFS.
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Figure 4 Information Flow for Initial Attachment in GPRS and Subsequent Handover to I-WLAN (HA is co-located with PDG in non-roaming case)
3. Proposal
It is proposed to add the contents of section 2 to the TS 23.xxx in a section “The location of the Home Agent functions”.
4. References

a. TR 23.827 v0.4.0 " Feasibility Study of Mobility between 3GPP-WLAN Interworking and 3GPP Systems (Release 8)"

b. RFC 3775  “Mobility Support in IPv6” 
c. RFC 4877  “Mobile IPv6 Operation with IKEv2 and the Revised IPsec Architecture”
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