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Discussion

After the PCEF function is split into more than one entity, the coordination between the PCEFs should be considered, e.g. the PCEFs for the same UE/PDN pare should interact with the same hPCRF, the hPCRF should be kept the same during the intra 3GPP system and inter 3GPP system mobility. This paper discusses hPCRF selection during initial attach, and the hPCRF address retrieve during handover.
We first discuss the PMIP based scenarios, i.e. PMIP based S5/S8, PMIP based S2a, and PMIP based S2b. Later on, we will have a look at the CMIP based scenarios, i.e. S2a with MIPv4 FA mode, and DSMIPv6 based S2c.
For PMIP based Scenarios

1. The Storage of IP address of hPCRF
During the life time of an IP-CAN, the hPCRF should not be changed; otherwise, complicated procedures for hPCRF relocation would be needed. In this paper, we’ll discuss the place at which the IP address of the selected serving hPCRF should be stored.

1.1 Inter 3GPP system mobility

First, we don’t assume that context transfer between 3GPP system and non 3GPP system is possible. The nodes which will not be changed during inter 3GPP system include: the PDN GW, the HSS/AAA, and the UE.
The UE is not aware of the existence of the PCC architecture, so it’s not a proper place to store the hPCRF IP address.

The PDN GW has interaction of PCC, it keeps the IP address of the serving hPCRF, thus, it’s likely that after inter 3GPP system mobility the nodes which are going to interact with PCC will retrieve the IP address of the serving hPCRF from the PDN GW. But when the CMIP is used between UE and the PDN GW, e.g. DSMIPv6, there’s no interface between PDN GW and the PCEF in the non 3GPP IP access, it is not possible for the PCEF in the non 3GPP IP access to get the IP address of the hPCRF from the PDN GW.
Alternatively, the IP address of the selected hPCRF can be stored into HSS/AAA, and retrieved from it during initial authorization phase of inter 3GPP system handover procedure.
1.2 Intra EUTRAN mobility

For intra EUTRAN Handover, there’s no interaction with HSS/AAA, thus, if the IP address of the hPCRF is stored in the HSS/AAA, it is not possible to retrieve it in the procedure. 
Alternatively, the IP address of the hPCRF can be stored in the MME. After intra EUTRAN mobility (TAU or handover), the target MME can get the hPCRF address from the old MME, and send it to the Serving GW during the corresponding mobility management procedure.
1.3 Intra 3GPP Inter RAT mobility

Similar to intra EUTRAN mobility case, for intra 3GPP inter RAT mobility, the address of hPCRF can be stored in MME or SGSN. The context of MME and SGSN is kept synchronized, and the IP address of hPCRF can be transferred to the serving GW from SGSN/MME during mobility management procedure (TAU or Handover).
In conclusion, if the hPCRF address is stored in the PDN GW, it can be retrieved to the S-GW//MAG during both inter 3GPP and intra 3GPP mobility; if the hPCRF address is stored in the HSS/AAA, it can be retrieved during inter 3GPP handover, but must be stored into MME or SGSN for intra 3GPP mobility.

2. The retrieval of hPCRF address

After discussed the possible storage place, let’s see the mechanism for hPCRF address retrieval.

2.1 From HSS/AAA
The mechanism is similar for retrieval of the PDN GW address. For 3GPP access, during initial attach or handover attach from non 3GPP, the hPCRF address can be inserted into SGSN/MME after access authentication.
2.2 From old SGSN/MME

No new mechanism is needed; the hPCRF address can be transferred together with MM/SM context between MMEs/SGSN.
2.3 From PDN GW

When the PMIP is used between PCEFs, the simplest way to retrieve hPCRF address from PDN GW (one of the PCEF) is through the PMIP interaction between PDN GW and the SGW/MAG (ePDG or GW node in trusted non 3GPP). See the following figure:


Figure 1: intra EUTRAN TAU with Serving GW change
This has the limitation that the Serving GW cannot interact with PCC before the PMIP tunnel is established between the Serving GW and the PDN GW. The same limitation exists when UE moves to non 3GPP IP access.

3. The Selection of hPCRF
Since the PCEF function is separated into more than 1 place, the PCEFs need to coordinate the selected hPCRF, that is, one and only one hPCRF should be selected to serve one UE per PDN.
According to the place of storage of hPCRF, there’s 2 different ways of hPCRF selection: 
3.1 hPCRF selection by MME/MAG or HSS/AAA
In this option, there’s 2 alternatives, one is the selection is done by HSS/AAA, the other is by the MME/MAG. The IP address of the selected hPCRF needs to be transferred to the Serving GW and the PDN GW.
3.1.1 by HSS/AAA

Similar to PDN GW selection, the HSS/AAA returns the IP address of the selected hPCRF to the MME/MAG during subscription data insertion or initial authorization.

3.1.2 by MME/MAG

Similar to PDN GW selection, the HSS/AAA can return the hPCRF selection information to the MME/MAG, the hPCRF selection information can be an APN, from which an FQDN of the hPCRF can be formed. The MME/MAG resolves the hPCRF IP address through DNS server.
The hPCRF address can be transferred to the PDN GW through PMIP message, see the following figure 2:


[image: image1]
Figure 2: Initial attach to EUTRAN with PMIP based S5/S8

3.2 hPCRF selection by the PDN GW
The hPCRF selection function is similar to that in R7 PCC [see TS23.203]. The PDN GW selects the hPCRF according to the PDN the UE is accessing. 
The hPCRF address can be transferred to the MME/MAG through PMIP message for PMIP based scenarios, see the following figure 3:
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Figure 3: Initial attach to EUTRAN with PMIP based S5/S8
For CMIP based Scenarios

There’s no interface between the FA/AR located in non 3GPP access system and the PDN GW located in EPC. Transfer of IP address of the hPCRF between them is impossible. One possible way to solve this is to store the hPCRF address into the HSS/AAA. 
For example, the HSS/AAA selects the hPCRF, and the AR/FA gets the selected hPCRF during initial authorization; and the PDN GW gets the selected hPCRF during the MIP authorization. See the following figure 4:
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Figure 4: initial attach to Trusted non 3GPP access through S2c (hPCRF selected by HSS/AAA)
If the hPCRF is selected by PDN GW, there’s no mechanism to transfer the selected hPCRF address to the trusted non 3GPP.

Conclusion

According to the above discussion, the mechanism applies to all the scenarios should be selected. Thus, the hPCRF selection mechanism similar to the PDN GW selection mechanism as defined in section 5.4.2.1 of TS 23.402 should be selected.
For PMIP based scenario, either MME/MAG/SGSN or HSS/AAA can select the hPCRF.

The IP address of the selected hPCRF should be stored in the HSS/AAA to support all scenarios. 

In 3GPP, the hPCRF address should be stored in SM context of MME/SGSN. And the hPCRF address is transferred from old MME/SGSN to target MME/SGSN during handover or TAU. The hPCRF address is transferred to Serving GW through “Create bearer request” message.

The selected hPCRF address is transferred to the PDN GW through PMIP PBU message from Serving GW/ MAG (ePDG or GW in trusted non 3gpp).
During handover attach, the HSS/AAA returns the stored hPCRF to MME/SGSN/MAG (ePDG or GW in trusted non 3gpp). 
When CMIP is used, the HSS/AAA selects the hPCRF; the PDN GW gets the hPCRF address during MIP authentication. The detailed mechanism may differ according to the version of the CMIP protocol. 

Proposal

According to the above discussion, we propose the following changes in TS 23.402:
/*******************************Start of First change ************************************/

5.5.x  hPCRF Selection
The PCRF selection function uses the similar mechanism as the PDN GW selection function defined in section 5.4.2.1. 
The HSS/AAA should determine whether the PCC interaction should be supported for the UE/PDN, according to system configuration information, which can be configured in the HSS/AAA,.
If the PCC is supported, the HSS/AAA should return the hPCRF selection information to the hPCRF selection function during initial authorization.
The hPCRF selection information can be either the IP address of the hPCRF, or the APN, according to which a FQDN of the hPCRF can be formed.
The hPCRF selection function locates in MME for PMIP based S5/S8, in the MAG for trusted non 3GPP IP access, in ePDG for untrusted non 3GPP IP access. For MIPv4 FA Mode S2a, the hPCRF selection function locates in the FA, and for S2c, the hPCRF selection function locates in the access router, which authenticates the UE and provides the access gateway function.
Note: for CMIP based S2, the HSS/AAA should select the hPCRF for the UE/PDN, and return the IP address of the selected hPCRF to the PCRF selection function.
The IP address of the selected hhPCRF should be stored in HSS/AAA. 
In 3GPP, the hPCRF address should be stored in SM context of MME/SGSN. And the hPCRF address is transferred from old MME/SGSN to target MME/SGSN during handover or TAU. The hPCRF address is transferred to the Serving GW through “Create bearer request” message.

The selected hPCRF address is transferred to the PDN GW through PMIP PBU message from Serving GW/ MAG (ePDG or GW in trusted non 3gpp) for PMIP based senarios, i.e. PMIP based S5/S8, PMIP based S2a/S2b.
During inter 3GPP system handover, the HSS/AAA returns the stored hPCRF to MME/SGSN/MAG (ePDG or GW in trusted non 3gpp). 
When CMIP is used, i.e. S2a based on MIPv4 FA mode, S2c, the PDN GW gets the hPCRF address during MIP authentication. The detailed mechanism may differ according to the version of the CMIP protocol. 

/*******************************End of First change ************************************/
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