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Introduction
This contribution is a resubmission of S2-073201 that was not handled at SA2#59. At the Orlando SA2#58 meeting, contribution S2-072932 was approved. The contribution introduced a mechanism to provide the UE with the address of the PDN GW to be used by the UE for CMIP operations, specifically for the use of S2c for the inter-access mobility.

The contribution introduced some text to TR23.401 and TS23.402. However, the corresponding modifications to the procedures have not been completely implemented. This contribution proposes modifications to support the results of S2-072932.

This contribution also discusses further how the provisioning of the PDN GW address of the UE can be used to improve operations. The contribution relates also to the issues described in S2-073193, “Decomposing the issue of IP mobility management selection”.
Discussion

The attachment procedure for TS 23.401 enables a UE to obtain IP connectivity with a PDN over eUTRAN through a specific PDN GW. The connectivity is established using a network-based mechanism, specifically GTP. In TR 23.402, a PMIP-based mechanism enables the same. In both cases, the UE has no saying in the way the connectivity to the PDN GW is established. 

If the UE is capable of supporting network-based mobility for inter-access handoff (e.g. for handoff between connectivity over eUTRAN where the connectivity is setup with GTP to a non-3GPP access where connectivity is setup with PMIP, or for handoff between connectivity over eUTRAN to a non-3GPP access where connectivity is setup with PMIP in both accesses), the UE can use network-based mobility. However, a UE that is not capable of supporting network-based mobility or that support both network-based mobility and CMIP may prefer/decide to use CMIP for inter-access mobility. 
In TS 23.402, handover flows have been provided to show how such inter-access technology handoff would work. Section C.3.2 and C.3.4 describe how such handoff would work when moving from 3GPP access to a non-3GPP access. In both cases, once the UE decides to perform the handoff, the UE would gain access to the target access and then setup the IPsec security association between the UE and the PDN GW, which acts as the HA. 
However, assuming the UE initially performed an attach over eUTRAN, the UE may or may not have been given the address of the PDN GW, according to the text in TS 23.401 section. Assuming the PDN GW Address has been given to the UE, once the UE performs the handoff to a non-3GPP technology it will begin establishing an IPSec SA to the PDN GW assuming it acts as a Home Agent. 
However, we cannot assume that in all deployments the PDN GWs will support host-based mobility. E.g. in case the PDN GW is selected in VPLMN, like in case of local breakout, the UE cannot assume the VPLMN allows mobility with CMIP and has enabled CMIP on the PDN GWs. Therefore, the UE needs to know explicitly whether CMIP can be used or not for handoff once connectivity has been established. If yes, the UE knows it can move to another access using CMIP. If not, the UE knows that no service continuity is possible when moving to another access, since the UE wants to use CMIP and the PDN GW does not support it. Looking at this the other way around, one could think that the UE should be allowed to indicate the need/desire to use CMIP for inter-access mobility upon attachment, and either a PDN GW is selected that allows that, or the UE is informed that no CMIP can be used (please see S2-073200 for a discussion related to this point).
Therefore, even if the UE received the PDN GW Address during initial attachment, there is no guarantee the UE would be allowed to perform mobility to a non-3GPP access using host-based mobility and S2c. One could argue that the UE could try and fail in establishing the IPSec SA with the PDN GW, and therefore decide to abort the handoff. However, it can easily be seen how this would be a waste of resources on the UE part in a handoff attempt that could have easily been avoided. This discussion correlates closely to the content of S2-073197, where the relation between IPMM selection and network discovery and selection is described.
In this contribution we argue that the mechanism introduced in TS 23.401 and TS 23.402 by S2-072932 can be augmented to simplify the operations for handoff between 3GPP access and non-3GPP access. Specifically, we argue that the text in section 4.3.7.1 of TS 23.401 should be modified to read: 

During attach an IP address of the assigned PDN GW is provided to the UE for use with host based mobility as defined in 3GPP TS 23.402 [2] if the PDN GW assigned to the UE is capable of supporting host-based mobility. Optionally, it should be provided only if the PDN GW supports host-based mobility and the UE is allowed to use host-based mobility for handoff to non-3GPP access technologies.

In other words, we propose that the PDN GW should return its address only if it is capable of supporting host-based mobility. In this way, the PDN GW would provide the UE with important information as to whether the UE shall attempt to perform a handoff to another access technology using host-based mobility/S2c, so that the UE would avoid time and power consuming futile attempt to perform such handoffs. 

Moreover, we propose that the PDN GW may interact with the PCC to retrieve information on whether the UE is authorized to use host-based mobility, even in case the PDN GW can support host-based mobility.
In summary, the proposal is that the PDN GW Address for the user plane is returned to the UE only if the UE is allowed (based on PDN GW capabilities or network policies) to use host-based mobility, thus allowing the UE to deterministically decide the next steps.
The same arguments may be applied to TS 23.402 and to the initial attachment over a non-3GPP access using a network-based mechanism (e.g. S2a PMIP or S2b), and to the handoff to another technology using S2c.

Proposal

It is proposed that the following changes are adopted.

*** Beginning of first change in 23.401 ***

4.3.7.1
PDN GW Selection Function (3GPP accesses)

The PDN GW selection function allocates a PDN GW that shall provide the PDN connectivity for the for 3GPP access. The selection uses subscriber information provided by the HSS and possibly additional criteria. The HSS provides: 

-
an IP address of a PDN GW and an APN, or

-
an APN and an indication whether the allocation of a PDN GW from the visited PLMN is allowed or a PDN GW from the home PLMN shall be allocated. 

Editor's note:
It is FFS what additional criteria beyond the subscriber information can be used for PDN GW selection.

Editor's note:
It is FFS whether the UE can provide additional input information (e.g. the desired APN) for the PDN GW selection function.

If the HSS provides an IP address of a PDN GW, no further PDN GW selection functionality is performed. Note that the provision of an IP address of a PDN GW as part of the subscriber information allows also for a PDN GW allocation by HSS.

If the HSS provides an APN of a PDN GW and the subscription allows for allocation of a PDN GW from the visited PLMN, the PDN GW selection function derives a PDN GW address from the visited PLMN. If a visited PDN GW address cannot be derived, or if the subscription does not allow for allocation of a PDN GW from the visited PLMN, then the APN is used to derive a PDN GW address from the HPLMN. The PDN GW address is derived from the APN and additional information by using the Domain Name Service function as specified in Annex A of 3GPP TS 23.060 [7]. If the Domain Name Service function provides a list of PDN GW addresses, one PDN GW address is selected from this list. If the selected PDN GW cannot be used, e.g. due to an error, then another PDN GW is selected from the list.

If the UE provides an APN this APN is used to derive a PDN GW address like specified for an HSS provided APN if the subscription allows for this APN.

During attach an IP address of the assigned PDN GW is provided to the UE for use with host based mobility as defined in 3GPP TS 23.402 [2] if host-based mobility is supported by the PDN GW and the UE is authorized the PDN GW as home agent for host-based mobility. 
*** End of first change in 23.401 ***

*** Beginning of second change in 23.401 ***

5.3.2
Attach procedure

A UE/user needs to register with the network to receive services that require registration. This registration is described as Network Attachment. The always-on IP connectivity for UE/users of the EPS is enabled by establishing a default EPS bearer during Network Attachment. The PCC rules applied to the default EPS bearer may be predefined in the PDN GW and activated in the attachment by the PDN GW itself. The Attach procedure may trigger one or multiple Dedicated Bearer Establishment procedures to establish dedicated EPS bearer(s) for that UE. During the attach procedure, the UE may request for an IP address allocation. Terminals utilising only IETF based mechanisms for IP address allocation are also supported.

Editor's note:
The specific triggers for the Dedicated Bearer Activation procedure(s), i.e. the initial step(s) of the procedure, are FFS in this case.

Editor's note: The procedure needs to cover also the case if the old node is an SGSN.
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Figure 5.3.2-1: Attach Procedure

NOTE:
For a PMIP-based S5/S8, procedure steps (A), (B), and (C) are defined in 3GPP TS 23.402 [2]. Steps 6, 9, 13, 14 and 15 concern GTP based S5/S8
1.
The UE initiates the Attach procedure by the transmission of an Attach Request (IMSI or S TMSI and old TAI, UE Network Capability, PDN Address Allocation) message together with an indication of the Selected Network to the eNodeB. IMSI shall be included if the UE does not have a valid S TMSI available. If the UE has a valid S-TMSI, S-TMSI and the old TAI associated with S-TMSI shall be included. Selected Network indicates the PLMN that is selected for network sharing purposes. UE Network Capability is described in clause "UE capabilities". If a NAS security association between the UE and the MME already exists, the Attach Request message shall be integrity protected in order to allow validation of the UE by the MME. It is FFS if the Attach Request message, or any individual information elements included in it, may also be encrypted to ensure its confidentiality. The PDN Address Allocation indicates whether the UE wants to perform the IP address allocation during the attach procedure and, when known, it indicates the UE IP version capability (IPv4, IPv4/IPv6, IPv6), which is the capability of the IP stack associated with the UE..

Editor's note: The eNodeB may need to read S-TMSI/IMSI or other information elements from NAS message (e.g. to derive MME routeing), therefore it is assumed that at least these parts of that message are not encrypted.

Editor's note: It’s assumed that all the radio capabilities of the UE that the eNodeB has to know in order to handle radio resources for this UE are send to eNodeB upon RRC connection establishment.

Editor's note: It's FFS whether the other values of the PDN Address Allocation and related use should be considered.

2.
The eNodeB derives the MME from the S-TMSI and from the indicated Selected Network. If no MME can be derived the eNodeB selects an MME as described in clause 4.3.7.3 on "MME selection function". The eNodeB forwards the Attach Request message to the new MME contained in a S1-MME control message (Initial UE message) together with the Selected Network and an indication of the E-UTRAN Area identity, a globally unique E-UTRAN ID of the cell from where it received the message to the new MME.

3.
If the UE identifies itself with S-TMSI and the MME has changed since detach, the new MME sends an Identification Request (S-TMSI, old TAI) to the old MME to request the IMSI. The old MME responds with Identification Response (IMSI, Authentication Quintets). If the UE is not known in the old MME, the old MME responds with an appropriate error cause. 

4.
If the UE is unknown in both the old and new MME, the new MME sends an Identity Request to the UE to request the IMSI. The UE responds with Identity Response (IMSI).

5.
If no UE context for the UE exists anywhere in the network, authentication is mandatory. Otherwise this step is optional. The authentication functions are defined in clause "Security Function". If performed, this step involves AKA authentication and establishment of a NAS level security association with the UE in order to protect further NAS protocol messages. 

6.
If there are active bearer contexts in the new MME for this particular UE (i.e. the UE re-attaches to the same MME without having properly detached before), the new MME deletes these bearer contexts by sending Delete Bearer Request (TEIDs) messages to the GWs involved. The GWs acknowledge with Delete Bearer Response (TEIDs) message.

Editor's note:
The concept of bearer context needs to be defined.

7.
If the MME has changed since the last detach, or if it is the very first attach, the MME sends an Update Location (MME Identity, IMSI) to the HSS.

8.
The HSS sends Cancel Location (IMSI, Cancellation Type) to the old MME with Cancellation Type set to Update Procedure. The old MME acknowledges with Cancel Location Ack (IMSI) and removes the MM and bearer contexts.

9.
If there are active bearer contexts in the old MME for this particular UE, the old MME deletes these bearer contexts by sending Delete Bearer Request (TEIDs) messages to the GWs involved. The GWs return Delete Bearer Response (TEIDs) message to the new MME.

10.
The HSS sends Insert Subscriber Data (IMSI, Subscription Data) message to the new MME. The Subscription Data contains the Default APN and the list of AMBRs for all the PDNs that the UE can access. The new MME validates the UE's presence in the (new) TA. If due to regional subscription restrictions or access restrictions the UE is not allowed to attach in the TA, the new MME rejects the Attach Request with an appropriate cause, and may return an Insert Subscriber Data Ack message to the HSS. If subscription checking fails for other reasons, the new MME rejects the Attach Request with an appropriate cause and returns an Insert Subscriber Data Ack message to the HSS including an error cause. If all checks are successful then the new MME constructs a context for the UE and returns an Insert Subscriber Data Ack message to the HSS.

11.
The HSS acknowledges the Update Location message by sending an Update Location Ack to the new MME. If the Update Location is rejected by the HSS, the new MME rejects the Attach Request from the UE with an appropriate cause.

Editor's note:
Further considerations on subscription data handling needed, e.g. if transferred between MMEs, if insertion by separated procedure from HSS necessary or if Steps 10 and 11 can be combined as one message.

12.
The new MME selects a Serving GW as described in clause 4.3.7.2 on  Serving GW selection function and sends a Create Default Bearer Request (IMSI, MME Context ID, RAT type, Default Bearer QoS, PDN Address Allocation, AMBR) message to the selected Serving GW. The RAT type is provided in this message for the later PCC decision. The AMBR applied to the relevant PDN access is also provided in this message.

Editor's note: it is FFS how static IP address allocation is managed.

13.
The Serving GW creates a new entry in its EPS Bearer table and sends a Create Default Bearer Request (Serving GW Address for the user plane, Serving GW TEID of the user plane, Serving GW TEID of the control plane, RAT type, Default Bearer QoS, PDN Address Allocation, AMBR) message to the PDN GW. After this step, the Serving GW buffers any downlink packets it may receive from the PDN GW until receives the message in step 21 below.

Editor’s Note:
It's FFS which entity will select the PDN GW. 

14.
The PDN GW may interact with the PCRF to get the default PCC rules for the UE if PCRF is applied in the network. This may optionally lead to the establishment of a number of dedicated bearers following the procedures defined in clause 5.4.1 in association with the establishment of the default bearer. It is FFS how the establishment of the default and dedicated bearers is synchronized.
The RAT type is provided to the PCRF by the PDN GW if received by the previous message. If the PDN GW/PCEF is configured to activate predefined PCC rules for the default bearer, the interaction with the PCRF is not required (e.g. operator may configure to do this) at the moment.
If host-based mobility is supported by the PDN GW, the PDN GW may interact with the PCRF to retrieve information on whether the UE is authorized to use host-based mobility mechanisms for mobility to non-3GPP access technologies.
Editor's note:
It is FFS which kind of information will be provided by the PCRF. 

15.
The PDN GW returns a Create Default Bearer Response (PDN GW Address for the user plane, PDN GW Address, PDN GW TEID of the user plane, PDN GW TEID of the control plane, PDN Address Information) message to the Serving GW. PDN Address Information is included if the PDN GW allocated a PDN address Based on PDN Address Allocation received in the Create Default Bearer Request. PDN Address Information contains an IPv4 address for IPv4 and/or an IPv6 prefix and an Interface Identifier for IPv6. The PDN GW takes into account the UE IP version capability indicated in the PDN Address Allocation and the policies of operator when the PDN GW allocates the PDN Address Information. The PDN GW Address is included if the PDN GW supports host-based mobility for mobility to non-3GPP access technologies and, if the PDN GW interacted with the PCRF in step 14,  if the UE is authorized to use host-based mobility mechanisms for mobility to non-3GPP access technologies.
16.
The Serving GW returns a Create Default Bearer Response (PDN Address Information, Serving GW address for User Plane, Serving GW TEID for User Plane, Serving GW Context ID) message to the new MME. PDN Address Information is included if it was provided by the PDN GW.

17.
The new MME sends an Attach Accept (S-TMSI, PDN Address Information, TA List) message to the eNodeB. S-TMSI is included if the new MME allocates a new S-TMSI. This message is contained in an S1_MME control message Initial Context Setup Request. This S1 control message also includes the security context for the UE, Handover Restriction List, the bearer level QoS parameters and the AMBR associated with the PDN Address Information, and QoS information needed to set up the radio bearer, as well as the TEID at the Serving GW used for user plane and the address of the Serving GW for user plane. The PDN address information, if assigned by the PDN GW, is included in this message. Handover Restriction List contains roaming and area restrictions; its usage is described in clause "Roaming and Area Restrictions".
18.
The eNodeB sends Radio Bearer Establishment Request to the UE and the Attach Accept Message (S-TMSI, PDN address, TA List, PDN Address Information) will be sent along to the UE. The UE shall ignore the IPv6 prefix information in PDN Address Information.

NOTE:
The IP address allocation details are described in the clause 5.3.1 "IP Address Allocation".
19.
The UE sends the Radio Bearer Establishment Response (FFS) to the eNodeB. In this message, the Attach Complete Message will be included.

20.
The eNodeB forwards the Attach Complete message to the new MME. On the S1_MME reference point, this message is contained in an S1_MME control message Initial Context Setup Complete. This S1 control message also includes the TEID of the eNodeB and the address of the eNodeB used for downlink traffic on the S1_U reference point. 

After the Attach Accept message and once the UE has obtained a PDN Address Information, the UE can then send uplink packets towards the eNodeB which will then be tunnelled to the Serving GW and PDN GW.

21.
The new MME sends an Update Bearer Request (eNodeB address, eNodeB TEID) message to the Serving GW. 

22.
The Serving GW acknowledges by sending Update Bearer Response to the new MME. The Serving GW can then send its buffered downlink packets.

23)
After the MME receives Update Bearer Response in step 22, if an EPS bearer was established, the MME may send an Update Location Request including the PDN GW address to the HSS for mobility with non-3GPP accesses.

24)
The HSS stores the PDN GW address and sends an Update Location Response to the MME.

Editor’s Note: The exact message name which is used to transfer the PDN GW address to the HSS is FFS.

*** End of second change in 23.401 ***

*** Beginning of first change in 23.402 ***

5.4.2.1
PDN GW Selection Function for non-3GPP Accesses
PDN Gateway selection for non-3GPP accesses uses similar mechanisms as defined in 3GPP TS 23.401, with the following modification:

-
Instead of the HSS, the PDN Gateway selection function interacts with the 3GPP AAA Server or 3GPP AAA Proxy.

During the initial authorization, PDN Gateway selection information is returned.  This enables the entity requiring the address of the gateway to proceed with selection. Once the selection has occurred, the PDN Gateway stores its association with a UE.  This permits the 3GPP AAA Server or Proxy to provide the PDN Gateway address subsequently. 
In the case that a UE already has an assigned PDN Gateway, this gateway's address will be returned by the 3GPP AAA Server or Proxy during the authorization step.  This eliminates the need for PDN Gateway selection.

Editor's Note:
The storage of the PDN Gateway address information (whether in the HSS or 3GPP AAA Server) is FFS.

Editor's Note:
It is FFS whether the PDN Gateway selection mechanism defined in 23.401 can be used to determine the Serving Gateway.

Note that the location of the PDN GW selection function depends upon the type of S2 interface used for attachment and the IP mobility mechanism being used.
-
For PMIPv6 on S2a/b, the entity requesting the PDN Gateway is the entity acting as Mobile Access Gateway (MAG). It’s FFS for home routed roaming case with an anchor in the VPLMN.
-
For MIPv4 FA mode on S2a, the entity requesting the PDN Gateway is the entity that plays the role of the FA. It’s FFS for home routed roaming case with an anchor in the VPLMN.
Additionally, for the S2c reference point, the UE needs to know the IP address of the PDN Gateway for the PDN the UE wants to connect to. This address is made known to the UE with one of the following ways:

1)
Via attach procedure for 3GPP access (as defined in TS 23.401)

2)
Via IKEv2 during tunnel setup to ePDG: during the IKEv2 tunnel setup, an IP address of the assigned PDN GW is provided to the UE for use with host based mobility if the PDN GW assigned to the UE is capable of supporting host-based mobility and if the UE is allowed to use host-based mobility for handoff to other access technologies
3)
The UE can request a PDN Gateway address in a given PDN via DHCP. An IP address of the assigned PDN GW is provided to the UE for use with host based mobility if the PDN GW assigned to the UE is capable of supporting host-based mobility and if the UE is allowed to use host-based mobility for handoff to non-3GPP access technologies.
4)
If the IP address of the PDN GW is not delivered using options 1-3 above the UE can resolve an FQDN corresponding to a PDN via DNS.

Editor’s note: It is FFS under which conditions (e.g. in which accesses) the above methods can be used

Editor's Note: It is FFS how the FQDN in alternative 4 is constructed from available information. For example the UE could use home APN (or W-APN) and well known strings (e.g., “homeagent”) to construct such an FQDN.
Editor’s Note: The mechanism for mobility mode selection (i.e. host-based vs network-based mobility) is FFS.
*** End of first change in 23.402 ***
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