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Abstract of the contribution:

Assuming that the “Off-path out of band” approach is agreed as a way forward for the PCC/QoS architecture for IETF-based interfaces in the EPS architecture, this contribution proposes new architecture diagrams for the “Off-path out of band” PCC/QoS architecture in TS 23.402.

1 Proposal

ANNEX: Proposed text in TS 23.402

***** Start of the 1st Change *****

4.2
Architecture Reference Model

4.2.1
Non-Roaming Architecture

[image: image1]
Figure 4.2.1-1: Non-Roaming Architecture for 3GPP Accesses within EPS Using S5-IETF
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Figure 4.2.1-2: Non-Roaming Architecture within EPS using S5, S2a, S2b

The following are some considerations for the interfaces:

· S5 can be GTP-based or PMIP-based
· S7c is used only in the case of PMIP variant of S5
· S7a is used when the Trusted non-3GPP Access network is owned by the same operator
· S9 is used instead of S7a to the Trusted non-3GPP Access network not owned by the same operator 
· S7a or S9 are terminated in the Trusted non-3GPP Accesses if they support PCC
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Figure 4.2.1-3: Non-Roaming Architecture within EPS using S5, S2c

The following are some considerations for the interfaces:

· S5 can be GTP-based or PMIP-based
· S7c is used only in the case of PMIP variant of S5
· S7a is used when the Trusted non-3GPP Access network is owned by the same operator
· S9 is used instead of S7a to the Trusted non-3GPP Access network not owned by the same operator
· S7a or S9 are terminated in the Trusted non-3GPP Accesses if they support PCC
4.2.2
Roaming Architecture
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Figure 4.2.2-1: Roaming Architecture for 3GPP Accesses, Home Routed
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Figure 4.2.2-2: Roaming Architecture for EPS using S8a/b, S2a, S2b - Home Routed

Editor's note:
impacts from Direct Tunnel architecture need to be considered in the architecture diagrams.

Editor's note:
the Roaming architecture for the Visited Services scenario and bearer traffic local breakout for the Home Services scenario needs to be included in this specification.

ARE THE ABOVE NOTES STILL NEEDED?
The following are some considerations for the interfaces:

· S9/S7c is used only in the case of S8b
· S9/S7a is used when the Trusted non-3GPP Access network is owned by the same operator
· S9/S9 (Chained) is used instead of S9/S7a to the Trusted non-3GPP Access network not owned by the HPLMN or VPLMN Operator
· S7a or S9 are terminated in the Trusted non-3GPP Accesses if they support PCC
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Figure 4.2.2-3: Roaming Architecture for EPS using S8a/b, S2a, S2b (Chained S8a/b + S2a/S2b) - Home Routed

** Chained S2a/S2b and S8a/b used when VPLMN has business relationship with Non-3GPP Networks and SGW in VPLMN includes local non-3GPP Anchor

The following are some considerations for the interfaces:

· S9/S7c is used only in the case of S8b
· S9/S7a is used when the Trusted non-3GPP Access network is owned by the same operator
· S9/S9 (Chained) is used instead of S9/S7a to the Trusted non-3GPP Access network not owned by the HPLMN or VPLMN Operator
· S7a or S9 are terminated in the Trusted non-3GPP Accesses if they support PCC
NEED TO UNDERSTAND IF THIS SCENARIO CAN BE A VARIANT OF LOCAL BREAKOUT SCENARIO
[image: image8.wmf]hPCRF

S6a

HSS

Trusted

Non

-

3GPP 

Access

PDN

Gateway

HPLMN

Wd*

Non

-

3GPP 

Networks 

S6d

VPLMN

S8a/b

vPCRF

3GPP

Access

Serving

Gateway** 

3GPP AAA 

Proxy

Ta*

3GPP AAA 

Server

S2a 

-

PMIP

S7c

S7a

S9

SGi

S7

S6c

Operator’s IP 

Services 

(e.g. IMS, PSS etc.)

Rx+

Wx

*

ePDG

S2b

Wm*

Wn*

Untrusted

Non

-

3GPP 

Access

Wa

*

S7b

hPCRF

S6a

HSS

Trusted

Non

-

3GPP 

Access

PDN

Gateway

HPLMN

Wd*

Non

-

3GPP 

Networks 

S6d

VPLMN

S8a/b

vPCRF

3GPP

Access

Serving

Gateway** 

3GPP

Access

Serving

Gateway** 

3GPP AAA 

Proxy

Ta*

3GPP AAA 

Server

S2a 

-

PMIP

S7c

S7a

S9

SGi

S7

S6c

Operator’s IP 

Services 

(e.g. IMS, PSS etc.)

Rx+

Operator’s IP 

Services 

(e.g. IMS, PSS etc.)

Rx+

Wx

*

ePDG

S2b

Wm*

Wn*

Untrusted

Non

-

3GPP 

Access

Wa

*

S7b


Figure 4.2.2-4: Roaming Architecture for EPS using S8a/b, S2c - Home Routed

The following are some considerations for the interfaces:

· S9/S7c is used only in the case of S8b
· S9/S7a is used when the Trusted non-3GPP Access network is owned by the same operator
· S9/S9 (Chained) is used instead of S9/S7a to the Trusted non-3GPP Access network not owned by the HPLMN or VPLMN Operator
· S7a or S9 are terminated in the Trusted non-3GPP Accesses if they support PCC
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Figure 4.2.2-5: Roaming Architecture for EPS using S8a/b, S2a, S2b – Local Breakout

The following are some considerations for the interfaces:

· S9/S7c is used only in the case of PMIP-based S5
· S9/S7a is used when the Trusted non-3GPP Access network is owned by the same operator
· S9/S9 (Chained) is used instead of S9/S7a to the Trusted non-3GPP Access network not owned by the HPLMN or VPLMN Operator
· S7a or S9 are terminated in the Trusted non-3GPP Accesses if they support PCC
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Figure 4.2.2-6: Roaming Architecture for EPS using S8a/b, S2c – Local Breakout

The following are some considerations for the interfaces:

· S9/S7c is used only in the case of PMIP-based S5
· S9/S7a is used when the Trusted non-3GPP Access network is owned by the same operator
· S9/S9 (Chained) is used instead of S9/S7a to the Trusted non-3GPP Access network not owned by the HPLMN or VPLMN Operator
· S7a or S9 are terminated in the Trusted non-3GPP Accesses if they support PCC
***** End of the 1st Change *****

***** Start of the 2nd Change *****

4.6
QoS Concepts for  IETF-based reference Points
<This section explains additions to QoS concepts in TS 23.401 that are relevant to non-3GPP accesses>

The QoS model that is applied in conjunction with IETF based reference points does not use bearer IDs in user plane packets. Instead it provides a TFT for an aggregate flow and associated QoS parameters (QCI, ARP
, MBR, GBR) to the access system through off-path signalling.

Editor’s note: It is FFS whether the same SDFs (i.e the same TFTs) are signalled to the access system as to the PDN GW, or that SDFs with the same QCI should be combined by the PCRF for the purpose of QoS signalling to the access system. The latter would mean that there is only one set of QCI parameters and one set of packet filters for each QCI.
***** End of the 2nd Change *****

***** Start of the 3rd Change *****

5.8
Charging for Non-3GPP Accesses
< This section gives a high level overview of the charging capabilities in EPC for supporting the IETF based S5/S8 and the connection to non-3GPP accesses.>

The following bullets need to go into 23.401

· Accounting functionality is provided by the SGW and the PDN GW. 

· The SGW shall be able to collect for each UE accounting information, i.e. the amount of data transmitted in uplink and downlink direction categorized with the QCI per UE per PDN.

· The PDN GW shall be able to provide charging functionality for each UE according to TS 23.203 [xx].

The following are related to Non-3GPP accesses.

· Accounting information, e.g. the amount of data transmitted in uplink and downlink direction categorized with the QCI per UE, could be collected by components in the Non-3GPP Access networks for inter-operator settlements. Specification of this functionality and reference points into the EPS is out of scope of 3GPP.
***** End of the 3rd Change *****
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