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Abstract of the contribution: This contribution discusses a mechanism, relying on the PCC, to certify the “access type” used by an IMS client.
1 Introduction
Several use cases denote the need to certify the “access type” used by an IMS client. The “granularity” and “freshness” of such information may depend on its final usage by the IMS; at a first stage we could limit ourselves to distinguish between "macro" access network types, e.g. 3GPP [GERAN/UTRAN], 3GPP [I-WLAN] TISPAN.
For example:
1. an IMS AS (e.g. Instant Messaging) may use the “access type” (e.g. 3GPP, fixed access) to apply proper charging;
2. IMS may certify the access type used by the terminating party to apply the correct termination fee;
3. the P-CSCF may use the “access type” information (e.g. 3GPP, TISPAN) to trigger the proper Authentication Procedure at the S-CSCF.
Unfortunately the value inserted by the UE in the P-Access-Network-Info header may not be considered as trusted information by the IMS.
2 Discussion
To certify the “access type” used by an IMS client means that:

a. it shall be possible for the IMS to know “in a trusted way” (not relying on the P-Access-Network-Info header) the access type the UE is currently using;

b. it shall be possible for the IMS to use such a “trusted” information to provide services like the examples listed above (bullets 1. … 4.) 

How to “certify” the used access type when the UE is connected to the 3GPP network?

An hint to achieve the goal can be found in the TISPAN case: the P-CSCF interrogates NASS (via DIAMETER e2 interface) to get reliable localization info for a particular subscriber. This is not the complete solution we are looking for, cause this approach works only over fixed access and the P-CSCF cannot “distribute” such information further in the IMS network, but it could be a good starting point.
In 3GPP Policy & Charging Control has the information on the RAT used by a UE: the PCRF gets the RAT information from the underlying IP-CAN.
So the P-CSCF could get the RAT information from the PCRF:
· at IMS registration time (upon SIP signaling channel set up);
· at any session set up;
· at any time it changes, as requested by the P-CSCF.
After the “trusted” information on the used access type has been conveyed by the PCRF to the P-CSCF, the P-CSCF could:
· add such information to SIP signaling when missing;
· confirm or override such information, if it is also provided by the UE;
so that any further SIP entity can use it.
3
Proposal
It is proposed that SA2 agrees on the need to certify by network means the “access type” used by an IMS client and that starts discussing possible solutions to exploit it.
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