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The paper summarizes the status reached during the TR study and continues the evaluation of Idle State Signalling Reduction mechanisms based on scenarios. Some conclusions are proposed.

Introduction

TR 23.882 studied mechanisms for Idle state Signalling Reduction (ISR) following the architectural requirement that the SAE/LTE system shall provide effective means to limit signalling during inter-RAT cell-reselection in LTE_IDLE state. For example, similar performance to that of the "Selective RA Update procedure" defined in TS 23.060. Optimisation for movement to/from states such as URA-PCH and GPRS-Standby shall be studied.

A number of mechanisms have been evaluated and the study concluded so far:
 “It is agreed that UE registers to both the SAE network and the UMTS network separately. After that, whether the MME and the SGSN should be both registered to HSS is FFS. It is also agreed that the UE gets separate RAI and TAI for 2G/3G or LTE/SAE mobility management, allocated respectively by SGSN or MME/UPE.”

The separate UE registrations with MME and with SGSN are taken as the starting point for the evaluations provided in the following. A number of scenarios are identified and means to provide ISR for these scenarios are compared. Finally some conclusions are drawn.

The ISR evaluation provided here assumes a network configuration as shown in the figure below.

[image: image1]
Discussion
In the following identified scenarios are listed and per scenario the ISR functionality is determined and appropriate approaches are discussed.

a) ISR setup: UE registered at SGSN and then change and registration with MME and MME decides to establish ISR 
The UE needs to perform a TAU with the MME by indicating the SGSN allocated RA/P-TMSI in the TAU Request (assuming that the UE has no valid S-TMSI).
The TAU transfers the UE’s MM and bearer contexts from SGSN to MME/SGW. In addition the SGSN keeps the contexts.
The MME needs to inform the UE that ISR is established, i.e. that the UE shall maintain also the SGSN registration (RA/P-TMSI) when the MME registration is confirmed (TA/S-TMSI).
The SGSN and MME may need to store each other’s identities FFS. E.g. for releasing ISR or for handover to the CN node that has already the UE registration.

With single registration always the last registering CN node is maintained at HSS. This approach requires no or only minimum HSS support. However, other implications may need to be considered first, e.g. HSS handling for mobility with non3GPP. ISR works with single and with double registration at HSS. Therefore single or double HSS registration may be decided later.

Note: attach needs to clear any existing ISR states, otherwise it is problematic to synchronise UE and network registration states

 
b) ISR setup: UE registered at MME and then change and registration with SGSN and SGSN decides to establish ISR 
Same functionality as for a)

 
c) ISR established and UE performs TAU and MME or SGW change
The UE sends a TAU request to the MME and indicates the old TA/S-TMSI. The UE always needs to indicate TA/S-TMSI if it has a valid S-TMSI to avoid unnecessary MME changes.

The new MME gets the UE’s MM and bearer contexts from the old MME. The old MME is cancelled. The MME needs to tell the UE whether ISR remains established, i.e. whether RA/P-TMSI shall be kept by the UE.

An SGW change quite likely removes the common idle state user plane anchor. It may be the least complex approach to deactivate ISR in this case. With the next registration via 2G/3G ISR may be reestablished by the RAU procedure as described under b).

 
d) ISR established and UE performs RAU and SGSN or SGW change
Same functionality as for c)

 
e) ISR established and UE performs TAU and MME decides to deactivate ISR
Here it is assumed that the MME may want to deactivate ISR for UEs that are camping for long on LTE only also when the MME doesn’t change. This reduces processing load for UE and network.

This ISR deactivation may be performed via the HSS. But adding HSS load independent from CN node changes is better avoided as the HSS may serve a very large subscriber number. It is sufficient to tell the UE that only the MME registration is valid and to update the user plane anchor that only LTE paging is needed. If there is any need to update the HSS may depend on single or double registration and may be decided later.

 
f) ISR established and UE performs RAU and SGSN decides to deactivate ISR 
Same functionality as for e)

  
g) ISR established and UE perform periodic TAU/RAU procedure 
1) SGSN and MME may handle periodic updates with separate timer. Or,

2) The same timer value is used and the MME informs the SGSN via S3 and vice versa.

Both approaches are feasible and doe not impact the other procedures. It may be decided later.
  
h) ISR established and the periodic timer in SGSN or MME expires
1) The UE performs periodic updating if on the corresponding RAT when a time expires. If it camps on another RAT the periodic update is not performed. As a result the UE might not be paged on that RAT, which doesn’t harm. The UE performs the outstanding periodic update when it reselects the RAT.

2) When the single periodic updating timer expires the UE performs an update using the RAT where it camps on. The CN node receiving this update informs the other CN node via S3. Both CN nodes received the periodic update.
i) ISR established and bearer setup/modification/release via SGSN - synchronisation with MME/SGW
If the UE modifies the bearer configuration with the SGSN the MME may need to be updated. Instead of adding signaling to update the MME ISR may be deactivated. The UE can locally set the update status for the TA/S-TMSI to not updated. When the UE reselects eUTRAN it will perfom a TAU as it is not updated. This synchronises the MME by the TAU procedure.

j) ISR established and bearer setup/modification/release via MME/SGW - synchronisation with SGSN
Same functionality as for i)
k) ISR established and re-authentication via SGSN - synchronisation with MME/SGW 
1) MME and SGSN may use separate security contexts

2) Security contexts are mapped between MME and SGSN

Both approaches are feasible. 1) does not require synchronization, but handover requires also mapping. In case of handover between MME and SGSN it needs to be decided to use mapped or existing contexts as the handover may be also to a CN node without a security context.

2) can use the mechanism as described for i), an ISR deactivation.

Some more evaluations may be needed.

l)  ISR established and re-authentication via MME - synchronisation with SGSN
Same functionality as for k)

m) ISR established and downlink transfer initiation to idle UE camping on LTE
This is separate discussion about idle state user plane termination. It is merely independent from the ISR establishment and synchronization procedures and can be handled separately.


n) ISR established and downlink transfer initiation to idle UE camping on 2G/3G
Like under m)

o) ISR established and uplink transfer initiation by idle UE camping on LTE
Like under m)

p) ISR established and uplink transfer initiation by idle UE camping on 2G/3G
Like under m)

q) ISR established and UE detaches via LTE
The UE state in SGSN needs to become detached too. 

r) ISR established and UE detaches via 2G/3G
The UE state in MME needs to become detached too. 

Conclusions
From the discussion it is derived that following functions may be decided independently from the base procedures that establish and synchronise ISR:

· Single or double registration at HSS

· Coordinated or independent periodic updating

· Idle state user plane termination point

The base procedures to establish and release ISR functionality are obviously required in any case and should be the first step of drafting ISR functionality.

Additional ISR base procedures may be needed to synchronise bearer configuration and potentially security parameters between MME and SGSN when changed via one access. As shown above, this may be accomplished by releasing and establishing ISR. To maintain the effort for providing ISR at reasonable level it is proposed to deactivate the registration status for the not updated side in the UE. MME and SGSN are then synchronised by the next update using the base procedures that establish ISR.
The same approach, deactivating ISR, should be used when the SGW changes to avoid additional ISR procedures for synchronising a relocated SGW in MME and SGSN.

It is proposed to adopt these conclusions for drafting the ISR functionality.
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