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Abstract: This document clarifies how CFNR service will be provided in ICS context.
1. Discussion
In section 6.14.2.1, an Editor’s note has been added as there is concern on how CFNR is provided in IMS.
As looked into the issue in detail, we see that there are two kinds of CFNR services to be considered [3GPP TS 24.173], one is Communication Forwarding No Reply (CFNR), and another is Communication Forwarding on Subscriber Not Reachable (CFNRc). 
Per definition, CFNR is the service which “enables a served user to have the network redirect to another user communications which are addressed to the served user's address, and for which the connection is not established within a defined period of time.” [3GPP TS 24.173] This is the case when no reply timer in IMS expires and yet no response is received from the terminating CS side. IMS domain will then send a CANCEL to MGCF which will be converted to REL message and send to the CS side. Then IMS will initiate a new session towards the forwarded-to party.

On the other hand, CFNRc is the service which “enables an user to have the network redirect all incoming communications, when the user is not reachable.” [3GPP TS 24.173]. This is the case when a response arrives before no reply timer in IMS domain expires (e.g. depends on how long the paging will be done in CS domain etc). In [3GPP 24.173] three responses are defined as not reachable indication: 408 Request timeout response, 503 Service unavailable and 500 Server internal error. And according to [3GPP TS 29.163], MGCF will map ISUP REL cause value (such as No. 18 (no user responding), No. 19 (no answer from the user), No. 20 (subscriber absent), No. 21 (call rejected) etc) to SIP 480 (Temporarily unavailable) etc. Also in [3GPP TS 29.163], Reason header field is mentioned as a possible container to carry these cause values of ISUP REL in SIP response. However it’s said the “usage of the Reason header in responses is FFS.” Therefore it remains to be a stage 3 issue, i.e. whether the mapping is sufficient and how to carry the information.

It should be noted that when these services are provided in IMS domain for the subscriber, no corresponding services should be provisioned in CS domain, to avoid duplicated forwarding.

We propose therefore to differentiate these two cases in the TR 23.892.
2. Proposal

This contribution proposes that the following text is included in TR 23.892.

( Begin 1st change (
6.3.2.1.2.1
Communication Diversion services exclusively controlled in home IMS (CFU, CFNR, CFNL)
With the ICCF providing the SIP UA behaviour on behalf of the non ICS UE, these services are provided in IMS.
6.3.2.1.2.2
Communication Diversion services requiring participation of serving network (CFNRc, CFB)
Control of these services is provided in IMS. Since standard session setup procedures are used to establish the non ICS UE sessions, with the VMSC controlling session origination and session delivery from/to the non ICS UEs, the VMSC sends the ISUP release cause to MGCF and from that the MGCF has to detect that the user is not reachable or busy so that appropriate response is sent to IMS.
( End 1st change (
( Begin 2nd change (
6.3.2.1.7
Serving domain considerations

Table 6.3.2.1.7-1 below provides recommendation for serving domain for the services discussed in this clause:

Table 6.3.2.1.7-1: Service set for non ICS UE with CS network agnostic solution
	Service Capability
	Serving Domain

	Supplementary Services

	Originating Identification Presentation 
	IMS2

	Originating Identification Restriction 
	IMS2

	Terminating Identification Presentation 
	IMS2

	Terminating Identification Restriction 
	IMS2

	Communication Diversion  (CFU, CFNR, CFNL)
	IMS

	Communication Diversion (CFNRc, CFB)
	IMS 2

	Communication Deflection 
	CS or n.a.1

	Call Wait
	CS or n.a.1

	Communication Hold
	CS or n.a.1

	Communication Barring
	IMS

	Conference 
	CS or n.a.1

	Explicit Communication Transfer 
	CS or n.a.1

	

	Service Continuity 

	Basic Service Continuity
	IMS3

	Service Continuity on non mid call services
	IMS3

	Service Continuity with mid call services
	n.a.

	

	Other capabilities

	Call Independent Supplementary Services Operations
	IMS/CS4

	1 
Control in IMS of this service is not possible. As an alternative, this service may be provided by CS domain: In this case a configuration in the HLR component of the HSS for appropriate service execution at the VMSC is required.

2 
Exclusive control in IMS of this service is not possible, some support from the CS domain may be required. Configuration in the HLR component of the HSS for appropriate service execution at the VMSC is required. Some specific MGCF mapping functions may be required for ISUP Release cause. The exact mechanism is stage 3 related work.
3 
Applicable to non ICS UEs capable of VCC.
4 
Service data management provided by the IMS for services controlled in IMS and by CS domain (if services are provided) for services controlled in CS domain.


The HLR configuration that enables the execution of CLIR, CLIP, COLP, COLR, Call Deflection, Call Wait, Call Hold, Multiparty, Explicit Call Transfer in the CS domain should be used when the ICS subscriber is using a non-ICS UE and according to operator policy, in order to avoid conflicts with the corresponding services provided by IMS.

Editor’s Note: How to trigger the use of the appropriate HLR configuration is to be investigated.
( End 2nd change (
( Begin 3rd change (
6.14.2
Communication Diversion Services
6.14.2.1
Communication Diversion services exclusively controlled in home IMS (CFU, CFNL, CFNR)
With the ICCF providing the SIP UA behaviour on behalf of the ICS UE, these services are provided in IMS.

6.14.2.2
Communication Diversion services requiring participation of serving network (CFNRc, CFB)

Some control of these services may be provided in IMS. Since standard session setup procedures are used to establish the ICS UE sessions, with the VMSC controlling session origination and session delivery from/to the ICS UEs, the VMSC sends the ISUP release cause to MGCF and from that the MGCF has to detect that the user is not reachable or busy so that appropriate response is sent to IMS.
( End 3rd change (
( Begin 4th change (
6.14.8 
Serving Domain Considerations
Table 6.14.8-1 below provides recommendation for serving domain for the services discussed in this clause:

	Service Capability
	Serving Domain

	Supplementary Services

	Originating Identification Presentation 
	IMS1

	Originating Identification Restriction 
	IMS1

	Terminating Identification Presentation 
	IMS1

	Terminating Identification Restriction 
	IMS1

	Communication Diversion  (CFU, CFNL, CFNR)
	IMS

	Communication Diversion (CFNRc, CFB)
	IMS2

	Communication Deflection 
	IMS

	Call Wait
	IMS

	Communication Hold
	IMS

	Communication Barring
	IMS

	Conference 
	IMS

	Explicit Communication Transfer 
	IMS

	

	 Service Continuity 

	Basic Service Continuity
	IMS3

	Service Continuity on non mid call services
	IMS3

	Service Continuity with mid call services
	IMS3

	

	Other capabilities

	Call Independent Supplementary Services Operations
	IMS/CS4

	1 Exclusive control in IMS of this service is not possible, configuration of the CS domain service is required. May require ICCC for control of service in IMS.

2 Some specific VMSC functions may be required such as use of VT-CSI or ISUP Release cause. The exact mechanism is FFS. Some MGCF mapping function may be required for such ISUP Release cause in order to send it to IMS, the exact mechanism is stage 3 related work.

3 Applicable to ICS UEs capable of VCC.
4 Service data management provided by the IMS for services controlled in IMS and by CS domain for services controlled in CS domain.


Table 6.14.8-1 Service set for ICS UE with and I1-cs, use of CAMEL
( End 4th change (
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