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Abstract of the contribution: 
In order to speed up the selection of the I-WLAN mobility solution this paper proposes a list of evaluation criteria. 
1. Introduction

In course of the I-WLAN mobility study four proposals have been described. For the sake of a timely conclusion on the topic, it is necessary to evaluate the proposals. For that purpose a small set of essential criteria is sought – it is not expected that consideration of many, but second and low priority criteria improves or changes the overall conclusion. In particular, it seems unpractical to take over the full list of requirements in TR23.827 as evaluation criteria. 
The next section tries to fix the set of evaluation criteria and create a relatively short list of criteria that can be used during the evaluation. 

2. Evaluation Criteria 
The starting point of evaluation criteria can be the list of requirements, as compiled in chapter 4 of TR23.827. For clear and easy reference it is suggested to number them according to the list in the annex of this paper. 

For many of the requirements a simple, binary judgment Y/N (fulfilled or not) can be applied per solution. This is our proposed list of “binary” decidable requirements (they are marked with (B) in the annex):

G1, G3, A2 – A5, M1, M3 - M5, R1, R2, C1 - C4, S1 - S3.
In order to decrease the number of criteria the following is proposed:

· G1, G3, A2: These are very general requirements that are detailed in the later requirements, thus it is proposed to omit them from the evaluation criteria.
· M3: This is rather an UE implementation issue than a property of the solution; therefore it is proposed not to use it during the evaluation. 
· M4: Since all solutions require additional mechanism that is not described in any of the solution, it is proposed not to use this requirement as an evaluation criterion.
· M5: This is rather an implementation issue of the solution; therefore it is proposed not to use it during the evaluation. 

· C1-C4: Since none of the solutions contains a detailed description of the charging and PCC architecture these requirements can be combined into a single evaluation criteria: 
The re-use of existing PCC and charging infrastructure shall be possible.

· S2, S3: Since none of the solutions contains a detailed description of the security issues of these requirements, it is proposed not to use them during the evaluation.
For some requirements a binary decision is not useful, and rather a degree of fulfillment needs to be stated. In our view these are (the rest of the list, they are marked with (D) in the annex):

G2: this is a rather compound requirement (includes at least three inter-dependent criteria: ease of introduction, complexity and cost).

A1: also a compound of three (impact on UE, existing PS and I-WLAN system).
M2: performance criterion
M6: combination of two criteria (transport efficiency and control complexity)
Considering the overlap in the above listed requirements of category D we propose to reformulate them in these main evaluation criteria:
· Impacts to UEs 
· Impacts to legacy (Release 7) SGSNs and GGSNs

· Impacts to Release 7 PDGs

· New network elements 
· Efficiency over 3GPP accesses
· Efficiency over non-3GPP accesses

· HO Performance

Moreover at the creation of this study item it was also agreed that the evolution of the solution of this study item towards the SAE solution should also be considered. Therefore an additional criterion capturing this issue is proposed:

· Evolution towards EPS (created within SAES WI) architecture

3. Conclusion and Proposal for Way Forward
Based the above discussion it is proposed to adopt the following list of evaluation criteria: 

1. The solution shall consider an architecture that is independent of IP versions, i.e. it shall support both IPv4 and IPv6.

2. Multiple simultaneous sessions established for a given user shall be maintained.
3. Simultaneous 3GPP and I-WLAN access should be supported. 
4. The solution shall support the change of access by the UE’s between 3GPP PS system and the IWLAN while maintaining the service sessions without the need for changing the IP address(es). 

5. The solution shall be possible to support the change of accesses between 3GPP PS system and the I-WLAN by terminals in a visited PLMN. 

6. The solution shall allow operators to re-use existing roaming interface(s) and protocol(s). 

7. The re-use of existing PCC and charging infrastructure shall be possible.
8. The solution shall not compromise any existing security measures taken by the end users and the operators. 
A. Impacts to UEs 

B. Impacts to legacy (Release 7) SGSNs and GGSNs

C. Impacts to Release 7 PDGs

D. New network elements 

E. Efficiency over 3GPP accesses and 
F. Efficiency over non-3GPP accesses

G. Evolution towards EPS (created within SAES WI) architecture

Note that criteria indicated by numbers require simple YES/NO decision, while criteria A-G require more detailed answers.
Annex: requirements from TR 23.827 in numbered format

…

4
 Requirements 

Editor’s note:
this section describes the general requirements and the requirements on architectures, service and functions, etc.

4.1
General Requirements (G)

G1. The mobility solution shall allow operators to support 3GPP services and Internet access. (B)
G2. The solution should allow for easy introduction of the mobility mechanism  with minimized complexity and cost on both terminals and the 3GPP Access systems. (D)
G3. The solution shall support service continuity between 3GPP packet switched network and I-WLAN network. (B)
4.2
Architecture Requirements (A)

A1. The solution shall have minimum impact on   the pre-Release 8  UE’s and 3GPP  PS and the I-WLAN systems. (D)
A2. The I-WLAN architecture as defined in TS23.234 shall be used as the base line architecture for defining the solutions and possible enhancement. (B)
A3. The solution  shall consider an architecture that is independent of IP versions, i.e. it shall support both IPv4 and IPv6. (B)
A4. Multiple simultaneous sessions established for a given user shall be maintained. (B)
A5. Simultaneous 3GPP and I-WLAN access should be supported. (B)
4.3
Mobility Requirements (M)

M1. The solution  shall support the change of access by the UE’s between 3GPP PS system and the IWLAN while  maintaining  the service sessions without the need for changing the IP address(es). (B)
M2. The solution  should minimize the interruption to the operators’ services or applications being provided to the end user. (D)
M3. The solution shall be possible for users to be aware of the change of the access networks, 3GPP PS system or I-WLAN. (B)
M4. In conditions where dual connections are available, the solution  should be possible for operators to control the handover without compromising the mobility performance and the complexity on the system and the terminals. (B)
M5. The solution  shall be possible to disable the mobility function where applicable to the operators’ needs. (B)
M6. The solutions should be optimized in terms of transmission efficiency  and control complexity. (D)
4.4
Roaming Requirements (R)

R1. The solution  shall be possible to support the change of accesses between 3GPP  PS system and the I-WLAN by terminals in a visited PLMN. (B)
R2. The solution shall allow operators to re-use existing roaming interface(s) and protocol(s). (B)
4.5
Charging Requirements (C)

C1. The solution  shall be possible for operators to re-use existing charging policies and mechanisms (Policy and Charging Enforcement Function (PCEF) based on TS 23.203). (B)
C2. The solution shall be possible to make distinctions on the charging policies based on the current access by the terminals. (B)
C3. The solution  shall allow operators to use common charging control and policy rules for 3GPP PS system and the I-WLAN access. (B)
C4. Charging information shall continue to be collected irrespective of whether the UE is attached to the 3GPP packet switched network or the I-WLAN network. (B)
4.6
Security Requirements (S)

S1. The solution  shall not compromise any existing security measures taken by the end users and the operators. (B)
S2. The solution  shall be possible for operators to apply common access control based on TS33.234 regardless of the change of the accesses by the terminals. (B)
S3. The solution  shall allow operators to apply legal interception without impacting the user’s preferred change of the accesses. (B)
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