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This contribution discusses the EPS PCC architecture. The document analyses the requirements of IETF based reference points in terms of PCC architecture and proposes to update the 402 reference architecture figures with PCC related reference points. Also common principles for the PCC operation are proposed for inclusion in TS 23.402 section 5.5. .
1. Introduction

A number of contributions have motivated that PCC off-path signalling must be used as the only generic PCC architecture that can support any type of access, using either network (PMIPv6) or client based (DSMIPv6) mobility. 

Furthermore a number of operators have requested the deployment option to apply off-path signalling to IETF based S5/S8 reference points and thus usage of a single PCC operational model for any access 

The purpose of this document is to provide some principles for the PCC architecture for EPS. 

2. Discussion

2.1. Background

The PCC Release 7 architecture is based on the assumption that the node terminating the Gi reference point can perform all the PCEF functions, including gating, policing, bearer binding and QoS enforcement. This assumption leads to the existence of a unique enforcement point per UE/PDN: consequently, only one Gx reference point between the PCEF and the PCRF is used per UE/PDN. 
However the basic assumption of this architecture relies on existence of GTP tunnels/bearers that are present in Release 7 architecture. For the EPS architecture, this is not always true as some or all reference points, such as S2, S5-IETF and S8b, may not provide any layer 2 bearer functionality. 

This topic was extensively discussed in the Orlando meeting and during the subsequent e-mail discussions. 
The outcome of those discussions has been that for S2/S5/S8 (IETF-based) reference points the PCEF functionality cannot only reside in the anchor PDN GW acting as Home Agent, but must be distributed among the anchor PDN GW/HA and the access gateways due to the basic operational principles of the IETF based S2/S5/S8 reference points. 

The PCC architectural principles proposed in this contribution apply equally regardless which of the mobility protocols (GTP, PMIPv6 or/and DSMIPv6) are used within the EPS. 
2.2. High Level PCC architecture


The PCEF functionality for S2/S5/S8 (IETF based) must be distributed between the node acting as HA (i.e. PDN GW) and the node acting as the “access gateway”. 
The access gateway can be:

· A PDNGW terminating the EPS bearers as specified in TS 23.401

· A SGW terminating the EPS bearers when S5-IETF or S8b is used

· A non-3GPP access GW for trusted non-3GPP accesses

· An ePDG for untrusted non-3GPP accesses

Note that the need for policy enforcement in the ePDG is still FFS. It is included in this description to infer that this architecture should be applied *if* policy enforcement is required.

Also note that the possible collocation of these “access gateway” functions with the HA function is transparent to the PCRF.

Due to the existence of two enforcement points in the network for a given UE/PDN, two different PCC sessions are in place and two S7 legs from the PCRF can be identified: one terminating at the access gateway performing the bearer binding and one terminating at the PDN GW acting as a Mobility Anchor. 
Note that all these considerations are independent from the specific IETF based IP mobility management protocol used and thus apply in the case either DSMIPv6 or PMIPv6 is used for inter-access gateway mobility.

Figure 1 shows a simplified PCC architecture with the PCEF distribution for all S2/S5/S8 mobility protocol options. For clarity the PCEF functions have been provided with a prefix: ‘A’ for access and ‘C’ for Core.


[image: image1] 
Figure 1 – Proposed architecture for PCC.

Some basic principles of the architecture follow:

· A PCC session may exist between the PDN GW acting as IETF Mobility Anchor (if any) and the PCRF. If it exists, this PCC session should have “PMIPv6” or “DSMIPv6” as the value of the ‘IP-CAN type’ as the PCC session is not tied to any access specific IP-CAN type. 

· A PCC session may exist between an access gateway and the PCRF. This PCC session has an IP-CAN type value that depends on the type of the access gateway. 
· Due to a mobility event (i.e. inter access gateway mobility) a new PCC session may be created between the target access gateway (target IP-CAN) and the PCRF. The existing PCC session with the source access gateway at the source IP-CAN may be terminated, if no parallel connections are required.

Mapping of the two PCC sessions belonging to the same UE and coming from the two PCEFs can be performed via the UE IP addresses. Mapping is also possible based on a long term UE identifier if this is included by the PCEF during the PCC session estabslihment.
2.3  PCC rules enforcement at the PCEF

The Service Data Flows are carried to/from the PCEF within a mobility tunnel. 
In case of PMIPv6 this mobility tunnel is terminated "north of the PCEF" and thus the SDFs are directly visible to the PCEF itself. 
In case of DSMIPv6, the mobility tunnel encapsulation is end-to-end (UE-PDNGW) and thus, when traversing the PCEF, the SDFs are still encapsulated as specified for S2c..

Therefore, in order to correctly detect the SDFs, the PCEF at the Access Gateway needs to be able to distinguish the two cases:

· If the TFT in the PCC rules refers to the local UE IP address used by the PCEF to establish the PCC session, then the PCEF can assume that there is no end-to-end SDF encapsulation that the PCEF should be aware of

· Note that the PCEF can detect the SDF by parsing the header located at the beginning of each IP datagram

· If the TFT in the PCC rules refers to an IP address that is different from the local UE IP address used by the PCEF to establish the PCC session, the PCEF can assume that S2c specific encapsulation is applied
· Also in this case, then PCEF can detect the SDF by parsing the header located immediately behind the specified S2c encapsulation header

3. Proposal


Based on the considerations provided in the previous section, we propose to add the PCC related information to the sections 4.2 and 5.5. of the TS 23.402 as indicated in the Annex A of this contribution.
· Section 4.2 => Addition of PCC reference point to the 23.402 architecture

· Section 5.5. => Addition of general PCC architecture principles
Annex A: Text Proposal to 3GPP TS 23.402
*** Start of 1st change ***

4.2
Architecture Reference Model

4.2.1
Non-Roaming Architecture


[image: image3]
Figure 4.2.1-1: Non-Roaming Architecture for non-3GPP Accesses within EPS

4.2.2
Roaming Architecture



[image: image5]
Figure 4.2.2-1: Roaming Architecture for non-3GPP Accesses, Home Routed

Editor's note:
impacts from Direct Tunnel architecture need to be considered in the architecture diagrams.


[image: image6]
Figure 4.2.2-2: Roaming Architecture for non-3GPP Accesses, Visited PLMN Routed

Note: Whether the Rx+ at hPLMN or vPLMN is used, depends on the location of the Application Server (AS) for a given service.


*** End of 1st change ***

*** Start of 2nd change ***

5.5
Session Management, QoS and interaction with PCC Functionality

<This section describes the SM, QoS and interaction with PCC functionality when connecting non-3GPP accesses to the EPC network>
5.5.1

PCC Architecture and Principles

5.5.1.1 General 

The following general principles apply for the PCC Architecture:

· Policies are transported at the SDF (Service Data Flow) level

· Policies are signalled by a protocol that is different from the mobility protocol (i.e. out-of-band)

· Policies are signalled off-path with respect to the mobility protocol, i.e. via an instance of the S7 interface terminated in the PCEF 

5.5.1.2 Principles of PCRF-PCEF signalling

· PCRF-PCEF signalling is based on UE- and PDN-specific PCC sessions between a PCEF and the PCRF

· For the same UE-PDN connection, two PCC sessions may exist:

· A PCC session between the PDN GW acting as Home Agent and the PCRF. This PCC session should have “PMIPv6” or “DSMIPv6” as the value of the ‘IP-CAN type’ as the PCC session is not tied to any access specific IP-CAN type. 

· A PCC session between an access gateway and the PCRF. This PCC session has an IP-CAN type value that depends on the technology supported by the access gateway itself. In the context of EPS, the “access gateway” can be:

· A PDN GW terminating the GTP based EPS bearers as specified in TS 23.401

· A SGW terminating the EPS bearers in case when S5- IETF or S8b is used

· A non-3GPP access GW for trusted non-3GPP accesses

· An ePDG for untrusted non-3GPP accesses

Note: The possible collocation of these “access gateway” functions with the PDNGW/ HA function is transparent to the PCRF.

· A PCC session may be associated with a long term UE identifier

· Due to a mobility event (e.g. inter-system mobility) a new PCC session may be created between the target access gateway (target IP-CAN) and the PCRF. As a result, the existing PCC session with the source gateway at the source IP-CAN may be terminated, if no parallel connections are required.

5.5.1.3 Principles of PCEF operation


In order to correctly detect the SDFs, the PCEF at the Access Gateway needs to be able to distinguish the two cases:

· If the TFT in the PCC rules refers to the local UE IP address used by the PCEF to establish the PCC session, the PCEF can detect the SDF by parsing the header located at the beginning of each IP datagram
· The PCEF can detect the SDF by parsing the header located at the beginning of each IP datagram

· If the TFT in the PCC rules refers to an IP address that is different from the local UE IP address used by the PCEF to establish the PCC session, the PCEF can assume that S2c specific encapsulation is applied and detection of the SDF has to be done parsing the SDF level header located immediately behind the specified S2c encapsulation header
· The PCEF can detect the SDF by parsing the SDF level header located immediately behind the specified S2c encapsulation header

*** End of 2nd change ***
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