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Abstract of the contribution:
PGW address(es) is stored in HSS for inter-access mobility between 3GPP Access and Non-3GPP Access. The present document is mainly to discuss PGW address storage in the case of intra Non-3GPP Access mobility and proposed that the 3GPP AAA Server should be the secondary entity to store the PDN GW address for the purpose of intra Non-3GPP Accesses mobility and the related basic procedures about how to support intra Non-3GPP Access mobility by storing the selected PDN GW's address in the 3GPP AAA Server.
Introduction

During the SA2 #58 meeting, the TD S2-072518 [1] proposed that for the purpose of inter-access mobility, the selected PDN GW address shall be stored in the HSS and related message flows to store the PDN GW address in the HSS during Attach procedure were introduced. The present document is to discuss the usage of the mechanism in the case of intra Non-3GPP Accesses mobility and proposes to use the 3GPP AAA Server as the secondary entity to store the selected PDN GW's address.
Analysis

It is necessary to recall the interactions between a 3GPP AAA Server and an HSS in current I-WLAN system first. According to current procedures for I-WLAN [2], the 3GPP AAA Server contacts the HSS only when:
1) There is no authentication information in the 3GPP AAA Server for the purpose of authenticating a user, i.e. initial access, re-authentication and VPLMN change;

2) There is no authorization information in the 3GPP AAA Server for the purpose of authorizing a user, i.e. initial access, re-authorization;

3) Cancellation of registration of the 3GPP AAA Server in the HSS when the use is detached from the network;

4) HSS-initiated subscription update and HSS-initiated session termination. 

Only bullet 1) and bullet 2) are possibly related to the storage of the selected PDN GW’s address. To reducing the number of interactions with the HSS, the 3GPP AAA Server stores the information from the HSS, e.g. getting several authentication vectors each time, storing authorization information. Within Non-3GPP Accesses, the 3GPP AAA Server is the main control point, and the HSS is the only common database for both 3GPP/Non-3GPP Accesses, so the interactions between them and different roles of them for initial attach, inter-RAT mobility and intra-Non-3GPP Access mobility are necessary to discuss.
In [1], it is proposed that the selected PDN GW address is stored in the HSS for the purpose of inter-access mobility. It is reasonable as the HSS is the only database which is used by both of 3GPP Access and Non-3GPP Access. However it is still needed to have a deep look on it and discuss whether and how to select a secondary entity for intra-Non-3GPP Access mobility though it was mentioned simply in [1].
During initial attach procedure, the information of the selected PDN GW is sent to the MAG via the 3GPP AAA Server. The procedure is bound with access authentication and authorization procedures. This works as security procedures are necessary for a user to access a network first time. Later, for the MAG change due to a user’s moving, the new MAG still needs to know the information of selected PDN GW, e.g. the address, the PQDN of the selected PDN GW. In the case, however, the mechanism of providing PDN GW information with authentication/authorization procedures may not work well because authentication procedures are not mandatory here. In addition, for handover with ongoing data transfer, the delay for the new MAG to finish MIP registration should be minimised. So from this point of view, it is needed to have an approach for the new MAG to get the information of selected PDN GW stored in the HSS in the case of intra-Non-3GPP Access mobility except authentication procedure. And the delay of the operation should be small when taking handover into account. Different options can be considered:

· Setting a local point within Non-3GPP Access to store the selected PDN GW address and every MAG is only needed to contact this entity, or;
· Provide a procedure for the new MAG to get the selected PDN GW address from the HSS each time of MAG change, e.g. via the 3GPP AAA Server. 

As the HSS is the most important database for mobile networks, and it is a relatively static database, so it is worth putting some effort to reduce interactions with HSS. If each time of MAG change due to mobility within Non-3GPP Accesses will lead to an interaction with HSS to retrieve the selected PDN GW address, it means a big number of interactions with HSS. So it is better to find a local point within Non-3GPP Access to store the selected PDN GW address for intra-Non-3GPP Access mobility. 
In Non-3GPP Access, the 3GPP AAA Serve is the main control point and every MAG can contact it when to get any necessary information to control PMIP operations, users, etc. So based on the discussion above, the 3GPP AAA Server is the most suitable entity to be a secondary entity for storage of selected PDN GW address because if so,
· The number of interactions between the 3GPP AAA Server and the HSS due to intra-Non-3GPP Access is minimised and,

· The delay of handover is reduced as the new MAG only contacts the 3GPP AAA Server without getting the HSS involved.
In the following contents, as there is no intra-Non-3GPP Access procedures are defined, some simple proposed procedures are given for information about how to support intra-Non-3GPP Access mobility when the 3GPP AAA Server is considered for the secondary entity to store the selected PDN GW address, and it is expected to consider it when discussing intra-Non-3GPP Access mobility.
1. Initial attachment in Non-3GPP Access and intra-Non-3GPP Access mobility
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Step 1: The UE accesses Non-3GPP Access and camps in a MAG (the old MAG from handover point of view);
Step 2: The PDN GW registers its information (name/IP address/APN/etc…) with the HSS via the 3GPP AAA Server/Proxy. And the 3GPP AAA Server/Proxy store the information locally;

Step 3: Intra-Non-3GPP-Access mobility is triggered;

Step 4: The new MAG retrieves the information of the PDN GW from the 3GPP AAA Server/Proxy;

Step 5: Based on the information retrieved in step 4, the new MAG finishes the new binding with the PDN GW.

2. Initial attachment in LTE and handover to Non-3GPP Access
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Step 1: The UE accesses LTE;
Step 2: The information of the selected PDN GW is registered with the HSS, by, e.g. the MME;

Step 3: Inter-Access handover is triggered;

Step 4: The 3GPP AAA Server/Proxy retrieves the information of the selected PDN GW, provides it to the MAG (the old MAG from intra-Non-3GPP-Access handover point of view) and store it locally;

Step 5: Based on the information retrieved in step 4, the new MAG finishes the binding with the PDN GW;

Step 6: Intra-Non-3GPP-Access mobility is triggered;

Step 7: The new MAG retrieves the information of the PDN GW from the 3GPP AAA Server/Proxy;

Step 8: Based on the information retrieved in step 7, the new MAG finishes the new binding with the PDN GW.

Conclusion

Based on the discussion above, it is proposed to make the HSS as the prime entity for inter-Access mobility, the 3GPP AAA Server as the secondary entity for intra-Non-3GPP Access mobility and to change 3GPP TS 23.402 v1.2.0 as following. And it is also expected to consider the procedures in the analysis section when discussing intra-Non-3GPP Access mobility.
Start of Changes
5.4.2.1
PDN GW Selection Function for non-3GPP Accesses
PDN Gateway selection for non-3GPP accesses uses similar mechanisms as defined in 3GPP TS 23.401, with the following modification:

-
Instead of the HSS, the PDN Gateway selection function interacts with the 3GPP AAA Server or 3GPP AAA Proxy.

During the initial authorization, PDN Gateway selection information is returned.  This enables the entity requiring the address of the gateway to proceed with selection. Once the selection has occurred, the PDN Gateway stores its association with a UE.  This permits the 3GPP AAA Server or Proxy to provide the PDN Gateway address subsequently. 

The HSS stores the selected gateway's address for the inter-access mobility, e.g. mobility between LTE access and Non-3GPP Access.
In the case that a UE already has an assigned PDN Gateway, this gateway's address will be returned by the 3GPP AAA Server or Proxy to a MAG or a FA during the authorization step. The 3GPP AAA Server/Proxy stores the selected PDN GW's address for the purpose of intra-Non-3GPP Access mobility. This eliminates the need for PDN Gateway selection.

Editor's Note:
It is FFS whether the PDN Gateway selection mechanism defined in 23.401 can be used to determine the Serving Gateway.

Editor's Note:
This mechanism applies to the PMIPv6 cases.  Support for selection or retrieval of PDN Gateway address for all forms of host-based mobility are FFS.

Note that the location of the PDN GW selection function depends upon the type of S2 interface used for attachment and the IP mobility mechanism being used.
-
For PMIPv6 on S2a/b, the entity requesting the PDN Gateway is the entity acting as Mobile Access Gateway (MAG). It’s FFS for home routed roaming case with an anchor in the VPLMN.

-
For MIPv4 FA mode on S2a, the entity requesting the PDN Gateway is the entity that plays the role of the FA. It’s FFS for home routed roaming case with an anchor in the VPLMN.

Additionally, for the S2c reference point, the UE needs to know the IP address of the PDN Gateway for the PDN the UE wants to connect to. This address is made known to the UE with one of the following ways:

1)
Via attach procedure for 3GPP access (as defined in TS 23.401)

2)
Via IKEv2 during tunnel setup to ePDG

3)
The UE can request a PDN Gateway address in a given PDN via DHCP

4)
If the IP address of the PDN GW is not delivered using options 1-3 above the UE can resolve an FQDN corresponding to a PDN via DNS.

Editor’s note: It is FFS under which conditions (e.g. in which accesses) the above methods can be used

Editor's Note: It is FFS how the FQDN in alternative 4 is constructed from available information. For example the UE could use home APN (or W-APN) and well known strings (e.g., “homeagent”) to construct such an FQDN.

Editor’s Note: The mechanism for mobility mode selection (i.e. host-based vs network-based mobility) is FFS.

End of Changes
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