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1 Introduction

This contribution along with contributions <S2-073232, S2-073234, S2-073235> proposes an architecture and signalling flows for optimized handover between mobile WiMAX and 3GPP access. 
In particular, this contribution focuses on the signalling flows for the scenario of UE-initiated handover from mobile WiMAX to 3GPP (E-UTRAN or GERAN or UTRAN) without resource preparation.

2 Proposal

It is proposed to include the following text into TS 23.402. 

*** Start of Change *****
Annex X (Informative): Optimized 3GPP / Mobile WiMAX Handover
X.3
Signalling Flows
X.3.1
UE-Initiated Handover from mobile WiMAX to E-UTRAN without resource preparation
In the handover case considered in this section the handover is initiated by the UE and there is no resource preparation before the handover execution. The UE uses the typical TAU procedure (see TS 23.401) for executing the handover to E-UTRAN. The steps involved in the handover for this case are depicted below for a non-roaming scenario. It is assumed that the UE accesses EPC via mobile WiMAX access and a PMIPv6 tunnel is established between the mobile WiMAX access network and a PDN GW (P-GW) in the evolved packet core. 
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Figure X.3.1-1: UE-initiated handover from mobile WiMAX to E-UTRAN access with PMIPv6 and without resource preparation (non-roaming scenario)
Editor’s Note: These flows do not show potential interactions with the PCC architecture. These are FFS.
Editor’s Note: The necessary modifications to address the roaming scenario are FFS.
The steps involved in the handover are discussed below.

1)
The UE uses a mobile WiMAX access system and is being served by PDN GW. It is assumed that the mobile WiMAX network supports PMIPv6 and so in this case a PMIPv6 tunnel has been established between the mobile WiMAX network and the PDN GW. The UE discovers the E-UTRAN access system and decides to perform the pre-registration procedure with the FAF in order to pre-attach to EPC for E-UTRAN access.

Editor’s note: How the UE discovers the address of FAF and how the UE decides to perform pre-registration for E-UTRAN access are FFS.

2)
The UE sends a Pre-Attach Request message (over the user-plane) to FAF which includes part of the information required by FAF to build an MME context (see TS 23.401) for this UE. This information may include IMSI, IP address, APN, etc.

3,4)
The FAF contacts the HSS and authenticates the UE (see details in TS 23.401). After successful authentication, the FAF retrieves the address of P-GW that is currently serving the UE and builds an MME Context for this UE (i.e. creates the same information built by an MME when the UE attaches to EPC via E-UTRAN). The FAF does not perform the Location Update procedure in this step so the UE is not reachable over E-UTRAN access.
Editor’s note: Whether the retrieval of the P-GW address from the FAF requires changes to S6a is FFS.
5)
The FAF allocates a Tracking Area Identity (TAI), S-TMSI and S-TMSI-Signature for the UE and sends a Pre-Attach Accept message to UE with this information. The UE may respond with a Pre-Attach Complete message if necessary (e.g. to acknowledge the reception of the S-TMSI value). The allocated TAI, S-TMSI and S-TMSI Signature can later be used by the UE for handing over to E-UTRAN by executing the TAU procedure.
6)
The UE decides to transfer its current sessions (i.e. handover) from the currently used mobile WiMAX access system to the discovered E-UTRAN access system. It therefore switches to E-UTRAN access. In this scenario, the handover decision as well as the handover initiation is taken by the UE itself.
7)
The UE initiates the handover execution over the E-UTRAN access system by sending a TAU Request which includes the TAI, S-TMSI, S-TMSI-Signature values received before from FAF in step 5 (during pre-registration). This request message is routed to an MME in the network selected by the UE (as per TS 23.401). 
Editor's note: As indicated in TS 23.401, it is FFS whether to add an indication to the TAU Request message that allows the UE to request to establish the user plane on radio and S1 as part of the TAU procedure.

8)
The MME sends a Context Request message to the address of FAF, which is resolved from the received TAI value (see TS 23.401 for details). The FAF responds with an Context Response that contains all the information normally returned by the “new MME” in an inter-MME TAU procedure. Although not required, the MME may optionally re-authenticate the UE and then send an Context Ack back to FAF.
9) 
The MME selects a serving GW as described in TS 23.401 and sends a Create Default Bearer Request message to the selected serving GW (S-GW). It also includes the IP address of the PDN GW which was provided by the FAF.

10)
Based on Create Default Bearer Request from the MME, the S-GW initiates the PMIPv6 registration procedure towards the PDN GW by sending a Proxy Binding Update according to [8]. The PDN GW responds with a Proxy Binding Update Ack and updates its mobility binding which effectively switches the PMIPv6 tunnel from the mobile WiMAX access network to S-GW. In the proxy Binding Update Ack the PDN GW replies with the same IP address or prefix that was assigned to the UE earlier. A PMIPv6 tunnel exists now between PDN GW and S-GW.
11) The S-GW returns a Create Deafult Bearer Response message to the MME as specified in TS 23.401. This message includes the IP address of the UE and serves as an indication to the MME that the binding has been successful.
12) The MME performs the Location Update procedure according to TS 23.401.
13) The MME returns a TAU Accept message to the UE which includes new values for TAI and S-TMSI and possibly another S-TMSI-Signature, as per TS 23.401. 
14)
The eNB initiates radio bearer establishment procedures according to TS 23.401.

15)
The UE responds to TAU Accept with a TAU Complete message according to TS 23.401.

1. 16)
The UE resumes data communication over E-UTRAN.
Editor’s Note: It is FFS how multiple-SDFs are handed-over and whether additional SAE dedicated bearers need to be setup.
X.3.2
UE-Initiated Handover from mobile WiMAX to GERAN/UTRAN without resource preparation

In the handover case considered in this section the handover is initiated by the UE and there is no resource preparation before the handover execution. The UE uses the typical RAU procedure (see TS 23.060) for executing the handover to GERAN or UTRAN. The steps involved in the handover for this case are depicted below for a non-roaming scenario. It is assumed that the UE accesses EPC via mobile WiMAX access and a PMIPv6 tunnel is established between the mobile WiMAX access network and a PDN GW (P-GW) in the evolved packet core.
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Figure X.3.2-1: UE-initiated handover from mobile WiMAX to GERAN/UTRAN access with PMIPv6 and without resource preparation (non-roaming scenario)
Editor’s Note: These flows do not show potential interactions with the PCC architecture. These are FFS.
Editor’s Note: The necessary modifications to address the roaming scenario are FFS.
The steps involved in the handover are discussed below for the particular case of handover from mobile WiMAX to GERAN. However, the same steps are also valid for the case of handover from mobile WiMAX to UTRAN. 
1)
The UE uses a mobile WiMAX access system and is being served by PDN GW. It is assumed that the mobile WiMAX network supports PMIPv6 and so in this case a PMIPv6 tunnel has been established between the mobile WiMAX network and the PDN GW. The UE discovers the GERAN (or UTRAN) access system and decides to perform the pre-registration procedure with the FAF in order to pre-attach to EPC for GERAN access.

Editor’s note: How the UE discovers the address of FAF and how the UE decides to perform pre-registration for GERAN or UTRAN access are FFS.

2)
The UE sends a Pre-Attach Request message (over the user-plane) to FAF which includes part of the information required by FAF to build an MM context (this is effectively an SGSN context as described in TS 23.060) for this UE. This information may include IMSI, IP address, APN, etc.

3,4)
The FAF contacts the HSS and authenticates the UE. After successful authentication, the FAF retrieves the address of P-GW that is currently serving the UE and builds an MM Context for this UE (i.e. creates the same information built by an SGSN when the UE attaches to EPC via GERAN). The FAF does not perform the Location Update procedure in this step so the UE is not reachable over GERAN access.
Editor’s note: Whether the retrieval of the P-GW address from the FAF requires changes to S6a is FFS.
5)
The FAF allocates a Routing Area Identity (RAI), P-TMSI and P-TMSI-Signature for the UE and sends a Pre-Attach Accept message to UE with this information. The UE may respond with a Pre-Attach Complete message if necessary (e.g. to acknowledge the reception of the P-TMSI value). The allocated RAI, P-TMSI and P-TMSI Signature can later be used by the UE for handing over to GERAN by executing the RAU procedure.
6)
The UE decides to transfer its current sessions (i.e. handover) from the currently used mobile WiMAX access system to the discovered GERAN (or UTRAN) access system. It therefore switches to GERAN (or UTRAN) access. In this scenario, the handover decision as well as the handover initiation is taken by the UE itself.
7)
The UE initiates the handover execution over the GERAN access system by sending a RAU Request which includes the RAI, P-TMSI, P-TMSI-Signature values received before from FAF in step 5 (during pre-registration). This request message is routed to an SGSN in the network selected by the UE. 
8)
The SGSN sends a Context Request message to the address of FAF, which is resolved from the received RAI value (see TS 23.060 for details). The FAF selects a serving GW, establishes a Default Bearer with the selected serving GW (S-GW) and then responds with a Context Response that contains all the information normally returned by the “new SGSN” in an inter-SGSN RAU procedure. Although not required, the SGSN may optionally re-authenticate the UE and then send a Context Ack back to FAF.
Note: 
In this step an S-GW must be selected and a Default Bearer must be established with this S-GW. This is done by FAF (which behaves like an MME) in order to avoid impact on the SGSN. The S-GW updates the tunnel with PDN-GW after receiving an Update PDP Ctx Request, as specified in TS 23.401, section 5.5.1. 
9)
The SGSN sends an Update PDP Context Request to the S-GW address that was included in the Context Response message from the FAF. This request includes the IP address of the PDN GW which was provided by the FAF.
10)
Based on the Update PDP Context Request from the SGSN, the S-GW initiates the PMIPv6 registration procedure towards the PDN GW by sending a Proxy Binding Update according to [8]. The PDN GW responds with a Proxy Binding Update Ack and updates its mobility binding which effectively switches the PMIPv6 tunnel from the mobile WiMAX access network to S-GW. In the proxy Binding Update Ack the PDN GW replies with the same IP address or prefix that was assigned to the UE earlier. A PMIPv6 tunnel exists now between PDN GW and S-GW.
11) The S-GW returns an Update PDP Context Response message to the SGSN as specified in TS 23.060. This message includes the IP address of the UE and serves as an indication to the SGSN that the binding has been successful.
12) The SGSN performs the Location Update procedure according to TS 23.060.
13) The SGSN returns a RAU Accept message to the UE which includes new values for RAI and P-TMSI and possibly another P-TMSI-Signature, as per TS 23.060. 
14) A new LLC connection is established according to TS 44.064.

15)
The UE responds to RAU Accept with a RAU Complete message according to TS 23.060.

2. 16)
The UE resumes data communication over GERAN.
Editor’s Note: It is FFS how multiple-SDFs are handed-over and whether additional SAE dedicated bearers need to be setup.
*** End of Change ****
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