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Abstract of the contribution:

Changes are proposed to TS 23.401 and TS 23.402 to include off-path signalling for IETF variants of Attach and Detach procedures for E-UTRAN access.

Introduction

The documentation approach described in [S2-07xxxx] is applied to two procedures:  Attach procedure and Detach procedure.

TS 23.402, Section 5.4.2.6 discusses initial attachment in the case of S5-IETF or S8b.  The interaction with the PCRF is left to the P-GW.  Assuming that the bearer binding occurs in the Serving GW for the IETF variant, this call flow must be modified.

Interaction with the PCRF directly allows the Serving GW to function as the PCEF for QoS.  The PDN GW also obtains policy information, as it may apply policy other than QoS (charging, gating or legal intercept, etc.).

Discussion

Material has already been added to 23.402 section 5.4.2.6, "Initial E-UTRAN Attach via IETF based S5 or S8b."  This work has been replaced in the present contribution in order to answer several FFSs with a PCC based off-path solution for three reasons:

· it is preferable to have a decoupled specification in 23.402 from 23.401, as argued in [S2-07xxxx]

· the specifics of 23.401 and 23.402 procedures differed only in minor respects (the bearer interactions between the Serving GW and the PDN GW.) These differences were not called out in the presentation and so could easily have been overlooked.

· In the off-path approach, there is substantially more interaction between the PCRF and the gateways than was depicted in the figure in 23.402, section 5.4.2.6.

Agreed upon FFS remarks have been preserved in the new presentation, with the following exceptions:

In the third change, below, for step "A" and "B" it is no longer undecided whether there is a message sent between the Serving GW and PDN GW.  In the off-path approach, only PMIP mobility management control messages are ever sent between the Serving GW and PDN GW.

Editor's note:
Whether additional message is needed between Serving GW and PDN GW is FFS.

The following Editor's notes have been removed as well.

After step 15 in 5.4.2.6-1:

Editor's note:
How the QoS is applied for the IETF based S5 or S8b interface is FFS.

This is no longe rneeded, as we have explained how QoS is applied for IETF based S5 and S8b.

The material for detach is entirely new.

Proposal

1. Modify Attach Procedure

Begin first change: Modify 23.401, Section 5.3.2
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NOTE:
All steps outside of (A), (B) and (C) are common for architecture variants with GTP based S5/S8 and IETF based S5/S8. For an IETF based S5/S8, procedure step (A), (B) and (C) are defined in 23.402.
End first change: Modify 23.401, Section 5.3.2

Begin second change: Modify 23.401, Section 5.3.2

13.
The Serving GW creates a new entry in its EPS Bearer table and sends a Create Default Bearer Request (Serving GW Address for the user plane, Serving GW TEID of the user plane, Serving GW TEID of the control plane, RAT type, Default Bearer QoS, PDN Address Information) message to the PDN GW. After this step, the Serving GW buffers any downlink packets it may receive from the PDN GW until receives the message in step 21 below.

Editor’s Note:
It's FFS which entity will select the PDN GW. 


14.
The PDN GW may interact with the PCRF to get the default PCC rules for the UE if PCRF is applied in the network. This may optionally lead to the establishment of a number of dedicated bearers following the procedures defined in clause 5.4.1 in association with the establishment of the default bearer. It is FFS how the establishment of the default and dedicated bearers is synchronized.
The RAT type is provided to the PCRF by the PDN GW if received by the previous message. If the PDN GW/PCEF is configured to activate predefined PCC rules for the default bearer, the interaction with the PCRF is not required (e.g. operator may configure to do this) at the moment.

15.
The PDN GW returns a Create Default Bearer Response (PDN GW Address for the user plane, PDN GW TEID of the user plane, PDN GW TEID of the control plane, PDN Address Information) message to the Serving GW. PDN Address Information is included if the PDN GW allocated a PDN address. based on PDN Address Allocation received in the Create Default Bearer Request. The PDN GW takes into account the UE IP Version Information and the policies of operator when the PDN GW allocates the PDN Address Information.

16.
The Serving GW returns a Create Default Bearer Response (PDN Address Information, Serving GW address for User Plane, Serving GW TEID for User Plane, Serving GW Context ID) message to the new MME. PDN Address Information is included if it was provided by the PDN GW.
17.
The new MME sends an Attach Accept (S-TMSI, PDN Address Information, TA List) message to the eNodeB. S-TMSI is included if the new MME allocates a new S-TMSI. This message is contained in an S1_MME control message Initial Context Setup Request. This S1 control message also includes the security context for the UE, Handover Restriction List and QoS information needed to set up the radio bearer, as well as the TEID at the Serving GW used for user plane and the address of the Serving GW for user plane. The PDN address information, if assigned by the PDN GW, is included in this message. Handover Restriction List contains roaming and area restrictions; its usage is described in clause "Roaming and Area Restrictions".

End second change: Modify 23.401, Section 5.3.2

Start third change: Modify 23.402, Section 5.4.2.6

[image: image3.png]UE

eNodeB

new MME old MME Serving GW PDN GW PCRF HA SA S&/

T T
As 23.401, 5.3.2, Before step (A)

A.1 Delete Bearer Request

A2 Indication of [P CAN Session»? ermination

A.5 Indication of |
-------- >

Al

€ ----—-—-
A.7 Acknowledge IP CAN Session [Termination
| -

A.8 Delete Beprer Response

[P CAN Sessign Termination

6 Acknowledgg IP CAN Sessipn Termination

As 23.401, 5.3.2, Between steps (A) and (B)

B.1 Delete Bearef Request J
________ P B.2 Indication of IP CAN Session Termination
Bl o

B.9 Insert Subsgriber Data

B.7 Acknowledge IP CAN Session [Termination

B.3 Policy and CHarging Rules Hrovision

B.5 Indication of [P CAN Session Termination

B.6 Acknowledgd IP CAN Sessipn Termination

|

As 23.401, 5.3.2, Between steps (B) and (C)

C.1 Create Bealer Request

»| C.2 Proxy Binding Update
»| C.3 Indication of IP CAN
Session Establighment
-------- >
C.4 Acknowledgg IP CAN
Session Establishment

C.5 Update PDN [GW Selection

>

C.6 Proxy Bindipg Ack

C.7 Indication of IP CAN Sessio& stablishment

C.8 Acknowledgp IP CAN Session Establishment

As 23.401, 5.3.2, Before step (C)





Figure 5.4.2.6-1: Initial E-UTRAN attach via IETF based S5 or S8b
The optional interaction steps between the gateways and the PCRF in the procedures in Figure 5.4.2.6-1 only occur if dynamic policy provisioning is deployed.  Otherwise policy may be statically configured with the gateway.
A.1)
If there are active bearer contexts in the new MME for this particular UE (i.e. the UE re-attaches to the same MME without having properly detached before), the new MME deletes these bearer contexts by sending Delete Bearer Request (TEIDs) messages to the GWs involved.  This triggers a clean up procedure for the associated sessions.

A.2)
The Serving GW sends an Indication of IP CAN Session Termination(IMSI, MME Context ID) to the PCRF to clean up after the active bearers that are no longer required.

A.3)
The PDN GW has an open session associated with the Bearer (indicated in step A.2's message to the PCRF), this session must be deleted.  The PCRF sends a Policy and Rules Provision message to the PDN GW indicating that the session must be closed.

A.4)
The PDN GW sends an Ack message to the PCRF indicating it will proceed.

A.5)
The PDN GW sends an Indication of IP CAN Session Termination to the PCRF as requested.

A.6)
The PCRF responds to the PDN GW with an Acknowledge IP CAN Session Termination message.

A.7)
The If dynamic policy provisioning is deployed, the PCRF responds to the Serving GW with an Acknowledge IP CAN Session Termination message.

A.8)
The Serving GW responds to the new MME with a Delete Bearer Response(TEIDs) message acknowledging the deletion of the active bearer(s), corresponding to  the request sent in A.1.B.1)
If there are active bearer contexts in the old MME for this particular UE, the old MME deletes these bearer contexts by sending Delete Bearer Request (TEIDs) messages to the GWs involved.
B.2)
The Serving GW sends an Indication of IP CAN Session Termination(IMSI, MME Context ID) to the PCRF to clean up after the active bearers that are no longer required.

B.3)
The PDN GW has an open session associated with the Bearer (indicated in step B.2's message to the PCRF), this session must be deleted.  The PCRF sends a Policy and Rules Provision message to the PDN GW indicating that the session must be closed.
B.4)
The PDN GW sends an Ack message to the PCRF indicating it will proceed.
B.5)
The PDN GW sends an Indication of IP CAN Session Termination to the PCRF as requested.
B.6)
The PCRF responds to the PDN GW with an Acknowledge IP CAN Session Termination message.
B.7)
The PCRF responds to the Serving GW with an Acknowledge IP CAN Session Termination message.
B.8)
The Serving GW responds to the old MME with a Delete Bearer Response(TEIDs) message acknowledging the deletion of the active bearer(s), corresponding to  the request sent in B.1.
B.9)
As specified in TS 23.401 Clause 5.3.2, the HSS sends Insert Subscriber Data  message to the new MME. By receiving this message, if all checks (including subscription checking, TA validity, etc) are successful then the MME constructs a context for the UE and returns an Insert Subscriber Data Ack message to the HSS.
Editor' note:
It is FFS if the MN-NAI of the UE is also provided in Step 10.
C.1)
As specified in TS 23.401 Clause 5.3.2, The MME selects a Serving GW and sends a Create Default Bearer Request (IMSI, MME Context ID, MN-NAI,PDN GW address) message to the selected Serving GW.

Editor's note:
Whether additional parameters are needed is FFS.

Editor's Note:
PDN GW address and Serving GW address selection is as described in the clause "GW selection" in TS23.401

C.2)
The Serving GW sends a Proxy Binding Update to the PDN GW.

Editor's note:
How the Proxy Binding Update message is secured is FFS.

C.3)
The PDN GW sends an Indication of IP CAN Session Establishment message to the PCRF.

C.4)
The PCRF responds to the PDN GW with an Acknowledge of IP CAN Session Establishment.  This message includes the Policy and Charging rules provisioned to the PDN GW initially.
C.5)
The selected PDN GW informs the 3GPP AAA Server of the PDN GW's address.

Editor's note:
It is FFS whether this step can be avoided, e.g. if the PDN GW address is already known by the AAA/HSS by other means.

C.6)
The PDN GW responds with a PMIP Binding Ack to the Serving GW.

C.7)
The Serving GW sends an Indication of IP CAN Session Establishment to the PCRF(IMSI, MME Context ID, MN-NAI) to obtain the rules required for the Serving GW to function as a PCEF for the Bearer established as a result of the Atttach procedure.

C.8)
The PCRF sends the Serving GW an Acknowledges of IP CAN Session Establishment message including QoS policy rules enabling the Serving GW to perform as a PCEF.

Editor's Note:
PDN GW address and Serving GW address selection is as described in the clause "GW selection" in TS23.401

























End third change: Modify 23.401, Section 5.3.9.1

 2. Modify UE-Initiated Detach Procedure

Begin fourth change: Modify 23.401, Section 5.3.9.1
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Figure 5.3.9.1-1: UE-Initiated Detach Procedure

NOTE:
Steps 1-2, and 6-8 are common for architecture variants with GTP based S5/S8 and IETF based S5/S8. For an IETF based S5/S8, procedure step (A is defined in 23.402.  Steps 3, 4 and 5 concern GTP based S5/S8.
1.
The UE sends NAS message Detach Request (Switch Off) to the MME. Switch Off indicates whether detach is due to a switch off situation or not.
2.
The active EPS Bearers in the Serving GW regarding this particular UE are deactivated by the MME sending Delete Bearer Request (TEID) to the Serving GW. 
3.
The Serving GW sends Delete Bearer Request (TEID) to the PDN GW.
4.
The PDN GW acknowledges with Delete Bearer Response (TEID).

5.
The PDN GW may interact with the PCRF to indicate to the PCRF that EPS Bearer is released if PCRF is applied in the network.
6.
The Serving GW acknowledges with Delete Bearer Response (TEID).

7.
If Switch Off indicates that detach is not due to a switch off situation, the MME sends a Detach Accept to the UE.
8.
The MME releases the S1-MME signalling connection for the UE by sending S1 Release Command to the eNodeB with Cause = Detach. The details of this step are covered in the "S1 Release Procedure", as described in clause 5.3.5.

End fourth change: Modify 23.401, Section 5.3.9.1

Begin fifth change: Modify 23.402, Section 5.??

5.??. EPC Detach Procedure with IETF based S5 and S8
The IETF variant S5 and S8 define the PCEF for QoS to be in the Serving GW.  The IP CAN session in the Serving GW must be terminated as a consequence of a Detach procedure.  Further, the IP CAN session in the PDN GW (used for maintaining centrally controlled policy for gating, charging, etc) must also be terminated.  Finally, the PMIP maintained tunnel between the Serving GW and PDN GW must be released.
The procedure described in this section applies equally to UE, MME and HSS initiated detach procedures.
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Figure 5.??-1: EPC Detach Procedure with IETF based S5
The optional interaction steps between the gateways and the PCRF in the procedures in Figure 5.??-1 only occur if dynamic policy provisioning is deployed.  Otherwise policy may be statically configured with the gateway.
A.1 The Serving GW sends the PCRF an Indication of IP CAN Session Termination.  In any case, the Serving GW ceases to perform as a PCEF.
A.2 The PCRF acknowledges the Serving GW has terminated the session. The Serving GW no longer serves as a PCEF.

A.3 The Serving GW sends a Proxy Binding Update with a duration of 'zero' to the PDN GW in order to signal that the PMIP managed tunnel between the gateways should be released and that the UE session is to be deregistered.

A.4 The PDN GW sends an Indication of IP CAN Session Termination message to the PCRF in order to close the UE session.  In any case, the PDN GW ceases to enforce any policy associated with the UE.
A.5 The PCRF responds to the PDN GW with an Acknowledgement of IP CAN Session Termination message.  The PDN GW is no longer provisioned with rules concerning the UE session.

A.6 The PDN GW sends a Proxy Binding Ack message to the Serving GW. The PMIP managed tunnel between the two gateways is now removed.
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Figure 5.??-2: EPC Detach Procedure with IETF based S8
The procedure in Figure 5.??-2 differs from that in Figure 5.??-1 in only one respect.  The vPCRF in the VPLMN acts as an intermediary between the Serving GW and the hPCRF in the HPLMN.  The vPCRF forwards messages in both directions.
End fifth change: Modify 23.401, Section 5.??

3. Modify MME-Initiated Detach Procedure

Begin sixth change: Modify 23.401, Section 5.3.9.2
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Figure 5.3.9.2-1: MME-Initiated Detach Procedure

NOTE:
Steps 1-2, and 6-8 are common for architecture variants with GTP based S5/S8 and IETF based S5/S8. For an IETF based S5/S8, procedure step (A is defined in 23.402.  Steps 3, 4 and 5 concern GTP based S5/S8.
1.
The MME initiated detach procedure is either explicit or implicit. The MME may implicitly detach a UE, if it has not had communication with UE for a long period of time. The MME does not send the Detach Request (Detach Type) message to the UE in case of implicit detach. The MME may explicitly detach the UE by sending a Detach Request message to the UE. The Detach Type may be set to re-attach in which case the UE should re-attach at the end of the detach process.
2.
Any EPS Bearers in the Serving GW regarding this particular UE are deactivated by the MME sending Delete Bearer Request (TEID) message to the Serving GW. 
3.
The Serving GW sends a Delete Bearer Request (TEID) message to the PDN GW.

4.
The PDN GW acknowledges with Delete Bearer Response (TEID) message.

5.
The PDN GW may interact with the PCRF to indicate to the PCRF that the EPS Bearer(s) are released if a PCRF is configured.
6.
The Serving GW acknowledges with Delete Bearer Response (TEID) message.

7.
If the UE receives the Detach Request message from the MME in the step 1, the UE sends a Detach Accept message to the MME any time after step 1.
8.
After receiving the Detach Accept message, if Detach Type did not request the UE to make a new attach,the MME releases the S1-MME signalling connection for the UE by sending an S1 Release Command (Cause) message to the eNodeB with Cause set to Detach. The details of this step are covered in the "S1 Release Procedure", as described in clause 5.3.5.

End sixth change: Modify 23.401, Section 5.3.9.2

4. Modify HSS-Initiated Detach Procedure

Begin seventh change: Modify 23.401, Section 5.3.9.3
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Figure 5.3.9.3-1: HSS-Initiated Detach Procedure
NOTE:
Steps 1-3, and 7-10 are common for architecture variants with GTP based S5/S8 and IETF based S5/S8. For an IETF based S5/S8, procedure step (A is defined in 23.402.  Steps 4, 5 and 6 concern GTP based S5/S8.
1.
If the HSS wants to request the immediate deletion of a subscriber's MM contexts and EPS Bearers, the HSS shall send a Cancel Location (IMSI, Cancellation Type) message to the MME with Cancellation Type set to Subscription Withdrawn. 

End seventh change: Modify 23.401, Section 5.3.9.3

Begin eighth change: Modify 23.401, Section 5.3.9.3

10.
After receiving the Detach Accept message, the MME releases the S1-MME signalling connection for the UE by sending S1 Release Command (Cause) message to the eNodeB with Cause set to Detach. The details of this step are covered in the "S1 Release Procedure", as described in clause 5.3.5.
NOTE:
Steps 2,8,10 are only for the Cancellation type is set to Subscription Withdrawn.


5.4
Session Management, QoS and interaction with PCC functionality

End eighth change: Modify 23.401, Section 5.3.9.3
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