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VCC for IMS Emergency calls may have to be supported in the Visited Network since this is where emergency call support is located. This contribution contains impact details for a possible solution. It is not claimed that the solution is either complete or error free. But it seems to represent a significant step forward in evaluating alternative solutions.

*** Proposed Changes to TR 23.826 v.0.0.2 ***
6 Architecture Alternatives

Editor’s Note: This section will describe and evaluate detailed reference architectures, including network elements, interfaces and reference points, suitable to provide VCC support for emergency calls. 

6.x


VCC in the Visited Network
6.x.1

Architectural Details

6.x.2

Impact

Editor’s Note: other impacts remain to be added to this section (e.g. MSC and GMLC impacts).
6.x.2.1 Negotiation of VCC Support

For normal VCC defined in TS 23.206, the network (e.g. S-CSCF and VMSC) is aware of the user’s VCC capability from the user’s subscription based information stored in the HSS/HLR (i.e. provisioned iFCs and CAMEL subscription). The UE uses a statically provisioned VDN (E.164 Voice Domain Transfer Number) and VDI (Voice Domain Transfer SIP URI) for domain transfer. 

For VCC for IMS Emergency, the visited network needs to be aware of the VCC capability of the user. This may be achieved using one of the following alternatives:
(a) If the visited network is the home network for the UE, it may discover UE VCC capability from subscription information for the user.

(b) The visited network (e.g. E-CSCF) may assume that all UEs are VCC capable (whether or not any particular UE actually is).
(c) The visited network (e.g. E-CSCF and GMLC) may be configured with either the identities of particular networks all of whose UEs can be assumed to support VCC or the identities of particular UEs (e.g. belonging to roaming partners) who can be assumed to support VCC.  
Editor’s Note: Details of how (a) could be supported are FFS. 
With alternative (b), the visited network assumes that the UE is VCC capable and assigns VCC resources when the emergency call is originated. VCC resources would then be wasted for UEs that were not VCC capable. For emergency calls originated in the PS domain the wastage may be small, because the number of such calls will generally be a very small proportion of all IMS calls in the PS domain. In addition, if alternative (a) is combined with alternative (b) such that the visited network assumes UE VCC capability only if it is not the home network, the wastage is further reduced. However, for CS originated emergency calls, there will probably be a higher level of wastage because most CS emergency calls, at least initially, will come from legacy UEs not capable of supporting VCC.
With alternative (c), a particular operator may agree to provide VCC support to the UEs belonging to certain other operators as part of normal roaming agreements.
Alternatives (a), (b) and (c) avoid adding new impacts to the UE, which is desirable to enable a common VCC solution, from the perspective of the UE, for both emergency and non-emergency calls.

To convey to the UE that the visited network is VCC capable and transfer the VDN and VDI, the following alternatives are possible.

(d) The UE discovers visited network VCC capability (and VDN and VDI) from system broadcast messages.
Editor’s Note: further details of this are FFS. 
(e) The UE discovers the visited network VCC capability and the VDN and VDI where needed using DHCP or using HTTP or HTTPS from a server in the visited network whose role is to provide information related to emergency calls (e.g. including also local emergency numbers).
Editor’s Note: adoption of this alternative implies some further architectural enhancement (e.g. a new server)  
(f) The home network downloads information to the UE, or to the UICC, concerning networks that are known to support VCC for emergency calls. For example, the home network could provide the UE with the MCC and MNC of all known networks that support VCC for emergency calls. Additional information, such as the VDNs and VDIs use by such networks, could also be provided.
Editor’s Note: further details of this are FFS.
(g) Use of SIP (e.g. UE Subscribe/Notify after call set up or use of 200 OK).
Editor’s Note: further details of this are FFS.
Alternative (d) would be suitable for UMTS, GPRS and GSM networks and may be suitable for WLANs. 
Alternative (e), which is applicable to IMS but not CS originated calls could be combined with the provision of local emergency numbers to a UE from some server in the visited network. The address of this server could be obtained by the UE using either DHCP or a DNS query on some known FQDN containing the visited network’s known domain name and some fixed user name – e.g. “emergency-support@<visited network domain>”). As a variant, VCC capability (and VDN and VDI addresses if needed) could be signalling directly if and when the UE uses DHCP to discover the P-CSCF and DNS server addresses. The impacts of such a solution remain to be quantified and evaluated. 
Alternative (f) can be valid for all UEs but may require protocol enhancements between the home network and the UE.
Alternative (g) is available when an emergency call is originated in IMS. Further study is required when the call is originated in CS.
6.x.2.2 Domain Transfer

Domain transfer can occur in a very similar manner to that for normal VCC as defined in TS 23.206. Figures 6.x-3 and 6.x-4 are modifications of Figures 6.4.1.3-1 and 6.4.1.3-2 in TS 23.206 showing switching of the user plane for IMS emergency calls to an IP capable PSAP and a CS (PSTN) capable PSAP, respectively. Note that some elements are missing or may be missing from both figures – e.g. I-CSCF and possibly RUA or CSAF between the I-CSCF and E-CSCF in the case of CS domain access – and need to be included once validated by further study.
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Figure 6.x-3: U-plane path between VCC UE and IP Capable PSAP
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NOTE:
MGW#1 and MGW#2 may be merged.

Figure 6.x-4: U-plane path between VCC UE and CS Capable PSAP
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