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Abstract of the contribution:

The I-WLAN Mobility TR (Ref: TR23.827) has included four technical proposals as the candidate solutions; two of which propose to use GTP and the other two Mobile IP. This paper proposes a comparison of the different solutions based on the previous defined requirements and key considerations to aim to converge to a common basis for a single solution.

1. Introduction

In the TR23.827, the following alternatives are currently considered for I-WLAN mobility:

· Alternative A: This solution is based on GTP protocol; it introduces a new node TTG’ that becomes the anchor point and the IP Point of connectivity.

· Alternative B: This solution is based on GPT tunneling; a Serving-3gpp-anchor function is added allowing the support of multiple sessions.

· Alternative C: This solution is based on DSMIPv6. A home agent is connected to GGSN and PDG through Gi and Wi interfaces.

· Alternative D: This solution is based on MIPv4 FA protocol; The GGSN and the PDG contain Foreign Agent functionality and they are connected to a home agent.

The comparison presented in this paper is based on the following key considerations:

· Compliance with the requirements defined in TR23.827

· Migration complexity from R6/R7 I-WLAN and PS networks to R8 with I-WLAN Mobility enabled 

· Minimal upgrade on UE’s
· Impact to the GPRS Core network (modifications or additional nodes)

· Optimal HO performance (minimized interruption time for supporting real time services “seamless mobility”)

2. Discussion

The tables below resume the compliance of the different solutions with the requirements:

General requirements:

	
	Alternative A
	Alternative B
	Alternative C
	Alternative D

	Support 3GPP services
	Yes
	Yes
	Yes, but secondary PDP context is not supported. 
	Yes (with new interface Mb for IMS), but secondary PDP context is not supported

	Support Internet access
	Yes
	Yes 
	Yes
	Yes

	Complexity and cost

(See impacts, migration & UE upgrade for details) 
	1 new node TTG’ acting as GGSN or proxy GSN,

Hardware & software upgrade of UE
	1 new function S3A,

1 new interface: Wu’

Software upgrade of UE
	Introduction of DSMIPv6,

2 new interfaces: H1, H2

Software upgrade of UE
	Introduction of MIPv4 or MIPv6

4 new interfaces: H2, H3, Wm+, Wi+/Gi+

Software upgrade of UE

Impact of GPRS core network (MIPv4)

	Service continuity

	Yes

Seamless service continuity also is supported
	Yes

Seamless service continuity also is supported
	Yes

Seamless service continuity is also supported
	Yes

Seamless service continuity is also supported


Architecture requirements:

	
	Alternative A
	Alternative B
	Alternative C
	Alternative D

	Impacts on the pre-Release 8 (3GPP PS & I-WLAN systems)
	New node TTG’ (acting as GGSN or proxy GSN)

Additional support of Gn/Gp interface between TTG’-SGSN 
No impact to SGSNs

No impact to GGSNs


	New interface Wu’ (evolved Wu)

New function S3A in TTG

Additional support of Gn interface between TTG-SGSN 
No impact to SGSNs

No impact to GGSNs


	New interfaces H1, H2

Introduction of HA

Upgrade of 3GPP AAA server 

No impact to SGSNs

No impact to GGSNs
	New interfaces H2, H3, 

New interfaces Wm+ (evolved Wm), Wi+/Gi+ (evolved Wi/Gi)

Introduction of HA 

MIPv4: Add FA function in PDG & GGSN

Upgrade of 3GPP AAA server

	IP versions support
	Yes
	Yes
	Cannot support Ipv4 only terminal.
	Yes

	Multiple simultaneous sessions
	Supported thanks to multiple IPSec tunnel solution. This has significant impacts to the UE hardware. 


	Supported thanks to the introduction W-SM (NAS session protocol in WLAN)
	Not supported (one MIP instance + one IPsec tunnel)
	Not supported (one MIP instance + one IPsec tunnel)

	Simultaneous 3GPP & I-WLAN access
	Yes, it is possible for an UE to have simultaneously one PDP context under 2G/3G and another one under WLAN
	Yes, it is possible for an UE to have simultaneously one PDP context under 2G/3G and another one under WLAN 
	FFS
	FFS


Mobility requirements:

	
	Alternative A
	Alternative B
	Alternative C
	Alternative D

	Minimize the interruption 
	No problem as Dual mode always there
	No problem as Dual mode always there
	No problem as Dual mode always there
	No problem as Dual mode always there

	Possible operator control of HO


	Not possible
	Possibly controlled by S3A (anchor point of signaling) thanks to enhancements of the protocol
	Controlled by terminal only
	Controlled by terminal only

	Transmission efficiency
	No overhead
	No overhead 
	Transport overhead
	MIPv4 co-CoA & MIPv6: Additional overhead in the air due to tunnel between HA and UE 



	Control complexity
	Through IKEv2 signaling in WLAN and NAS signaling in 3GPP PS
	Through NAS session management
	DSMIPv6 signaling
	Additional signaling as UE needs to perform MIP binding updates both periodically as well as for every handover


Roaming requirements:

	
	Alternative A
	Alternative B
	Alternative C
	Alternative D

	Support by terminals in a VPLMN
	Supported with TTG in the VPLMN
	Supported with TTG in the VPLMN
	Possible with PDG and GGSN in Home network
	FFS 

	Re-use existing roaming interfaces & protocols
	Yes, Gp
	Yes, Gp
	Yes, Gp, Wp, Wd
	-


Charging requirements:

	
	Alternative A
	Alternative B
	Alternative C
	Alternative D

	Re-use PCEF
	Supported 
	Supported (GGSN anchor point)
	Impact on the PCRF is FFS
	Impact on the PCRF is FFS

	Make distinctions based on the current access
	Yes, with GTP protocol
	Yes, with GTP protocol
	Separated networks but no information in HA
	No

	Use a common charging control and policy rules
	Yes, in TTG’ or GGSN
	Supported (GGSN anchor point) without impact, or in TTG for roaming cases if required
	No 
	No

Note: Potential issue due to triangular routing

	Collect charging information
	In TTG’ or GGSN & SGSN 
	In GGSN and SGSN as well as in TTG
	In separated networks
	In PDG, GGSN and SGSN


Security requirements:

	
	Alternative A
	Alternative B
	Alternative C
	Alternative D

	Existing security measures
	Same as R6/R7
	Same as R6/R7
	Security related to the separated networks

Low level of mobility security
	Supported but requires new interfaces/function for mobility security

	Common access control
	Yes
	Yes
	No
	No

	Legal interception
	In TTG’ or GGSN 
	Supported on GGSN for all traffic
	Supported in GGSN and in PDG for each separated access system
	Supported in GGSN and in PDG for each access system

Note: Potential issue due to triangular routing


The table below resumes the other key considerations:

	
	Alternative A
	Alternative B
	Alternative C
	Alternative D

	Migration complexity from R6/R7 I-WLAN and PS networks to R8
	Configuration DNS+HSS for APN list

Upgrade of TTG
	Configuration DNS+HSS for APN list

Upgrade of TTG
	Upgrade of 3GPP AAA server for mobility security

Add HA node
	Upgrade of 3GPP AAA server for mobility security

Upgrade of GGSN & PDG for MIP and mobility security function

Add HA node

	Minimal upgrade on UE’s
	Upgrade of UE HO function + IP address management

+ support of multiple IPsec tunnels (hardware)
	Software upgrade of UE (support of NAS in WLAN)
	DSMIPv6 client support + HO function
	FFS; at least MIP client support + HO function

	Impact to the GPRS Core network
	No impact on existing nodes
	No impact on existing nodes
	No impact on existing node (they are kept separately)
	Impact on PDG/GGSN

	Optimal HO performance
	High
	High
	High in dual mode
	High in dual mode


3. Conclusion

The MIP solutions require some normalization effort at the IETF in order to address the case of the QoS (with secondary PDP context) and the multiple simultaneous sessions. Moreover, there are some issues about MIP solutions such as the method by which HA is know to UE. On the other hand, the GTP solutions provide the seamless service continuity with no impact on the GPRS core network, with a low complexity and cost, in particular the Alternative B, that requests only one IPsec tunnel per UE for all the sessions, in WLAN area. Moreover, solution B is the most upgradeable solution thanks to the S3A protocol. 
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