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The paper proposes how to document procedures for interoperation with pre-Rel8 SGSNs. And it proposes a MME to 2G Rel-8 SGSN Routeing Area Update information flow.

Introduction

It is under evaluation how to document the interoperation with pre-Rel8 SGSNs. It is proposed here to describe complete information flows. This implies that some messages and step descriptions are copied form 3GPP TS 23.060. However without this it is difficult to describe the specific MME and SGW behaviour and it provides a good chance of erroneous descriptions as the overall figure is not visible. Furthermore, as it is quite unlikely that such an interoperation is specified with a single trial it is useful to have a complete description to continue details that cannot be concluded immediately or to allow for easier corrections or modifications later.

Following these assumptions an MME to 2G Rel-8 SGSN Routeing Area Update information flow is proposed. 
The scenarios, functions and procedures for interoperation with pre-Rel-8 are not yet described in TS 23.401.  Some scenarios were discussed during last SA2 meeting and following assumptions are taken for these scenarios:
-
for interworking with pre-Rel8 2G/3G PLMNs the PGW contains GGSN functionality and provides Gp to the SGSN

-
to support RAU/TAU between pre-Rel8 SGSN and MME, the MME supports the Gn functionality (as for SGSN-SGSN Gn) as needed for such RAU/TAU mobility

-
a PLMN may have Rel8 and pre-Rel8 SGSNs

This paper provides an architecture figure following these assumptions and showing the interoperation roaming scenario.

According to the already applied TS 23.401 drafting principles any FFS items and other parts that need updates are marked yellow.

Discussion and Proposal

It is proposed to discuss and approve the provided interoperation information flow.

Start first addition to 23.401
Annex Y (Normative):  Interoperation with SGSNs of earlier 3GPP standards releases

Y.3
Interoperation Procedures

Y.3.1
General 

The interoperation procedures described information flows for pre-rel8 SGSNs and Rel-8 EPS network elements. All messages between SGSN and MME, between SGSN and HSS and between SGSN and PGW as well as the therein contained information elements are the same as specified for the adequate 3GPP TS 23.060 [cc] procedures. These messages and procedure step descriptions are taken from 3GPP TS 23.060 [cc] for explanatory purposes only. These descriptions are in cursive text. It cannot be assumed that the messages and procedure step descriptions that are taken from 3GPP TS 23.060 [cc] will be updated when modifications or corrections are performed for 3GPP TS 23.060 [cc].  If there are any discrepancies for these messages and procedure step descriptions 3GPP TS 23.060 [cc] takes precedence. The messages between the MME and any other node than the pre-REL8 SGSN as well as the therein contained information elements are the same as specified in the main body of this technical specification for the inter RAT Routeing Area Update procedure. If there are any discrepancies for these messages the descriptions from the main body of this Technical Specification take precedence.
Y.3.2
MME to 2G SGSN Routeing Area Update

The MME to SGSN Routeing Area Update procedure is illustrated in Figure x. 
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Figure x: MME to SGSN Routeing Area Update Procedure

1)
The UE sends a Routeing Area Update Request (old RAI, old P‑TMSI Signature, Update Type, Classmark, DRX parameters and MS Network Capability) to the new SGSN. Update Type shall indicate RA update or periodic RA update. The BSS shall add the Cell Global Identity including the RAC and LAC of the cell where the message was received before passing the message to the SGSN. Classmark contains the MS GPRS multislot capabilities and supported GPRS ciphering algorithms as defined in TS 24.008 [aa]. DRX Parameters indicates whether or not the MS uses discontinuous reception and the DRX cycle length. 

Note: This step is unmodified compared to pre-Rel-8. The UE indicates one of its registered TAIs as old RAI and the stored S-TMSI signature as old P-TMSI signature so that the SGSN can derive the old MME like specified for deriving the old SGSN.
2)
The new SGSN sends SGSN Context Request (old RAI, TLLI, old P‑TMSI Signature, New SGSN Address) to the old MME to get the MM and PDP contexts for the MS. If the new SGSN provides functionality for Intra Domain Connection of RAN Nodes to Multiple CN Nodes, the new SGSN may derive the old MME from the old RAI and the old P-TMSI (or TLLI) and send the SGSN Context Request message to this old MME. Otherwise, the new SGSN derives the old MME from the old RAI. In any case the new SGSN will derive an MME that it believes is the old MME. This derived MME is itself the old MME, or it is associated with the same pool area as the actual old MME and it will determine the correct old MME from the P-TMSI (or TLLI) and relay the message to that actual old MME. The old MME validates the old P‑TMSI Signature value, which is the old S-TMSI signature indicated by the UE, and responds with an appropriate error cause if it does not match the value stored in the old MME. This should initiate the security functions in the new SGSN. If the security functions authenticate the UE correctly, the new SGSN shall send an SGSN Context Request (old RAI, TLLI, MS Validated, New SGSN Address) message to the old MME. MS Validated indicates that the new SGSN has authenticated the UE. If the old P‑TMSI Signature was valid or if the new SGSN indicates that it has authenticated the UE, the old MME responds with SGSN Context Response (MM Context, PDP Contexts, NRS). If the UE is not known in the old MME, the old MME responds with an appropriate error cause. The old MME stores the New SGSN Address, to allow the old eNB or SGW or not at all (FFS) to forward data packets to the new SGSN. The old MME starts a timer. The new SGSN shall ignore the MS Network Capability contained in MM Context of SGSN Context Response only when it has previously received an MS Network Capability in the Routeing Area Update Request. NRS indicates MS support of the network requested bearer control to the new SGSN.

Note: This step is for the SGSN unmodified compared to pre-Rel-8. The MME needs to map EPS bearer information to PDP contexts; this mapping is FFS.


FFS whether and how to perform any data forwarding from eNodeB or SGW to the SGSN.
3)
Security functions may be executed. These procedures are defined in clause "Security Function" of 3GPP TS 23.060 [cc]. Ciphering mode shall be set if ciphering is supported. If the SGSN Context Response message did not include IMEISV and ADD is supported by the SGSN, the SGSN retrieves the IMEISV from the MS.


If the security functions fail (e.g. because the SGSN cannot determine the HLR address to establish the Send Authentication Info dialogue), the Inter SGSN RAU Update procedure fails. A reject shall be returned to the MS with an appropriate cause.
Note: This step is unmodified compared to pre-Rel-8.
4)
The new SGSN sends an SGSN Context Acknowledge message to the old MME. The old MME marks in its context that the information in the GWs and the HSS are invalid. This triggers the GWs, and the HSS to be updated if the UE initiates a Tracking Area Update procedure back to the old MME before completing the ongoing Routeing Area Update procedure. If the security functions do not authenticate the UE correctly, then the routeing area update request shall be rejected, and the new SGSN shall send a reject indication to the old MME. The old MME shall continue as if the SGSN Context Request was never received.

Note: The SGSN operation is unmodified compared to pre-Rel-8. The handling within the MME may need further alignment with the Rel-8 inter RAT RAU, e.g. FFS whether this informs the old MME that the new SGSN is ready to receive data packets belonging to the activated PDP contexts and how to perform any data forwarding from eNodeB or SGW to the SGSN.
4a)
If the UE is in LTE_Active state in the old MME the old MME sends a Data Forward Command (RAB ID, Transport Layer Address, S1 Transport Association) message to the eNodeB. Upon receipt of the Data Forward Command message from the MME, the eNodeB shall start data forwarding.

Note: This step describes pre-Rel-8 SGSN and RNC behaviour to be executed by the MME and eNB. Further evaluations needed, e.g. Data forwarding is FFS.
5)
The old eNodeB duplicates the buffered N‑PDUs and starts tunnelling them to the new SGSN. Additional N‑PDUs received from the SGW before the timer described in step 2 expires are also duplicated and tunnelled to the new SGSN. No N‑PDUs shall be forwarded to the new SGSN after expiry of the timer described in step 2.

Note: This step describes pre-Rel-8 SGSN and RNC behaviour to be executed by the SGW and eNB. Further evaluations needed, e.g. Data forwarding is FFS.
6)
The new SGSN sends Update PDP Context Request (new SGSN Address, TEID, QoS Negotiated, serving network identity, CGI/SAI, RAT type, CGI/SAI/RAI change support indication, NRS) to the PDN GWs concerned. The SGSN shall send the serving network identity to the PDN GW. NRS indicates SGSN support of the network requested bearer control. The SGSN shall only indicate that it supports the procedure if it supports it and it is indicated that the MS also supports it in the SGSN Context Response message as described above. If the NRS is not included in the Update PDP Context Request message the PDN GW shall, following this procedure, perform a GGSN-Initiated PDP Context Modification to change the BCM to 'MS-Only' for all PDP-Address/APN-pairs for which the current BCM is 'NW_Only'. The PDN GWs update their PDP context fields and return Update PDP Context Response (TEID, Prohibit Payload Compression, APN Restriction, CGI/SAI/RAI change report required). The Prohibit Payload Compression indicates that the SGSN should negotiate no data compression for this PDP context.
Note: This step is unmodified compared to pre-Rel-8.
7)
The new SGSN informs the HLR of the change of SGSN by sending Update Location (SGSN Number, SGSN Address, IMSI, IMEISV) to the HLR. IMEISV is sent if the ADD function is supported.
Note: This step is unmodified compared to pre-Rel-8.
8)
The HLR sends Cancel Location (IMSI, Cancellation Type) to the old SGSN with Cancellation Type set to Update Procedure. If the timer described in step 2 is not running, the old MME removes the MM and EPS bearer contexts. Otherwise, the contexts are removed only when the timer expires. It also ensures that the MM and EPS bearer contexts are kept in the old MME in case the UE initiates another  tarcking area update before completing the ongoing routeing area update to the new SGSN. The old MME acknowledges with Cancel Location Ack (IMSI).

Note: The HSS operation is unmodified compared to pre-Rel-8. The handling within the MME may need further alignment with the Rel-8 inter RAT RAU, e.g. It is FFS whether the old MME or the eNodeB need to complete any forwarding of N‑PDUs.
8a)
When the old MME removes the MM context, the old MME deletes the EPS bearer resources by sending Delete Bearer Request (TEID) messages to the Serving GW. Cause indicates to the old Serving GW that the old Serving GW shall not initiate a delete procedure towards the PDN GW.
9)
The HLR sends Insert Subscriber Data (IMSI, GPRS Subscription Data) to the new SGSN. The new SGSN validates the UE's presence in the (new) RA. If due to regional subscription restrictions or access restrictions the MS is not allowed to be attached in the RA, the SGSN rejects the Routeing Area Update Request with an appropriate cause, and may return an Insert Subscriber Data Ack (IMSI, SGSN Area Restricted) message to the HLR. If all checks are successful, the SGSN constructs an MM context for the MS and returns an Insert Subscriber Data Ack (IMSI) message to the HLR.


Note: This step is unmodified compared to pre-Rel-8.
10)
The HLR acknowledges the Update Location by sending Update Location Ack (IMSI) to the new SGSN.

Note: This step is unmodified compared to pre-Rel-8.
11)
The new SGSN validates the UE's presence in the new RA. If due to roaming restrictions or access restrictions the UE, is not allowed to be attached in the SGSN, or if subscription checking fails, the new SGSN rejects the routeing area update with an appropriate cause. If all checks are successful, the new SGSN constructs MM and PDP contexts for the UE. A logical link is established between the new SGSN and the UE. The new SGSN responds to the UE with Routeing Area Update Accept (P‑TMSI, P‑TMSI Signature, Receive N‑PDU Number). Receive N‑PDU Number contains the acknowledgements for each acknowledged-mode NSAPI used by the MS, thereby confirming all mobile-originated N‑PDUs successfully transferred before the start of the update procedure.
Note: This step is unmodified compared to pre-Rel-8. It is FFS whether and how N-PDU numbers are used, e.g. the MME may set the numbers to 0 when creating a context for transferring to the SGSN.
12)
The UE acknowledges the new P‑TMSI by returning a Routeing Area Update Complete (Receive N‑PDU Number) message to the SGSN. Receive N‑PDU Number contains the acknowledgements for each acknowledged-mode NSAPI used by the MS, thereby confirming all mobile-terminated N‑PDUs successfully transferred before the start of the update procedure. If Receive N‑PDU Number confirms reception of N‑PDUs that were forwarded from the old SGSN, these N‑PDUs shall be discarded by the new SGSN. LLC and SNDCP in the UE are reset.

Note: This step is unmodified compared to pre-Rel-8. It is FFS whether and how N-PDU numbers are used, e.g. the UE might ignore any received N-PDU numbers. 
13) 
When the timer started in step 2) expires the Old MME releases any eNodeB and Serving GW resources (not shown in the flow).
In the case of a rejected routeing area update operation, due to regional subscription, roaming restrictions, access restrictions (see TS 23.221 [80] and TS 23.008 [79]) or because the SGSN cannot determine the HLR address to establish the locating updating dialogue, the new SGSN shall not construct an MM context. A reject shall be returned to the UE with an appropriate cause. The UE does not re-attempt a routeing area update to that RA. The RAI value shall be deleted when the UE is powered-up.

If the new SGSN is unable to update the PDP context in one or more PDN GWs, the new SGSN shall deactivate the corresponding PDP contexts as described in clause "SGSN-initiated PDP Context Deactivation Procedure". This shall not cause the SGSN to reject the routeing area update.

The PDP Contexts shall be sent from old MME to new SGSN in a prioritized order, i.e. the most important PDP Context first in the SGSN Context Response message. (The prioritization method is implementation dependent, but should be based on the current activity).

The new SGSN shall determine the Maximum APN restriction based on the received APN Restriction of each PDP context from the PDN GW and then store the new Maximum APN restriction value.

If the new SGSN is unable to support the same number of active PDP contexts as received from old SGSN, the new SGSN should use the prioritisation sent by old SGSN as input when deciding which PDP contexts to maintain active and which ones to delete. In any case, the new SGSN shall first update all contexts in one or more PDN GWs and then deactivate the context(s) that it cannot maintain as described in subclause "SGSN-initiated PDP Context Deactivation Procedure". This shall not cause the SGSN to reject the routeing area update.

If the timer described in step 2 expires and no Cancel Location (IMSI) was received from the HLR, the old SGSN stops forwarding N‑PDUs to the new SGSN.

If the routeing area update procedure fails a maximum allowable number of times, or if the SGSN returns a Routeing Area Update Reject (Cause) message, the MS shall enter IDLE state.
The CAMEL procedure are FFS, i.e. if following CAMEL procedure calls shall be performed is FFS, see referenced procedures in TS 23.078 [8b]:
C1)
CAMEL_GPRS_PDP_Context_Disconnection, CAMEL_GPRS_Detach and CAMEL_PS_Notification.

They are called in the following order:

-
The CAMEL_GPRS_PDP_Context_Disconnection procedure is called several times: once per PDP context. The procedure returns as result "Continue".

-
Then the CAMEL_GPRS_Detach procedure is called once. The procedure returns as result "Continue".

-
Then the CAMEL_PS_Notification procedure is called once. The procedure return as result "Continue".

C2)
CAMEL_GPRS_Routeing_Area_Update_Session and CAMEL_PS_Notification.

They are called in the following order:

-
The CAMEL_GPRS_Routeing_Area_Update_Session procedure is called. The procedure returns as result "Continue".

-
Then the CAMEL_PS_Notification procedure is called. The procedure returns as result "Continue".

C3)
CAMEL_GPRS_Routeing_Area_Update_Context.

This procedure is called several times: once per PDP context. It returns as result "Continue".
End of first addition to 23.401
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