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Introduction

At SA2#58 in Orlando, paper S2-072812 was approved for inclusion in TR 23.826 as an architecture alternative for VCC for IMS Emergency. This paper builds upon this architecture by documenting the following call flows:
1. Emergency Call Initiation in IMS.
2. Domain Transfer from IMS to CS (PSAP in the PSTN)

3. Domain Transfer from IMS to CS (VoIP capable PSAP)

4. Domain Transfer (Hand-back) from CS to IMS (PSAP in the PSTN)

5. Domain Transfer (Hand-back) from CS to IMS (VoIP capable PSAP)

Proposal

Agree on the following call flows for inclusion in TR 23.826
Note to Editor: As an up-to-date TR is unavailable, please ensure that this section is added in with the content of S2-072812 that was agreed in Orlando.
**** Begin New Text ****
x.x.x  
Information Flows
x.x.x.1
Call Initiation
x.x.x.1.1
Calls established in IMS
The figure x.x.x.1.1-1 provides an example flow for an emergency session established in IMS, illustrating how the emergency session is anchored and how the session transfer identifiers are transported back to the UE.
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Figure x.x.x.1.1-1: VCC UE initiating an emergency session in IMS
NOTE 1: A pre-requisite is for the VCC UE to be IMS Emergency Registered if located in a VPLMN or located in the HPLMN are not already IMS Registered.
1. The VCC UE generates a SIP INVITE containing the UE’s location information or reference (if available).
2. The P-CSCF selects an E-CSCF and forwards the INVITE to the E-CSCF.
3. The E-CSCF sends the INVITE to the DTF.  

NOTE 2: The E-CSCF is configured with the address of the DTF located in a local IMS network designated to perform the functions of call/session anchoring and domain transfers in a particular geographical region. 
4. The DTF (acting as a routing B2BUA) anchors the emergency session, i.e. the DTF is inserted in the signalling path which invokes a 3pcc for enablement of Domain Transfers for the call as specified in TS 23.206.
5. The DTF creates an INVITE and sends it back to E-CSCF.

6. The E-CSCF sends the INVITE to the ECS

NOTE 3: In this example, the Emergency Call Server (ECS) is used as defined in 23.167. It this case, it consists of a Location Retrieval function (LRF) and a Redirect Server.
7. The ECS obtains the UE’s location (if not provided in the INVITE), selects the most appropriate PSAP based on the UE’s location and allocates the ESRN and ESQK.

8. The ECS sends a SIP REDIRECT to the E-CSCF containing the ESRN and ESRK.

9. The E-CSCF uses the ESRN received in the call redirect message to format an INVITE message, and it sends it to the MGCF.

10. The MGCF performs the necessary interworking of the INVITE and formulates an IAM containing the ESQK and sends it to the PSAP.

11. The MGCF initiates 183 Session Progress through the IMS core back to the UE
12. Call set-up continues with the PSAP sending ACM/ANM back to the MGCF which is interworked into a 200OK and sent through the IMS Core Network. 
13. The DTF receives the 200 OK from the E-CSCF and allocates a Session Transfer Number (STN) that are used by the UE to initiate domain transfer requests.
14. The DTF sends the 200 OK to the E-CSCF

15. The E-CSCF sends the 200 OK to the P-CSCF

16. The P-CSCF sends the 200 OK to the UE

17. The UE stores the STN.
x.x.x.2
Initial Domain Transfer from IMS to CS

x.x.x.2.1
PSAP in the PSTN

The figure x.x.x.2.1-1 provides an example flow for domain transfer of an emergency session (originally established in the PS domain) towards the CS domain. In this example, the PSAP is located in the PSTN.
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Figure x.x.x.2.1-1: VCC UE performing initial domain transfer to CS domain (PSAP in the PSTN)  
1. The UE detects the necessary conditions and determines the need for domain transfer
2. The UE establishes the transfer leg of the emergency session towards the E-RUA by setting up an Emergency Call in the CS domain containing the Session Transfer Number (STN). The call set-up may also include updated location information for the UE.

3. The VMSC uses the STN to determine how to route the call and decides that the emergency call needs to be routed to the E-RUA. The VMSC routes the call to the MGCF.
4. The MGCF performs the necessary interworking of the IAM and sends an INVITE to the I-CSCF containing the STN as a Tel-URI in the Request-URI.

NOTE 4: The Tel-URI is treated as a PSI in IMS
5. The I-CSCF routes the INVITE to the E-RUA based on one of the PSI based application server termination procedures (i.e. indirect PSI routing or direct PSI routing) defined in TS 23.228
NOTE 5: Direct PSI routing to the E-RUA is shown above

6. The E-RUA acts as a remote user agent on behalf of the user in CS access and presents the emergency session to the E-CSCF as an emergency call originated in IMS. The INVITE towards the E-CSCF contains a Location Object [ref: RFC 4119] populated with the location information that was sent in from the UE during call set-up.

7. The E-CSCF routes the INVITE to the DTF

8. The DTF uses the STN to identify the anchored call/session and then completes the establishment of the Access Leg via the CS domain. 
9. The DTF then performs the domain transfer by updating the remote leg with the connection information (SDP) of the newly established Access Leg by sending a Re-INVITE to the E-CSCF with the updated location information.

10. The E-CSCF routes the INVITE to the ECS.

11. If the UE did not provide updated location information, The ECS obtains this from the GMLC/LIS. The ECS stores the location information against the currently allocated ESQK.
12. The ECS sends the Re-INVITE back to the E-CSCF

13. The E-CSCF forwards the Re-INVITE to the MGCF associated with the PSAP
14. When session modification procedures complete, the source access leg (i.e. the access leg previously established over IMS) is released.
x.x.x.2.2
VoIP capable PSAP
The figure x.x.x.2.2-1 provides an example flow for domain transfer of an emergency session (originally established in the PS domain) towards the CS domain. In this example, the PSAP is located in IP network.
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Figure x.x.x.2.2-1: VCC UE performing initial domain transfer to CS domain (PSAP in the IP Network)  
Steps 1-12 and Step 15 are the same as Figure x.x.x.2.1-1.

In Step 13, the Re-INVITE is extended all the way to the PSAP. The u-plane path (between the UE and the PSAP) is switched end-to-end.

NOTE 6: This example shows updated location information being sent to the PSAP. It is a recognized limitation in some emergency specifications where by the updated location cannot be sent to the PSAP, for example during standard CS-CS radio handovers.  

x.x.x.3
Hand-back Domain Transfer from CS to IMS

x.x.x.3.1
PSAP in the PSTN

The figure x.x.x.3.1-1 provides an example flow for domain transfer of an emergency session in the CS domain (that was originally established in the PS domain) being handed back to the PS domain. In this example, the PSAP is located in the PSTN.
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Figure x.x.x.3.1-1: VCC UE performing hand-back to the PS domain (PSAP in the PSTN)  
1. The UE detects the necessary conditions and determines the need for domain transfer
NOTE 7: In this case as the UE is doing a hand-back, it assumed that the user is IMS registered or IMS emergency registered.
2. The UE sends a request for domain transfer from CS to IMS by setting up an IMS originated Emergency session (towards the P-CSCF) containing the Session Transfer Number (STN). This establishes the transfer leg of the emergency call (i.e. the new access leg via IMS). The INVITE may also include updated location information for the UE.

3. The P-CSCF routes the INVITE to the E-CSCF.
4. The E-CSCF routes the INVITE to the DTF

5. The DTF uses the STN to identify the anchored call/session and then completes the establishment of the Access Leg via IMS 

6. The DTF then performs the domain transfer by updating the remote leg with the connection information (SDP) of the newly established Access Leg by sending a Re-INVITE to the E-CSCF with the updated location information.

7. The E-CSCF routes the INVITE to the ECS.

8. If the UE did not provide updated location information, The ECS obtains this from the GMLC/LIS. The ECS stores the location information against the currently allocated ESQK.

9. The ECS sends the Re-INVITE back to the E-CSCF

10. The E-CSCF forwards the Re-INVITE to the MGCF associated with the PSAP.
11. When session modification procedures complete, the source access leg (i.e. the access leg previously established over CS) is released.
x.x.x.3.2
VoIP capable PSAP

The figure x.x.x.3.2-1 provides an example flow for domain transfer of an emergency session in the CS domain (that was originally established in the PS domain) being handed back to the PS domain. In this example, the PSAP is located in IP network.
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Figure x.x.x.3.2-1: VCC UE performing hand-back to the PS domain (PSAP in the IP Network)  
Steps 1-9 and Step 11 are the same as Figure x.x.x.3.1-1.

In Step 10, the Re-INVITE is extended all the way to the PSAP. The u-plane path (between the UE and the PSAP) is switched end-to-end.

NOTE 8: This example shows updated location information being sent to the PSAP. It is a recognized limitation in some emergency specifications where by the updated location cannot be sent to the PSAP, for example during standard CS-CS radio handovers.  

**** End New Text ****
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