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Abstract of the contribution:
This contribution identifies the issue in the case that UE is forced to detach from 3GPP access when UE handovers from 3GPP access to non3GPP access. 
It is proposed to agree on that EPC supports 3GPP-non3GPP handover with maintaining the attach state in the 3GPP access.
1. Introduction
At the initial deployment scenario of EPC, an operator may not be able to install IMS together with EPC installation. 
In this contribution, it is discussed that EPC shall be possible to maintain UE attach state in 3GPP access for handover procedures between 3GPP and non3GPP access systems in order to support above scenarios.

2. Handover between 3GPP-non3GPP without IMS deployment
At the initial EPC introduction stage, there might be an EPC deployment scenario where IMS is not yet ready but operator accommodates various accesses with mobility support between 3GPP and non3GPP accesses. This may happen if an operator wants to expand the overall wireless access capabilities for data services, e.g. use WiFi access for large file download if available.
Another might be that an operator cannot provide voice services over non3GPP access due to uncertainty of the wireless quality or regulation reason.
In this deployment, one situation is that UE attaches to 3GPP access, e.g. LTE access, and receiving a PS service, e.g. internet. After this, when UE handovers to non3GPP accesses for data service, EPC shall still be able to provide CS service reachability to the UE. This mean it is inevitable for 3GPP access to maintain attach state, otherwise it is not possible to page the UE. If dual radio is possible, paging will be performed via 3G access.
In order to achieve CS service over 3GPP access systems side even after UE handovers to non3GPP access system, it is inevitable that EPC system maintains the attach state for 3GPP access.
3. Conclusion
It is proposed to agree on the above conclusion and the following text proposal.
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5.6.1
Handovers without Optimizations

<This section contains flows for supporting handovers without optimizations>

The following high-level flows show the handover principle for mobility between 3GPP and non-3GPP accesses. 

5.6.1.1
Network Based Mobility

For network-based mobility, the following principle is followed:

Handover to non-3GPP Accesses:
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Figure 5.6.1.1-1.  High-level handover flow for handovers towards non-3GPP accesses for
network-based mobility handling.
1)
The UE detects a Non-3GPP access system while the communication takes place on the 3GPP access system. The mechanisms that aid the UE to discover the trusted non-3GPP IP access system are specified in section 5.3 (Network Discovery and Selection).
2)
The UE first carries out the initial RAT-specific attach procedures with the non-3GPP access (these procedures are outside the scope of 3GPP). It then authenticates itself with the network. After successful authentication and authorization, L2/L3 connectivity between the UE and GW is established. This includes the establishment of an IPsec tunnel if necessary.

Editor’s Note:
The mechanism for mobility protocol selection is FFS. 

NOTE:
As part of the authentication procedure, the IP address of the PDN or Serving GW that anchors the UE is conveyed to the non-3GPP Access GW.

3)
The UE triggers the L3 attach procedure. In case of a handover towards a non-trusted non-3GPP access, the successful establishment of the IPsec tunnel provides the trigger for step 4.

4)
The mobility agent (i.e. MAG) on non-3GPP Access GW (e.g. the ePDG or WiMAX ASN) performs the path update (i.e. Proxy Binding Update) with the mobility anchor that is either located on PDN GW or Serving GW – depending on the mobility scenario and the operator policies.

5)
After a successful path update, the non-3GPP Access GW indicates to the UE that the handover is completed (e.g. by sending an IPv6 RA).

Handover to 3GPP Accesses:


<This sub-clause provides the placeholder for the high-level flow for handovers from non-3GPP accesses to 3GPP accesses>

The detailed flows for handovers involving the S2a and S2b interfaces are provided as part of Annex C.1 and Annex C.2 respectively.
Editor’s note: it shall be possible that handover procedure from non3GPP to 3GPP access systems supports the scenario where UE is attached in target 3GPP access system before the handover.
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