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This contribution discusses a method for mobility management mode selection.
Discussion

In current TS 23.402, there are 2 kind of mobility management protocols defined, one is host based MIP, the other is network based MIP, i.e. Proxy MIP.
The host based MIP needs the support from the UE, while the proxy MIP needs the support from the non 3GPP IP access, i.e. the support of it in MAG. For MIPv4 FA mode, there must be an FA function in non 3GPP IP access, e.g. in ePDG. 
It was proposed in previous meetings that the mobility protocol to be used in non 3GPP IP access should be negotiated during the UE attaches to EPS. This is only applicable when UE attaches first to EPS and then moves to non 3GPP IP access. For UE which turns on in non 3GPP IP access, mechanism other than this is needed. Some non 3GPP IP access system, e.g. WiMax, supports the mobility mode selection between host based MIP and network based MIP. But for non trusted non 3GPP IP access, the mobility mode selection is between UE and ePDG, non 3GPP specific way is not applicable here. And even for trusted non 3GPP IP access, the non 3GPP specific way is not always applicable, e.g. the mechanism used in WiMax v1.0.0 is to select CMIPv4 or HMIPv4 which is different from HMIPv6 we are talking about in TS 23.402.
An alternative mechanism for mobility management mode selection is proposed and shown in figure 1. In this mechanism, it is assumed that the UE and non 3GPP IP access system supports IPv6. 
In step 1, the UE is authenticated, PDN GW selection information is returned to Non 3GPP IP access, which is the entity acting as an authenticator for the non 3GPP IP access.

In Step 2, the authenticator selects PDN GW for the UE. The authenticator may additionally get the capability of the PDN GW, e.g. the capability to support PMIPv6.
In step 3, the non 3GPP IP access send router advertisement to the UE, in which the M/O flag is set to 1, so that the stateful IP address configuration mode is selected. 
In Step 4, the UE sends DHCP discovery to the non 3GPP IP access. If the UE supports MIPv6 and prefer to use it, the UE includes its home network identity (e.g. an FQDN) into the DHCP discovery message. When the non 3gpp IP access system get the DHCP discovery, it checks the home network identity, if it’s included, the non 3GPP IP access system determine that the UE supports MIPv6.
In step 5, the non 3GPP IP access system decides the mobility management mode to be used by the UE according to system policy, its capability, the UE’s capability, the UE’s subscription information, and optionally the capability of the selected PDN GW. 
If the host based MIPv6 is chosen:

In step 6, 7, the non 3GPP IP access system relays the DHCP discovery from the UE to the DHCP server located in VPLMN to allocate Care-of-Address for the UE. After getting the DHCP reply from the DHCP server, the non 3GPP IP access adds the P-GW IP address into the DHCP reply, and relays DHCP reply it to the UE.

In step 8, the UE checks the DHCP reply message, if the P-GW IP address is included, then the host based MIP is chosen.
In step 9, the UE continue with DHCP procedure.

In step 10, the UE establishes IPSec with P-GW, and configures its home of address, and binding its CoA with HoA by using host based MIPv6.
If the Proxy MIPv6 is chosen:

Step 6, the MAG in the non 3GPP IP access sends PMIP binding update to the P-GW, which is selected after access authentication. Before doing so, the MAG may need to establish security association with P-GW if it does not exist. The HoA is allocated by the P-GW during PMIP binding procedure. 
Step 7, the MAG acts as a DHCP server, and send a DHCP reply message to the UE, the HoA is included but no P-GW IP address. UE checks the P-GW IP address field, if it’s not included, the UE deduce that PMIP is chosen.
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Figure 1: mobility management mode selection during DHCP exchange
Proposal
We propose to add a section for the discussion on the selection of mobility management mode. 
/***************** Start of first change ******************/

5.4.x
Mobility management mode selection
< This subclause will contain details on mobility management mode selection (e.g. principles and procedures for mobility management mode selection)>
When UE initially attaches to the non 3GPP IP access, or when the UE hands over to a non 3GPP IP access, the mobility management mode need to be selected, i.e. the UE and the non 3GPP IP access system need to determine which mobility management protocol is to be used: PMIPv6, DSMIPv6, or MIPv4 FA mode. 
If the UE is registered in the 3GPP access system before it moves to the non 3GPP IP access system, it may negotiate the mobility management mode during its registration to the 3GPP IP access system. Then no negotiation is needed when it attaches or hands over to the non 3GPP IP access system, or,
If the non 3GPP IP access system is trusted, the mobility management mode selection can be based on a non 3GPP specific way, or,
If the non 3GPP IP access system is not trusted, the mobility management mode selection can be handled during the IKE exchange between UE and ePDG for establishment of the IPSec tunnel between them, or,

A mechanism based on DHCP exchange is used for mobility management mode selection if the non 3GPP IP access supports it.
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