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1 Introduction

This contribution is proposing to introduce generic signaling flows for the optimized handover between 3GPP and the selected non-3GPP networks (i.e. CDMA2000 and WiMax).  The rationale behind the need to generalize the procedures for the optimized handover flows between the two access systems and 3GPP access is further analysed in S2-073438 and S2-073439.
2 Proposal

It is proposed to agree on the signaling flows and incorporate them in the relevant sections in 3GPP TS 23.402.

>>>>>>>>>>>>>>>>New text to be added <<<<<<<<<<<<<<<<<<<<<<
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Fig.x: Optimised Handover from 3GPP Access to Trusted non-3GPP IP Access
1) The NodeB/eNodeB in the 3GPP Access system indicates to the UE to initiate the handover procedure to the trusted non-3GPP IP access. This procedure is triggered by certain thresholds based on measurements performed by the UE to the non-3GPP radio access system and reported to the 3GPP Access system.This procedure is described in TR 36.938.
2) The UE exchanges transparent container 3GPP NAS signalling messages with the MME/SGSN containing the trusted non-3GPP IP access NAS signalling and relevant parameters that would allow the UE to attach to the trusted non-3GPP IP Access System. More details for the relevant parameters required in this step for CDMA2000 can be found in section C.x.x.1 and for WiMax in section C.x.x.2.
3) In case the 3GPP and non-3GPP systems do not share the same security context. In an opposite case this step can be omitted. The UE performs access authentication and authorization in the non-3GPP access system using the MME/SGSN and the trusted non-3GPP IP access Gateway as an authentication relays. The 3GPP AAA server authenticates and authorizes the UE for access in the trusted non-3GPP system. The 3GPP AAA server returns the PDN-GW address to the trusted non-3GPP access system at this step (upon successful authentication and authorization).
4) In case packet forwarding of downlink packets is required it is happening in this step, This is taking place between the SGW/SGSN of the 3GPP system to the gateway in the trusted non-3GPP IP Access system.

5) The UE performs the connection (i.e. radio connection) to the trusted non-3GPP IP Access system. This is an access specific mechanism. It is described in more in TR 36.938 for CDMA2000 and WiMax. As a result of this step the gateway in the trusted non-3GPP IP Access system is informed in order to request the PCC rules that apply to this UE and update the user plane tunnel.
6) The entity in the Trusted non-3GPP IP Access acting as a PCEF sends an Indication of IP CAN Session Establishment to the PCRF(IMSI, MME Context ID, MN-NAI) to obtain the rules required for the Serving GW to function as a PCEF for the Bearer established as a result of the L3 Attach procedure in the Trusted non-3GPP IP Access.
7) The PCRF sends to the entity in the Trusted non-3GPP IP Access acting as a PCEF an “Acknowledge of IP CAN Session Establishment” message including QoS policy rules enabling the PCEF function in the Trusted non-3GPP IP Access acting as a PCEF.
8) The entity in the Trusted non-3GPP IP Access acting as a MAG sends a Proxy Binding Update to the PDN GW.
9) If the PDN GW requires configuration for enforcing policy, the PDN GW sends an Indication of “IP CAN Session Establishment” message to the PCRF.
10) If the PDN GW has requested an IP CAN session, the PCRF responds to the PDN GW with an “Acknowledge of IP CAN Session Establishment” message.  This message includes the Policy and Charging rules provisioned to the PDN GW initially.
11) The PDN GW processes the proxy binding update and updates the  binding cache entry for the UE. The PDN GW confirms the IP address(es) for the UE sending a proxy binding acknowledgement (PBA) to the MAG function in Trusted Non-3GPP IP Access, including the IP address(es) allocated for the UE.

12) After the completion of the path update the Gateway in the trusted non-3GPP IP Access initiates the release of the resources in the 3GPP Access system.

13) The MME/SGSN initiates the termination of S1 tunnel/Iu-PS connection for the UE.

14)  The eNodeB/NodeB terminates the RRC connection and releases the radio resources.
C x.x 3GPP Access Optimised Handover to Trusted non-3GPP IP Access
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Fig.x: Optimised Handover from Trusted non-3GPP IP Access to 3GPP Access
1) The Base Station in the trusted non-3GPP IP access indicates to the UE to initiate the handover procedure to 3GPP Access system. This procedure is triggered by certain thresholds based on measurements performed by the UE to the 3GPP radio access system and reported to the non-3GPP Access system. This procedure is described in TR 36.938 and the equivalent specifications of the non-3GPP access system.

2) The UE sends a transparent container to the gateway in the trusted non-3GPP IP access containing the 3GPP access relevant parameters (i.e. S-TMSI, old TAI, active flag) that would allow the UE to attach to the trusted non-3GPP IP Access System. 
3) The gateway in the trusted non-3GPP IP access forwards the handover request to the MME/SGSN. This message includes the UE’s identity and address(es) of the PDN GW(s) that UE is connected.

4) The MME/SGSN acknowledges the Handover Request message. At this stage a bidirectional tunnel might be established in order to be used for packet forwarding between the two access systems. More details for the relevant parameters required in this step for CDMA2000 can be found in section C.x.x.1 and for WiMax in section C.x.x.2.
5) The gateway in the trusted non-3GPP IP Access system acknowledges message to the UE and sends the necessary parameters that will allow the UE to handover to the 3GPP Access System. More details for the relevant parameters required and the details of the procedure are described in TR 36.938 .
6) In case the 3GPP and non-3GPP systems do not share the same security context. . In an opposite case this step can be omitted. The UE contacts the MME/SGSN using the trusted non-3GPP IP access gateway as relay to contact the HSS and authenticates the UE. As part of the authentication procedure, the IP address of the PDN GW that needs to be used is conveyed to the MME/SGSN.
7) In case packet forwarding of downlink packets is required it is happening in this step, This is taking place between the gateway in the trusted non-3GPP IP Access system to the SGW/SGSN.

8) The UE performs the connection (i.e. radio connection) to the trusted 3GPP Access system. This is an access specific mechanism. More details for the relevant parameters required and the details of the procedure are described in TR 36.938.
9) The MME/SGSN selects a serving GW as described in TS 23.401 and sends a Create Default Bearer Request (including IMSI, MME Context ID (SGSN equivalent is TBD), and PDN-GW address) message to the selected Serving GW. For IETF based S5, the MN-NAI is also included in the message. 
10) The Serving GW sends an “Indication of IP CAN Session Establishment” message to the PCRF(IMSI, MME Context ID, MN-NAI) to obtain the rules required for the Serving GW to function as a PCEF for the Bearer established as a result of the handover procedure.

11) The PCRF sends to the Serving GW an “Acknowledge of IP CAN Session Establishment” message including QoS policy rules enabling the Serving GW to perform as a PCEF.

12) The Serving GW sends a Proxy Binding Update to the PDN GW.

13) If the PDN GW requires configuration for enforcing policy, the PDN GW sends an Indication of IP CAN Session Establishment message to the PCRF.
14) If the PDN GW has requested an IP CAN session, the PCRF responds to the PDN GW with an Acknowledge of IP CAN Session Establishment.  This message includes the Policy and Charging rules provisioned to the PDN GW initially.
15) The PDN GW responds with a PMIP Binding Ack to the Serving GW.
16) The Serving GW returns a Create Default Bearer Response message to the MME/SGSN as specified in TS 23.401. This message also includes the IP address of the UE. This message also serves as an indication to the MME/SGSN that the binding has been successful. At this step the PMIP6 or GTP tunnel is established. A number of dedicated EPS bearers may need to be also established at this step depending on the number of active dedicated EPS bearers that are indicated in the following step following the procedure described in TS 23.401.
17) Radio and Access bearers are established at this step in the 3GPP access as specified in TS 23.401 or TS 23.060.
15) After the completion of the path update and the establishment of radio and access bearer in the 3GPP Access. The MME/SGSN initiates the release of the resources in the non-3GPP Access system.
16) The Base Station in the non-3GPP Access terminates the connection for this UE and de-allocates the radio resources for this UE.
>>>>>>>>>>>>>>>>>>>>>>End of new text <<<<<<<<<<<<<<<<<<
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