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Abstract of the contribution: this contribution fill in the missing text in section 4.3 on high level functions of the EPS in 23.402
Background
This contribution provides high level functions descriptions necessary in section 4.3 in 23.402

Proposal

 Is proposes the following text is agreed for inclusion in section 4.3 of 3G TS 23.402.
4.3
High Level Functions

<This section explains the high level functions (eg charging, encryption) used for EPS enhancements>
4.3.1
General

The following list gives the logical functions performed within this system. Several functional groupings (meta functions) are defined and each encompasses a number of individual functions:

-
Network Access Control Functions.

-
Packet Routeing and Transfer Functions.

-
Mobility Management Functions.

-
Radio Resource Management Functions.

-
Network Management Functions.
- 
Selection function
-
Domain Name Service Function
4.3.2
Network access control functions

4.3.2.1
General

Network access is the means by which a user selects an access network and is connected or gains access to the to the evolved packet core system. 

4.3.2.2
Network/Access network selection

It is the means by which a UE selects a PLMN/Access network from which to gain IP connectivity. The network/access network selection procedure varies for different access technologies.  For 3GPP access networks, architectural impacts stemming from support for network/access network selection procedures for 3GPP access are described in 3GPP TS 23.401 [4].
4.3.2.3
Authentication and Authorisation Function

This function performs the identification and authentication of the service requester, and the validation of the service request type to ensure that the user is authorised to use the particular network services. The authentication function in the EPC is related to EPC user identification and authorization of access to EPC services. The PDN GW may also perform authentication and authorization for PDN access. Authentication and authorization to gain non 3GPP access service is outside the scope of this document.
4.3.2.4
Admission Control Function

The admission control function is the ability of the network to determine whether a request to admit a user to benefit from an EPC service can be met by the network without compromising the service delivered to other users.
4.3.2.5
Policy and Charging Enforcement Function

This includes all the functionality of PCEF as defined by 3GPP TS 23.203 [6]. The PCEF encompasses service data flow detection, policy enforcement and flow based charging functionalities as defined in 3GPP TS 23.203 [6].

4.3.2.6
Lawful Interception

Lawful interception refers to the capability of complying with mandatory requirements in various regions to provide law enforcement authorities with content of communication and other information related to subscriber activity when using the EPS, including location information.
4.3.3
Packet routeing and transfer functions

4.3.3.1
General

The packet routeing and transfer functions are necessary to handle the user plane of user communication. This implies also determining what the next hop is to forward an incoming packet, as well as inspecting packets to implement filtering rules. Encapsulation or decapsulation of a packet into from another packet for tunnelling may be part of a forwarding decision, in order to support mobility of users. 
4.3.3.2
IP Header Compression function

This function ensures that the bandwidth over the wireless links of the EPS is used more efficiently by removing redundant information in IP headers, using compression techniques. This function is part of the E-UTRAN, and it is also described in 23.401[4]. Whether a non 3GPP access supports or not IP header compression is outside the scope of this document.
4.3.3.3
Ciphering function

This function ensures that data or signalling sent by a source are kept confidential with a receiver from the inspection of a third party. This function is part of the E-UTRAN (for user plane), and of the MME (for signalling between UE and EPC) and it described also in 23.401[4]. Whether a non 3GPP access supports or not ciphering  is outside the scope of this document.
4.3.3.4
Integrity protection
This function ensures that data or signalling sent by a source are received unaltered by the receiver. This is part of the E-UTRAN (for user plane), and of the MME (for signalling between UE and EPC) and it described also in 23.401[4]. Whether a non 3GPP access supports or not integrity protection of user plane or signalling is outside the scope of this document.
4.3.3.5
Encryption of IP traffic

This function is to encrypt user traffic inside the EPS to e.g. protect signalling or user data conficentiality inside the system.
4.3.3.6
Uplink Packet Screening Function
The uplink packet screening function provides the network with the capability to check that the UE is using the exact IPv4-Address/IPv6-Prefix/Full-IPv6-Address that was assigned to the UE. 
4.3.4
Mobility Management Functions

4.3.4.1
General

The mobility management functions are used to keep track of the current location of a UE.
4.3.4.2
Idle mode UE Tracking and Reachability Management

Idle mode is a state of inactivity from data transmission or reception point of view. In this state the location of the user does not need to be known with fine granularity and can be known at a level of a tracking or location area. Mobility management in idle state for the EPS is described in 3G TS 23.401[4]. 
Mobility management in idle state for non 3GPP systems in part of the respective specifications and it is outside the scope of this document. 
When a user is in idle state it can change move among 2G/3G, the E-UTRAN and non 3GPP accesses. When these mobility events happen, the UE and the network may perform location updating and update of the termination points of mobility tunnels. This involves the HSS and the PDN GW, as well as the MME, the SGW and non 3GPP accesses. 
4.3.4.3
Inter Access Mobility Anchor Function

The EPS supports mobility between 3GPP and non 3GPP systems. This requires anchoring the UE mobility at an Inter Access Mobility Anchor Function which keeps an up to date binding between the UE IP address and the last known node serving the UE in a 3GPP or a non 3GPP access.
4.3.5
Radio Resource Management functions

Radio resource management functions for the EPS are described in 3G TS 23.401[4]. Radio resource management functions for non 3GPP accesses are outside the scope of this document and part of the specifications of these accesses.
4.3.6
Network management functions

Network management functions provide mechanisms to support O&M functions related to the Evolved Packet System.
The Network management architecture and functions for the Evolved system are described in 3GPP TS ss.xyz[qq]
The network management functions of non 3GPP accesses are outside the scope of this document and part of the respective specifications.
4.3.7
Selection functions
4.3.7.1
PDN GW Selection Function (3GPP accesses)

The PDN GW selection function allocates a PDN GW that shall provide the PDN connectivity. The selection uses subscriber information provided by the HSS or the 3GPP AAA server  and possibly additional criteria. This function is described in 3G TS 23.401 [4]
In host based mobility, the host may be statically configures with a PDN GW IP address, so no selection function is required in this case. However, for Host based mobility, the methods for selection of the PDN GW are specified in the definition of the possible host based mobility protocols used in the EPS.
4.3.7.2
Serving GW Selection Function

The Serving GW selection function selects an available Serving GW for serving a UE. 
Serving GW selection within 3GPP accesses is fully specified in 3G TS 23.401[4]
Selection of a SGW from a non 3GPP access uses information derived from the 3GPP AAA server or static configuration in the non 3GPP access. PDN GW selection mechanisms may be reused when selecting a serving GW for a non 3GPP access. 
Serving GW selection for a non 3GPP access is required only in Home routed traffic case in roaming scenario.
4.3.7.3
MME Selection Function
The MME selection function is described in 3G TS 23.401[4]. For tight interworking model, a non 3GPP access needs to select an MME..
4.3.7.4
SGSN Selection Function
The SGSN selection function is described in 3G TS 23.401[4]. For tight interworking model, a non 3GPP access needs to select an SGSN.
4.3.8
Domain Name Service Function

The Domain Name Service function resolves logical names to IP addresses. This function is standard Internet functionality according to RFC 1034 [17], which allows resolution of any name to an IP address (or addresses) for PDN GWs and other nodes within the EPS.
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