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Abstract of the contribution: The contribution focuses on user identification issues for PMIP when integrating with non-3GPP accesses.
1. Introduction

The EPS system currently references NAI based user identification defined for 3GPP IWLAN in 3GPP TS23.003. However user identification in non 3GPP accesses may not be compliant with TS23.003 and may not be sufficient to identify a user. This contribution analyzes some of the shortcomings and proposes options to address the issue. We consider the scenario of an operator with a large deployed non-3GPP network and is introducing E-UTRAN into his network.  
2. Discussion
2.1 Discussion on user identity
We consider the case where an operator with a large deployed non-3GPP network and is introducing E-UTRAN into his network. Relevant portion of the architecture for such an operator is shown below, with emphasis on the authentication/authorization aspects. The non-3GPP AAA server is used for authenticating a subscriber when he/she attached to the non-3GPP access network.
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Figure 1: Non-Roaming Architecture for non-3GPP Operator deploying LTE.
A non-3GPP operator deploying LTE Assume that the NAI provided by the non-3GPP operator is of the form JohnDoe@npp.com. All the authentication information stored in the AAA Server of the non-3GPP operator are keyed off this form of NAI. 

Now the non-3GPP operator (nPP_Operator) deploys LTE. John Doe has a dual mode phone and also has a SIM card that allows John to use not only in nPP_Operator network but also PP_Operator network. The authentication on the LTE side will be based on IMSI based NAI. This is to harmonize with authentication for John when roaming into PP_Operator network. John’s NAI is of the form 234150999999999@<tech>.mnc015.mcc234.3gppnetwork.org. So now nPP_Operator has two domains npp.com and the 3GPP style domain. In the AAA complex, there will have to be a link between the two NAI’s of John Doe: his nPP_NAI and his PP_NAI. 

The PDN-GW is shared between the nPP_access and the PP_access owned by this operator. 

2.2 MN-Identifier for PMIP

Assume that PMIP is used for mobility in the nPP_access by the operator. The MN-Identifier used for correlation of BU/BA between AGW (eg. PDSN) and PDN-GW is the UE’s nPP_NAI. In order for the LMA to correlate the PBU from the non-3GPP access and the S-GW, the MN-Identifier used on the S2 and S5/S8 interface should be the same. 

Problem Statement: With PMIP, how to correlated the PBU from two different access-network (S2 and S5/S8) for a particular UE at the LMA.

The PMIPv6 specification requires that the MN-Identifier provided is the same across access-technologies. 
There are two possible solutions to this problem:

1. The same MN-Identifier (PP or nPP) is always provided on the S2 and S5/S8 interface.

2. Different MN-Identifiers for the same UE are provided on the S2 and S5/S8 interface, but the LMA is provided a mapping between these identifiers by the AAA infrastructure.

Solution-1: Same MN-Identifier is provided on S2 and S5/S8 interface.

One of the ways to perform this would be that the AAA is always configured to provide the same MN-Identifier to the MAG in either 3GPP or non-3GPP access for use in PMIP binding. The MAG in the appropriate access will then use provided MN-Identifier in PBU message. 
One of the following mechanisms be used:

· This could be provided as part of subscription data downloaded at UE attach and stored in the access-network as part of the UE’s subscription data. 

· When PDN GW address is stored in HSS/AAA, the MN-Identifier used for PMIP BU.

Solution-2: Different MN-Identifier is provided on S2 and S5/S8 interface and correlation provided by AAA to the LMA

In this case, when a UE authenticates, since the AAA is aware of the addresses of the PDN-GW (LMA) that the UE is connected to, the AAA can provide NAI correlation information to the LMA. The LMA can then correlate the two identities that come in PBU.  
3. Conclusions
SA2 is requested to consider this problem and debate which of the solutions to support in the specification.  Any decision by SA2 on this topic will possibly require coordination with other SDOs. 
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