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Abstract of the contribution: This paper describes the inter GTP and PMIP network roaming scenarios at attach time for an inbound roamer in a PMIP network, and addresses the different cases of Home located or Local to VPLMN PDN GW
Introduction

This paper describes GTP and PMIP network roaming scenarios at attach time for an inbound roamer in a PMIP network, in both home routed and local breakout cases. 
In the context of this paper, GTP networks are networks that provide GTP based IP mobility support only, i.e. they are essentially behaving like any existing GPRS network from a roaming perspective, i.e. there is no PCC interface on the roaming interface home routed case (While the PCC interface is present in LBO case). 

In the context of this document, a PMIP network is a network that supports IETF based S5 and S8 interfaces.
The support of GTP network inbound roamers in a PMIP network is based on the selection of specific SGW capable of supporting both IETF based S5 (S5b) and GTP based S8 (S8a) so that concurrent access to a local PDN GW using S5b and a PDN GW in the home network using S8a is possible. This contribution introduces two attach procedures descriptions, one where a HPLMN PDN GW is selected, and one where a VPLMN PDN GW is selected to set up a default bearer, for an inbound roamer accessing the EPS via E-UTRAN.
Proposal

It is proposed the following text is included in 3GPP TS 23.402 (since the whole text is new, no revision marks are used).

=========================================================
START of CHANGE to 3G TS 23.402
=========================================================
5.4.2.x
Initial E-UTRAN Attach for inbound roamer from a GTP network (Home routed case)
This section describes the attach procedure for a UE belonging to a subscriber of a GTP-only network which powers-on in E-UTRAN in a network that uses IETF based S5b and S8b interfaces (Also referred to as PMIP network).  GTP based S8a interface is used on the roaming interface towards the GTP-only network in a direct peering arrangement. Furthermore, it is assumed that the PDN GW selection points to a PDN GW in the HPLMN. When the PMIP network detects the inbound roamer belongs to the GTP-Only network, it assigns the subscriber to a SGW supporting the S8a interface, in addition to a S5b interface. This permits the VPLMN to connect the user to the HPLMN-located PDN GW using S8a and still allow a potential future connection to a local PDN GW in the VPLMN using S5b.

[image: image1]
Figure 5.4.2.x - 1: Attach Procedure for inbound roamer from a GTP network (Home routed case)

Steps 1 to 5 are documented in section 5.3.2 of 3G TS 23.401[4]

6.
The MME detects by inspecting the UE identity that the MCC and MNC of the inbound subscriber’s IMSI are associated to a network supporting GTP based roaming. It therefore selects an SGW capable of supporting GTP. Furthermore, the selected PDN GW is in the HPLMN.
7.
The Attach procedure continues according to the procedure described in 3G TS 23.401[4] section 5.3.2. Any bearer deletion on a local GW to the VPLMN is taken care as per attach procedure described in section 5.4.2.6 of this specification.
5.4.2.7
Initial E-UTRAN Attach for inbound roamer from a GTP network (Local Breakout case)

This section describes the attach procedure for a UE belonging to a subscriber of a GTP-only network which powers-on in E-UTRAN in a network that uses IETF based S5b and S8b interfaces ((Also referred to as PMIP network).  GTP based S8a interface is used on the roaming interface towards the GTP-only network in a direct peering arrangement. Furthermore, it is assumed that the PDN GW selection points to a PDN GW in the VPLMN. When the PMIP network detects the inbound roamer belongs to the GTP-Only network, it assigns the subscriber to a SGW supporting the S8a interface, in addition to S5b interface. This permits the VPLMN to connect the user to the VPLMN-located PDN GW using S5b and still allow a potential future connection to a PDN GW in the HPLMN, using the S8a interface.


[image: image2]
Figure 5.4.2.y - 1: Attach Procedure for inbound roamer from a GTP network (local breakout case)

Steps 1 to 5 are documented in section 5.3.2 of 3G TS 23.401[4]
6.
The MME detects by inspecting the UE identity that the MCC and MNC of the inbound subscriber’s IMSI are associated to a network supporting GTP based roaming. It therefore selects an SGW capable of supporting GTP. Furthermore, the selected PDN GW is in the VPLMN.
7.
The Attach procedure continues according to the procedure described in section 5.4.2.6. Any bearer deletion for a GW in the HPLMN is taken care as per attach procedure described in 3G TS 23.401[4] section 5.3.2. The Interaction between V-PCRF and H-PCRF is not detailed, but it is a mere relay of S7 Messages over the S9 interface between them so that from the entities interacting with these standpoint, they appear as behaving as single PCRF, and as such the Attach procedure as described in section 5.4.2.6 still stands (with the understanding that the PDN GW is in the VPLMN).
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6. MME detects inbound roamer from 23.401 network and PDN GW in the HPLMN





7. Continuation of attach procedure based on 3G TS 23.401[4] section 5.3.2
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