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This contribution discusses the issue of S2c over Trusted non-3GPP based Roaming.

1. Introduction
This contribution discusses S2c over Trusted non-3GPP based Roaming.

2. Discussion
TS23.402 already covers the non-roaming case for S2c over Trusted non-3GPPP. In case of roaming, the flow is in fact identical to the one defined for the non-roaming case. The difference is that instead of the UE first accessing a home Trusted Non-3GPP Access network, it accesses a visited Trusted non-3GPP access network. The PDNGWs can also be either at the hPLMN or at the vPLMN. Other than that the flow defined in Section 5.4.2.5.1 of TS23.402 is valid for the roaming case of S2c over Trusted non-3GPP Access.
The proposal section indicates the changes required in TS23.402 to cover the roaming case of S2c over Trusted non-3GPP Access.
4. Proposal

*** Start of 1st modified section ***

5.4.2.5.1
Initial Attach procedure from Trusted Non-3GPP IP Access with DSMIPv6 for non-roaming and roaming cases
This section is related to the case when the UE attaches to a Trusted Non-3GPP Access network and host based mobility management mechanisms are used. Dual Stack MIPv6 [10] is used for supporting mobility over S2c interface.
Figure 5.4.2.3.1-1 depicts the procedure for the non-roaming case.
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Figure 5.4.2.5.1-1: Initial attachment from Trusted Non-3GPP IP Access with DSMIPv6 in non-roaming case

Before the initial attachment is performed the UE shall be authenticated and authorized to get IP connectivity through the Trusted Access network and a Local IP address from the access network domain shall be assigned to the UE. This Local IP Address is used by the UE during the Security Association establishment of step 1.

1)
A security association is established between UE and PDN GW to secure the MIP messages between UE and PDN GW. The UE initiates the establishment of the security association. An IPv6 Home Address may be provided by the PDN GW at this step.
NOTE 1:
The PDN GW may communicate with the AAA infrastructure during this step.

Editor's note:
Generation and provision of credentials, protocols used for Security Association Setup and PDN GW IP Address allocation are FFS. The use of IETF RFC4285 [13] is FFS. When it is used the procedure will be different

2)
The UE sends the MIP Binding Update message to the PDN GW as specified in [10]. PDN GW discovery is defined in Section 5.4.2.1. The UE may request an IPv4 Home Address at this step, according to [10].

3)
The PDN GW processes the binding update. During the processing the PDN GW performs authentication and authorization of the user based on the information received from AAA infrastructure, and allocates an IPv4 address for the UE, if requested in the Binding Update, as defined in [10].

NOTE 2:
The communication between the PDN GW and the AAA infrastructure during this step is optional, e.g., the PDN GW may have received all needed information for authentication and authorization in step 1.




The PDN GW informs the 3GPP AAA Server of the address of the selected PDN GW.

Editor's note:
It is FFS whether this step can be avoided, e.g. if the PDN GW address is already known by the AAA/HSS by other means.
Editor's note:
It is FFS which entity stores the allocated PDN GW IP Address.

4)
The PDN GW sends the MIP Binding Ack to the UE, including the IPv4 address allocated for the UE as specified in [10].

As a result of the above steps the IP connectivity is established and the UE can start using its home address at the application level.
The flow diagram of Figure 5.4.2.5.1-1 is valid in the roaming case, with the following clarifications.

a) During roaming the UE access a visited Trusted Access network rather than a home Trusted Access network before the flow shown in Figure 5.4.2.5.1-1 starts.

b) The PDNGW may be either in the hPLMN or in the vPLMN. When the PDNGW is in the hPLMN, Figure 5.4.2.5.1-1 applies as is. If, however, the PDNGW is in the vPLMN, the interaction between the PDNGW in the vPLMN with the AAA/HSS in the hPLMN may involve a 3GPP AAA Proxy as specified in TS 23.234 in the vPLMN, for the forwarding of the AAA signalling between the two PLMNs. 
*** End of 1st addition ***
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