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Abstract of the contribution: the contribution discusses the necessity of transmitting RAT type in PMIP or CMIP registration in TS 23.402..
Introduction
RAT type is a key input parameter for network policy decision, charging method and charging rate may vary according to different RAT type. As a part of IP-CAN type, a given RAT type may also lead to other specific treatments of network for UE. 
Discussion
At present, in TS 23.402, we have two possible realizations of PCC architecture for IETF-based S5/S8 and S2x : multiple PCEFs and single PCEF. 

Mutiple PCEFs means for a specific access system, at least one PCEF exists in the access network with responsibility for bearer binding and flow based charging, and the PDN GW (HA) which acts as a mobility anchor for the UE is also a PCEF taking charge of user based charging. In this architecture, the PCEF in the access network is the terminator of IP-CAN bearer. When the UE enters a new access system, the PCEF in this access network interacts with the PCRF, and RAT type, as a part of IP-CAN type, is transmitted to the PCRF from the PCEF. All access network related policies as well as PCC rules, including RAT type specific charging methods, can be made in the PCRF and then will be sent to the PCEF in the access network. The PCEF in PDN GW (HA) may receive some access network independent policies or PCC rules, and these rules may not change even during inter access system handover. But the PDN GW (HA) needs to get RAT type information from PCRF for differentiated charging purpose by generating different charging rules possibly according to RAT type.
Single PCEF means that only one PCEF locates in PDN GW (HA). PDN GW (HA) is the terminator of IP-CAN bearer. This architecture is used in GPRS and is the fundamental PCC architecture in TS 23.401. In GPRS, all access network related parameters, including RAT type, are transmitted from SGSN to GGSN in Create PDP Context Request, and GGSN, as the only PCEF, interacts with PCRF to get all the PCC rules, even if these rules vary with different access networks. So, when this single PCEF architecture is implemented in TS 23.402, RAT type also should be transmitted to PDN GW (HA) during the IP-CAN session establishment. For GTP-based S5/S8 3GPP access in TS 23.401 or TS 23.402, RAT type is transmitted from Serving GW to PDN GW in Create Default Bearer Request in the GTP-C and this mechanism works well. But when this single PCEF architecture is implemented in IETF-based S5/S8 3GPP access or non-3GPP access in TS 23.402, at present, for UE using PMIP no signalling is used to transmit RAT type from Serving GW to PDN GW (HA) for 3GPP access network or from AGW/ePDG to PDN GW (HA) for non-3GPP access network, and for UE using CMIP also no signalling is used to transmit this parameter from UE to PDN GW (HA). As P(C)MIP registration is the first step of the IP-CAN session establishment procedure for IETF-based S5/S8/S2 access, RAT type may be carried in P(C)MIP registration messages to be sent from access network or UE to PDN GW (HA). In traffic home routed roaming scenario for non-3GPP access, the P(C)MIP registration message from access network or UE reaches Serving GW in the VPLMN first, and the Serving GW retransmits RAT type in the PMIP registration message from itself to PDN GW (HA). 
From PCC point of view, RAT type in P(C)MIP messages is a key point for Non-3GPP Accesses regardless of distributed or single PCEF.

If PCC is not implemented in a network, e.g. at initial stage of SAE network deployment, RAT type is also a key input parameter for network policy decision such as access network specific charging method and charging rate, and PDN GW (HA) is the functional entity who executes charging. For IETF-based S5/S8 3GPP access or non-3GPP access in TS 23.402, like the case in single PCEF PCC architecture, no existent RAT type transmission mechanism is available. Transmitting RAT type information from access network or UE to PDN GW (HA) within P(C)MIP registration message is necessary.
Another reason for RAT type to be transmitted in P(C)MIP or registration message is that the access system type of the attaching UE should be known by the PDN GW (HA) to judge whether the PDN GW (HA) needs to register the address of itself to AAA/HSS. As an agreement have been reached that PDN GW (HA) address will be restored to HSS by MME for 3GPP access systems and will possibly be updated to HSS (via AAA) by PDN GW (HA) itself for non-3GPP access systems. So the PDN GW needs to make a decision whether it is needed to make the registration itself. RAT type information here is helpful for the PDN GW (HA) to make the decision, e.g. in the case of IETF-based S5/S8/S2. 
Proposal
Based on discussion above, it can be concluded that RAT type is necessary for, e.g. charging purpose, PDN GW address storage, etc. It is proposed to agree that RAT type shall be carried in PMIP or CMIP registration message from access system to PDN GW (HA) in TS 23.402.  The change in Initial Attach procedure with PMIPv6 for non-roaming is shown below. Modifications in other procedures will be similar.  After getting a consensus, Huawei would like to draft necessary documents for it.
*** Start of 1st change *** 

5.4.2.3.3
Initial Attach procedure with PMIPv6 for non-roaming

PMIPv6 [8] is used to setup a PMIPv6 tunnel between the trusted non-3GPP IP access and the PDN GW. In both roaming and non-roaming cases, S2a is present. It is assumed that MAG exists in the trusted non-3GPP IP access.
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Figure 5.4.2.3.3-1: Initial attachment with Network based MM mechanism over S2a for non-roaming
1)
The initial Non-3GPP access specific L2 procedures are performed. These procedures are Non-3GPP access specific and are outside the scope of 3GPP;
2)
The EAP authentication procedure is initiated and performed involving the UE, Trusted Non-3GPP IP Access and the 3GPP AAA Server. In the roaming case, there may be several AAA proxies involved. The PDN Gateway address is determined at this point as described in section 5.4.2.1.  The PDN GW information is returned as part of the reply from the 3GPP AAA Server to the MAG in the trusted non-3GPP access. This may entail an additional name resolution step, issuing a request to a DNS Server;
3)
After successful authentication and authorization, the L3 attach procedure is triggered;
Editor's note: The details of this step including selection of PMIP vs CMIP is FFS.

4)
MAG function of Trusted Non-3GPP IP Access sends Proxy Binding Update message to PDN GW, and the RAT type is carried in PBU; 
Editor's note: How the Proxy Binding Update message is secured is FFS.

5)
According to the RAT type received in PBU, the selected PDN GW knows the UE is from non-3GPP access network. For non-3GPP access, the PDN GW informs the 3GPP AAA Server of its address;

Editor's note: It is FFS whether this step can be avoided, e.g. if the PDN GW address is already known by the AAA/HSS by other means.
Editor's note: Interaction with PCRF is FFS. Provision of PCC rules according to different RAT type to PDN GW is FFS.
6)
The PDN GW processes the proxy binding update and creates a binding cache entry for the UE. The PDN GW allocates IP address for the UE. The PDN GW then sends a proxy binding acknowledgement to the MAG function in Trusted Non-3GPP IP Access, including the IP address(s) allocated for the UE;
NOTE: If UE requests for both IPv4 and IPv6 addresses, both are allocated.  If the UE requests for only IPv4 or IPv6 address only one address is allocated accordingly.
Editor's note: It is FFS which entity stores the allocated PDN GW IP Address.

7)
The PMIPv6 tunnel is set up between the Trusted Non-3GPP IP Access and the PDN GW;

8)
L3 attach procedure is completed. IP connectivity between the UE and the PDN GW is set for uplink and downlink directions.

Editor's note: The details of this step is FFS
*** End of 1st change ***
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