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Abstract

The contribution makes comparisons among the four solutions in TR23.827 and proposes the way forward to conclude the I-WLAN mobility WI.
1. Introduction

For the convergence of heterogeneous wireless access networks, the TR 22.934 describes scenarios for access to PS services (scenario 3), service continuity (scenario 4) and seamless service (scenario 5).  The TS 23.234, ("3GPP system to Wireless Local Area Network (WLAN) interworking: System description ") provides specifications on interworking architecture for WLAN (and other compatible IP access technologies) and Release 6 3GPP systems i.e. up to scenario 3. It allows users to be able to access the 3GPP-based IP services via WLAN or other compatible IP access technologies.

However, there is an immediate market need for mechanisms being able to provide service continuity and seamless services as defined in TR 22.934 (scenario 4 & 5). The result will give users an uninterrupted service experience across the different compatible IP access technologies. Only recently, a new Study Item (SI) has been created within 3GPP SA2 to investigate this issue in TR 23.827 (" Feasibility study of mobility between 3GPP-WLAN and 2G/3G systems").

This contribution provides a technical assessment of available solutions according to most crucial criteria. Some considerations are clarifications of already existing crucial requirements and other criteria are based on operator business/technical and operational needs and have been added for choosing the best solution among proposals that meet requirements.
2.  Technical assessment of solutions according to comparison criteria [b]
The four technical solutions in TR23.827 [a] are summarised  below.
2.1. Evaluated solutions
Solution A
In the solution A proposal: the TTG’ is the 2G/3G and I-WLAN anchor point for both control and user plane. It is based on GTP tunnelling and proposes to use simple mobility mechanisms that are possible because of two independent radios and end-to-end tunnelling between UE and the anchor over both IPsec and GTP paths. There is no need for GPRS/UMTS Mobility Management, in particular, there is no need for either LA/RA nor context transfers. This solution allows the support of multiple PDP contexts (primary and secondary) for a given APN, and also supports multiple APN, but via multiple IPsec tunnels and via triggering PDP context activations. When the UE is in GPRS network, the TTG either works as a GGSN or a proxy GSN. When the UE is in the WLAN, the TTG terminates the IPsec tunnel.  The TTG maintains the session information and carries out the handover.

Solution B

In the Solution B proposal: the GGSN is the 2G/3G and I-WLAN user plane anchor point while a new node S3A entity which could be collocated with the TTG is the control plane anchor point. It is based on GTP tunnelling and proposes to use simple mobility mechanisms that are possible because of two simultaneous radios and of IPsec tunnelling between UE and network. There is no need for GPRS/UMTS Mobility Management (no need for neither LA/RA nor context transfers). This solution allows the support of multiple PDP contexts (primary and secondary) for a given APN, and also supports multiple APN, via a single IPsec tunnel and via triggering PDP context activations thanks to a simple UE-TTG Session Management protocol. This proposal introduces a NAS Session Management protocol (W-SM) between the UE and the TTG to replace multiple IPsec tunnels by one single IPsec tunnel established at authentication. This solution avoids multiple IPsec tunnel and would allow the maintain of original QoS profile for running sessions when the UE moves between WLAN and GPRS
Solution C

In the solution C proposal the mobility management solution is based on the Dual Stack MIPv6 and the innovation of this proposal resides in the capability of the UE is to use either IPv4 or IPv6 addresses as home addresses. This solution does not include the description of any roaming solution with the associated charging mechanisms. The solution does not specify any access authentication and authorization procedure, which, if was specified would necessarily bring modification to the network architecture. There are some other drawbacks of this solution, the UE and the HA need to have a DSMIPv6 stack. The solution also requires moving connectivity to the Operator PDN from the existing GGSN’s to the DS-MIPv6 home agent. The systematic MIP tunnel in the WLAN adds a significant overhead to the already existing IPsec tunnel. The drawback associated with this solution is the lack of commercial implementations available today. 

Solution D

In the solution D proposal: session continuity is handled by MIP (v4/v6) as the UE is moving between GPRS and WLAN AN. The new architecture which introduces a HA requires no change to the legacy PDG and GGSN entities. The drawbacks of this solution include the incapacity for a UE to move between IPv4 and IPv6 networks. Access authentication procedures for the UE have not been specified either. Moreover QoS differentiation has not been addressed for WLAN access. The other one is the overhead of MIPv4 in the WLAN domain when the FA is not an element of the architecture. The HA is a new node introduced in the core network. This has strong impact on provisioning and packet forwarding delay. The solution also requires moving connectivity to the Operator PDN from the existing GGSN’s to the MIPv4v6 home agent.
2.2. Technical assessment

The following table attempts to provide comparison among those solutions based on the proposed comparison criteria as presented previously in a separate contribution. It is important to note that these comparisons are the results of initial analysis on the solutions instead of approved operational experiences in existing networks.
Comparison criteria used below are described in [2]. 
In the following table: 

· H (High) means that the solution achieves what is expected for the considered criterion.
· M (Medium) means that the solution achieves partly the expectations.
· L (Low) means that expectations are achieved little.

	
	A 
	B 
	C 
	D 

	· Support continuity of 3GPP and Internet services including multiple simultaneous sessions across different access networks
	H

Yes 

· It supports Gi and Wi interfaces.
· The solution provides mobility for multiple sessions for multiple APNs if only multiple IPsec tunnels are used.
	H

Yes

· Only Gi interface being support.

· No multiple IPsec tunnels needed to support multiple simultaneous sessions mobility. However, this is built on having multiple GRE tunnels within the single IPsec tunnel.


	H

Yes

· Support both Gi and Wi interface.
· Multiple IPsec tunnels needed to support multiple simultaneous sessions.
	H

Yes

· Support both Gi and Wi interface.
· Multiple IPsec tunnels needed to support multiple simultaneous sessions.


	· Migration complexity from R6/R7 I-WLAN and PS networks to R8 with I-WLAN Mobility enabled 
	H
· Some configuration in the network is needed.
· When the session is served via Gi interface, the TTG works as a GSN proxy, anchoring both control and data plane. This may introduce some extra delay due to the introduction of another hop on the route
	M
· PCO value storage and insertion in the NAS messages in the target RAT by the terminal required

· The S3A is an additional path in the control plane. 

· New NAS Session Management protocol (W-SM) is introduced 
	L
· Legacy GGSN and PDG implementations can be used. Support of MIP in the UE and the network is required. 

· The interface between the HA and AAA server is not mature

· There is no commercial implementation available today. The DSMIPv6 protocol is still an early draft for which no implementation has been made available yet for interoperability testing
· The DSMIPv6 is only a draft and not yet any available implementation
	M
· Legacy GGSN and PDG implementations can be used. Support of MIP in the UE and the network is required
· MIPv4, MIPv6, are mature ietf protocols but not used in 3GPP networks



	· 3GPP Procedures (e.g. Authentication, charging & billing, etc.) consistency 
	H

· 3GPP authentication, charging & billing procedures are fully complied with.

· GTP, IKEv2, EAP-SIM, AAA protocols are widely used
	H

· 3GPP authentication, charging & billing procedures are fully complied with.

· GTP, IKEv2, EAP-SIM , AAA protocols are widely used
	M
· 3GPP procedures need to be evolved to provide authentication, charging & billing functions for the MIP based solution. 

	M
· 3GPP procedures need to be evolved to provide authentication, charging & billing functions for the MIP based solution.

	· Minimal impact and upgrade on the dual mode UE  
	H

· No additional upgrade required.


	M
· The UE has to support specific layers for I-WLAN mode: W-SM and TCPlayers for signaling plane, IETF GRE tunneling for user plane
	M
· The UE needs to support a Dual stack MIP client.


	M
· MIP client required on the UE. PMIP solution, however, exempts the UE of any MIP client. PMIP for mobility significantly simplifies any upgrade on the UE.

	· Transmission efficiency, in terms of overhead, on radio link and the last mile network links 
	H

· No overhead on GRPS radio link

· No additional impacts other than occasioned by multi IPsec tunnel in IWLAN in case of simultaneous sessions
	H

· No overhead on GRPS radio link

· No additional impacts other than occasioned by multi IPsec tunnel in case of simultaneous sessions
	M
· DSMIPv6 works in collocated mode thus, the MIPv6 tunnel between the UE and the HA introduces an overhead over the GPRS radio link.& IWLAN

	M
· MIP introduces overhead on both GPRS and IWLAN radio link in collocated mode.

· MIP overhead disappears when the FA is implemented.

· PMIP presents the benefits of eliminating the MIP signalling and MIP tunnel overhead over the air interface.

	· Minimal Impact to the GPRS Core network (modifications or additional nodes) 
	M
· The operator’s DNS entry and subscribed APN needs to be modified.
· 
	M
· Requires modification of DNS configuration in the SGSN to allow resolution provides the TTG with a list of IP addresses of S3As
	L 
· No impact on GPRS infrastructure.
· Interfaces between various nodes (e.g. GGSN, HA and AAA server, etc) need to be specified and implemented.


	L 
· No impact on GPRS infrastructure except if HA or FA is co-located to GGSN/PDG.

· PMIPv4 and PMIPv6 respectively require the Mobile Access Gateway (MAG) on the GGSN/PDG.

	· Compatibility with release 6 I-WLAN 
	H

No impacts 
	M
· the TTG has to support the W-SM protocol and GRE tunnel management for user plane downlink traffic

· PCO support on WLAN access

· S3A implementation
	M
· The interface between HA and PDG needs to be standardised
· DS-MIPv6 requires availability of a dual stack HA which is not a requirement in R6 


	M
· The interface between HA and PDG needs to be standardised



	· Simultaneous 3GPP and I-WLAN access. 
	H

· Yes, the path on the new access system is established before the deletion of the old path.

· The handover can be performed without any service disruption from user perspective 
	H

· The mobility mechanism consists in a make-before-break handover by establishing a second leg in the target RAT, switching the leg by the GGSN then releasing the first leg in the old RAT
	M
· Minimizing the MIP handover latency is enabled by capability to send and receive data on one interface while the UE is registering on the new interface. This reduces packet loss during I-WLAN handover.

· Simultaneous binding is available neither in MIPv6 nor in DS-MIPv6. DS-MIPv6 does not guarantee zero packet loss. 


	H

· Minimizing the MIP handover latency is enabled by sending and receiving data on one interface while the UE is registering on the new interface. This reduces packet loss during I-WLAN handover.
· Eliminating packet loss can further be achieved by the creation of simultaneous bindings at the HA and duplication of packets sent to a home address bound to multiple care of addresses. The UE receives duplicate packets through GPRS and WLAN networks simultaneously. This is enabled in MIPv4 with the Simultaneous Bit (S bit) in the Registration Request

	· Mobility support in the visited network (in roaming situation) with the re-use of operator’s current roaming architecture, interfaces and protocol(s). 
	H

Yes

· Roaming interface Gp is reutilised.
	H

Yes

· Roaming interface Gp is reutilised.
	H

Yes

· New roaming agreement is needed.

	H

Yes
· New roaming agreement is needed.



	· Support for both IPv4 and IPv6 sessions
	H

· Can support IPv6 or IPv4 sessions but not both simultaneously for a given network.
	H

· Can support IPv6 or IPv4 sessions but not both simultaneously for a given network.

	H

· Two UE able to use an IPv4 and IPv6 home or care-of address simultaneously. Capable to maintain a session when handing over between IPv4 and IPv6 networks.
	H

· Two different architectures depending on whether MIPv4 or MIPv6 is supported 

	Conclusion
	H= 9
M= 1 
L = 0
	H= 6
M= 4
L = 0
	H= 3
M= 5
L = 2
	H= 4
M= 5
L = 1


Table 1:  The comparisons of four  I-WLAN mobility solutions  

3. Proposed Way Forward
The comparison results show that Solution A has the least impact on operators’ existing systems and operations and satisfies most requirements. Even though other solutions have also some benefits,  considering the urgent need for a standardised solution from many operators for introducing I-WLAN mobility function into pre-EPS systems, it is proposed that 

· The above comparison is further elaborated and included in the TR23.827.

· The WI concludes with a proposal on defining a single solution, based on one of the four solutions above with considerations on the merits of other solutions in a dedicated TS which describes the requirements and the solution for supporting I-WLAN mobility functions within the pre-EPS systems. 

· The standard specification work is to be completed by end of 2007.
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�During the IPsec tunnel setup, the UE can configure both an IPv4 and IPv6 address through IKEv2 configuration payloads and use both addresses through the same IPsec SA.
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