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Abstract of the contribution:

Two Periodic updating procedures with same UE Reachable Timer and same Periodic Update timer for the ISSO are proposed in this contribution.
1. Periodic Update procedure for ISSO
The Periodic Routing Area update procedure is defined in the legacy 2G/3G system. The PRAU can synchronize the states between the UE and core network and keep the reachability of the UE. The EPS system should also support this feature, that is, should support the Periodic TA Update procedure.

When the ISSO is established, the UE registers to both SGSN and MME, whether the two Periodic Update procedures should be co-ordinated needs to be considered.
If the ISSO is used, there are following cases:

1) Only Periodic TA or RA update procedure in one RAT is allowed. For example, only PRAU is allowed, when the UE enters the serving areas of MME, the UE can not execute the PRAU, and the MS Reachable timer in the SGSN expires, and the SGSN implicitly detaches the UE and the SGSN sends Detach indication to the MME to indicate the MME to detach the UE. Even the MME does not detach the UE, the established ISSO association between the SGSN and the MME is destroyed, the benefits of ISSO is lost.

2) PTAUP or PRAU is executed on current RAT, i.e. when UE is in the E-UTRAN, the UE executes the PTAU after the PTAU timer assigned by the MME expires, and when UE is in the 2G/3G, the UE executes the PRAU after the PRAU timer assigned by the SGSN expires, however, there is no coordination between the SGSN and the MME during the PT/RAU procedure. There is the above same ISSO association damage problem.
3) PTAUP or PRAU is executed on current RAT, i.e. when UE is in the E-UTRAN, the UE executes the PTAU after the PTAU timer assigned by the MME expires, and when UE is in the 2G/3G, the UE executes the PRAU after the PRAU timer assigned by the SGSN expires, and there is coordination between the SGSN and the MME during the PT/RAU procedure. There will be no above ISSO association damage problem.

It is obvious that a co-ordination between the SGSN and the MME during the Periodic Update procedure is needed to keep the ISSO association and benefits of the ISSO.
2. Periodic Update procedure Coordination for the ISSO
It is proposed that the during the ISSO association establishment procedure between the SGSN and the MME, the SGSN and the MME co-ordinate the UE Reachable Timer and Periodic Update Timer. For each timer, one feasible way is to use the minimum value of the timer. When one node (MME/SGSN) request the other node (SGSN/MME) to get the UE Context, the request node indicate the value of its UE Reachable Timer and Periodic Update Timer, and the response node indicates the value of UE Reachable Timer and Periodic Update Timer of the response node in the Context Response message, now the MME and SGSN get the minimum value of the two timer, after the request node successfully authenticate the UE, the request node sends Context Acknowledge to the other node, this message will ensure the other node that the UE is valid and now the new value for the two timers begins to be used. If the UE fail to pass the authentication, the request node does not send Context Acknowledge to the other node, the two nodes can not setup the ISSO association and use the original value of the two timers.
After the ISSO association is setup between the MME and the SGSN, if the UE provide P-TMSI/S-TMSI to the node (MME/SGSN) during the Periodic TA/RA Update, the node (MME/SGSN) does not need to get the UE permanent ID (i.e. IMSI) from the other node (SGSN/MME) because the node (MME/SGSN) has gotten the P-TMSI/S-TMSI from the other node (SGSN/MME) during the ISSO association setup procedure.
After the ISSO association is setup between the MME and the SGSN, during the Periodic Update procedure the node (MME/SGSN) resets its UE Reachable Timer and sends Periodic RA/TA update Indication message to the other node (SGSN/MME) over S3 interface, then the other node (SGSN/MME) resets its UE Reachable Timer and then acknowledges the message over S3 interface.
3. Proposal

Based on above discussion, the following procedure is proposed to be included in the TS23.401.
**** Start of 1st set of changes ****
5.3.x
Idle state signalling optimization
5.3.X.1
Periodic TA/RA Update Procedure

5.3.X.1.1
Timers Synchronization during the ISSO Association Setup procedure
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Figure 5.3.X.1-1 Timers Synchronization during the ISSO Association Setup procedure

1. RA Update procedure or Attach Procedure
a) The SGSN responds to the UE with a Routeing Area Update Accept or Attach Accept (P TMSI, P TMSI signature, TA list-1, Periodic RAU timer) message to the UE. P-TMSI is included if the SGSN allocates a new P-TMSI. If P-TMSI was changed, the UE acknowledges the new P TMSI by returning a Routeing Area Update Complete or Attach Complete message to the SGSN.
2. The UE detects a change to a new TA by discovering that its current TA is not in the list of TAs that the UE registered with the network in the step 1a.
3. The UE initiates the TAU procedure by sending a TAU Request (P‑TMSI, old TAI and active flag) message together with an indication of the Selected Network to the eNodeB. The P‑TMSI and the old TAI associated with P‑TMSI shall be included. Selected Network indicates the network that is selected. Active flag is a request by UE to establish the user plane by the TAU procedure when the UE is in LTE-IDLE state.

Editor's note: FFS whether all or selected bearers shall be established as part of the TAU procedure when ‘active flag’ indicates that the UE wants to re-establish bearers.
The eNodeB derives the MME from the P-TMSI and from the indicated Selected Network. If no MME can be derived the eNodeB selects an MME as described in clause 4.3.7.3 on "MME Selection Function".
4. The eNodeB forwards the TAU Request message together with an indication of the E-UTRAN Area Identity, a globally unique EUTRAN ID, of the cell from where it received the message and with the Selected Network to the new MME.

5. The new MME sends a Context Request (P‑TMSI, old RAI, UE Reachable Timer of MME, Periodic TA Update timer of UE in E-UTRAN) message to the SGSN to retrieve user information. The new MME derives the SGSN from old RAI and old P-TMSI. 

6. The SGSN responds with a Context Response (UE context (e.g. IMSI, Authentication Quintets, bearer contexts, Serving GW signalling Address and TEID(s)), Subscription Data, UE Reachable Timer of SGSN, Periodic RA Update timer of UE in 2G/3G) message. The PDN GW Address and TEID(s) is part of the Bearer Context. If the UE is not known in the SGSN, the SGSN responds with an appropriate error cause. 
Editor's note: It is FFS if the Subscription Data may be sent from the SGSN in the Context Response message.

7. The authentication functions are defined in clause "Security Function". Ciphering procedures are described in clause "Security Function". If S‑TMSI allocation is going to be done and the network supports ciphering, the NAS messages shall be ciphered.
8. The MME changes the UE Periodic Update Timer and UE Reachable Timer
a) Set the UE Reachable Timer to minimum {UE Reachable Timer of the SGSN and the MME}
b) Set the UE Periodic Update Timer to minimum {UE Periodic Update Timer assigned by the SGSN and the MME}
9. The new MME sends a Context Acknowledge message to the SGSN.
10. The SGSN changes the UE Periodic Update Timer and UE Reachable Timer and reset the UE Reachable Timer:
a) Set the UE Reachable Timer to minimum {UE Reachable Timer of the SGSN and the MME}.
b) Set the UE Periodic Update Timer to minimum {UE Periodic Update Timer assigned by the SGSN and the MME}.
c) Reset the UE Reachable Timer.
11. The MME sends a TAU Accept (S-TMSI, TA List, Periodic TA/RA Update timer) message to the UE. The UE shall use the new Periodic TA Update Timer for both 2G/3G and E-UTRAN RAT.
12. If S‑TMSI was changed, the UE acknowledges the received S-TMSI by returning a TAU Complete message to the MME.

5.3.X.1.2
Periodic Update procedure via E-UTRAN access
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Figure 5.3.X.1-2 Periodic Update Procedure via E-UTRAN access

1. ISSO association setup procedure. During the procedure the UE Reachable Timers and Periodic Update Timers are synchronized between the SGSN and MME as described at 5.3.x.1.1.
2. The Periodic Update timer in the UE expires.
3. The UE initiates the Periodic TAU procedure by sending a TA Update Request (S‑TMSI, old TAI) message together with an indication of the Selected Network to the eNodeB. The S‑TMSI and the old TAI associated with S‑TMSI shall be included. Selected Network indicates the network that is selected. 
4. The eNodeB forwards the TAU Request message together with an indication of the E-UTRAN Area Identity, a globally unique EUTRAN ID, of the cell from where it received the message and with the Selected Network to the MME.

5. The authentication functions are defined in clause "Security Function". Ciphering procedures are described in clause "Security Function".
6. The MME sends RAU Request message to the SGSN.
7. The SGSN resets the UE Reachable Timer.
8. The SGSN sends RAU Accept message to response to the MME 
9. The MME sends a TAU Accept message to the UE.
5.3.X.1.3
Periodic Update procedure via 2G/3G access
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Figure 5.3.X.1-2 Periodic Update Procedure via 2G/3G access

1. ISSO association setup procedure. During the procedure the UE Reachable Timers and Periodic Update Timers are synchronized between the SGSN and MME as described at 5.3.x.1.1.
2. The Periodic Update timer in the UE expires.
3. The UE initiates the Periodic RAU procedure by sending a RA Update Request (P‑TMSI, old TAI, P-TMSI Signature) message together with an indication of the Selected Network to the RNC. The P‑TMSI and the old TAI associated with P‑TMSI shall be included. Selected Network indicates the network that is selected. 
4. The RNC forwards the RAU Request message together with an indication of the CGI of the cell from where it received the message and with the Selected Network to the SGSN.

5. The authentication functions are defined in the TS23.060[x]
6. The SGSN sends TAU Request message to the MME.
7. The MME resets the UE Reachable Timer.
8. The MME sends TAU Accept message to response to the SGSN 
9. The SGSN sends a RAU Accept message to the UE.
**** End of 1st set of changes ****
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2. UE changes to a new Tracking Area














HSS





PDN GW





Serving GW





MME























































































































3. TAU Request





5. Context Request






























































3GPP

SA WG2 TD


