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Abstract of the contribution: The document focuses on the issue of IP MM selection to analyze the related issues.
Introduction

This paper focuses on the conclusion that the explicit selection of the IP mobility management mechanism to be used is required. The paper separates the various components of the IP mobility management problem to analyze them separately. This paper is a precursor to Tdoc S2-073194. 
Components of IP Mobility Management Selection

When establishing IP connectivity for the UE, the network needs to be aware of three aspects that so far have been classified under "IP MM selection" but that are somehow separate:
(1) the mechanism used to setup connectivity to a PDN GW
Based on the current architecture and protocols selection, this can be either GTP, PMIP or CMIP. When connecting to the eUTRAN the UE of course has no choice for the mechanism used to setup connectivity to the PDN GW, since the network uses the mechanism it has deployed, i.e. either GTP or PMIP (case1). In trusted access as we know we can either use PMIP (case2) or the UE can use MIPv4 in FA mode (case3). For untrusted access, only PMIP can be used according to the definition of S2b (case4), though with the current procedures on the initial attach for S2c we allow the use of a local IP address allocated by the ePDG and then the UE uses S2c on top of that (case5). A correlated contribution in S2-073201 provides clarifications on this latter case. 
(2) the mechanism to be used for mobility between accesses: 
Even if the connectivity has been setup using a specific mechanism, mobility to another access can be performed using another mechanism (see table 1). Typically, the case is that a network-based mechanism has been used to setup connectivity (cases 1, 2 and 4 above), but the UE wants to use CMIP to perform mobility to another access. 
In some cases, specifically case 5 above, the selection of the mechanism used to setup connectivity automatically selects also the mechanism to be used for mobility between accesses (in case 5 it is DSMIPv6-S2c), even if it may mean that when the UE moves to the 3GPP access the UE is "at home" in terms of DSMIPv6. 
In other cases, the selection is not automatic. An example is case 1, where the UE may want to use S2c/DSMIPv6 for mobility to another access, and connectivity is setup with a network-based mechanism, but the UE wants to use CMIP. Since it cannot be safely assumed that the PDN GW supports CMIP (e.g. in case PDN GW selected in VPLMN like in case of local breakout, since the UE cannot assume the VPLMN allows mobility with CMIP), the UE needs to know whether CMIP can be used or not. If yes, the UE knows it can move to another access using CMIP. If not, the UE knows that no service continuity is possible when moving to another access. Looking at this the other way around, one could think that the UE should be allowed to indicate the need/desire to use CMIP for inter-access mobility upon attachment, and either a PDN GW is selected that allows that, or the UE is informed that no CMIP can be used (please see S2-073200 for a discussion related to this point).   
(3) UE awareness of the mechanism to be used for inter-access mobility 
As a result of step 2, let’s consider an example. If a UE that supports only CMIP (i.e. no PMIP) has established connectivity to eUTRAN, and the UE moves to an access that supports only PMIP, the UE needs to know that the target access supports only PMIP when connecting to the target access or preferably before connecting. In such a way, the UE is made aware of the fact that it cannot perform such handoff even if the PDN GW can support both CMIP and PMIP. 
Therefore, we conclude that the UE must be made aware of the mechanism to be used for inter-access mobility and to connect to the new access, in order for the UE to find out whether it can perform a handoff with service continuity to that access or not.

 
(4) the mechanism to be used to setup connectivity to the target access when handoff between accesses takes place. 
A selection is needed (either network-based or UE-based, TBD) in order to ensure that the connectivity is setup in such way that the handoff can be performed. E.g. in case 1, if the UE does not support network-based mobility, and the UE performs a handoff to another access and wants continuity, the UE must use S2c for inter-access mobility. This means that connectivity to the target access must be setup using S2c, and it must be ensured that no PMIP is used for setting up the connectivity to the existing PDN GW. Therefore, a selection must be made. Whether the selection is done by the network or the UE is FFS, though we believe it should be performed by the UE. 
if a UE that does only CMIP has connected to eUTRAN and may or may not have setup the IPSec SA before the handoff, and moves to an access that supports only PMIP, it needs to know that when connecting to the target access, so that it knows it cannot connect (even if the PDN GW can support both CMIP and PMIP). if it moves to an access that supports both, it must make sure that PMIP is not kicked off. This is "IP MM selection at handoff", i.e. the 3rd part of the selection, used by the UE to indicate to the target access what it needs and for the UE to find out whether it can handoff to that access or not.
 
The following table summarizes the scenarios for inter-access mobility based on technology and mechanism used to setup initial connectivity.
	Access Type
	Mechanism used for initial connectivity
	IP Mobility mechanism used for inter-access handoff

	eUTRAN
	Network-based (GTP or PMIP)
	Network-based (PMIP)

	eUTRAN
	Network-based (GTP or PMIP)
	CMIP

	Untrusted non-3GPP
	PMIP
	Network-based (PMIP->PMIP, PMIP->GTP)

	Untrusted non-3GPP
	PMIP
	CMIP

	Untrusted non-3GPP
	CMIP (UE gets local address at ePDG)
	CMIP (this includes the scenario where the UE moves to 3GPP access where connectivity is setup using a network-based mechanism and the UE would result “@ home” in terms of CMIP) 

	Trusted non-3GPP
	PMIP
	Network-based (PMIP->PMIP, PMIP->GTP)

	Trusted non-3GPP
	PMIP
	CMIP

	Trusted non-3GPP
	CMIP (UE gets local address at non-3GPP AGW)
	CMIP (this includes the scenario where the UE moves to 3GPP access where connectivity is setup using a network-based mechanism and the UE would result “@ home” in terms of CMIP) 

	
	
	


Table 1. Scenarios for inter-access mobility based on technology and mechanism used to setup initial connectivity.

Conclusion
We propose that in analyzing the issue of IP mobility management selection, the four components of the problem mentioned above are considered.
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