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Abstract of the contribution: The contribution introduces a procedure for UE-initiated establishment of additional PDN connectivity over trusted non-3GPP access
1. Introduction

This paper proposes modifications for the existing text of TS 23.402 to cover the case when UE requests connectivity with additional PDN when it is already connected to one or more PDN GWs.
2. Discussion
This document details the procedures that enable an UE to connect to additional PDN while it is already connected to one or more PDN GWs. It is assumed that network based mobility management mechanism like PMIPv6 is used. 

2.1 Why additional PDN connectivity is needed?

It can be argued that the connectivity with multiple PDNs (possibly involving multiple PDN GWs) can be performed during initial attach and UE- initiated additional PDN connectivity is not needed. However, we argue that providing the ability for the UE to initiate establishment of connectivity to an additional PDN after the UE has gained initial connectivity provides greater flexibility in terms of obtaining connectivity for the UE. 

As an example, let’s assume that an UE roaming to another PLMN gets default connectivity setup to the home network, and may also get IMS connectivity to the home network. Potentially, the UE may also be given connectivity to the corporate network by default upon attachment. At a certain point, the UE just wants to browse the Internet, possibly accessing information and browsing “services” available only if connectivity is obtained locally (e.g. specific advertisements in web pages added based on the IP address of the UE, like it happens today in certain cases). In that case it would be good to allow the UE to establish the connectivity with the local network after the initial attachment, do the browsing and possibly drop the connectivity once the browser is closed, instead of e.g. requiring the UE to use connectivity to the home network or corporate network for plain internet browsing. One can also argue that this would reduces the risk of allocating resources during initial attach and only use them when it is needed. In the example above, establishing the connectivity to the local PDN by default upon attachment in addition to connectivity to the home network may be a waste. 

Thus we propose that, UE initiated connectivity with additional PDN after the initial attachment be supported in EPS. 

2.2 Implications of additional PDN connectivity establishment

One could argue that enabling an UE to establish connectivity to additional PDNs after the initial attachment introduces complexity to the UE. In reality, the complexity (if any) in supporting multiple PDNs and multiple IP addresses is in binding the IP addresses to the various applications. We argue that this can be done without any particular complexity, and it is anyway independent of whether the connectivity to multiple PDNs is achieved upon initial attachment or by adding connectivity to an additional PDN after the attachment. 

2.3 How to establish additional connectivity
With PMIP, the entity called MAG acts as a Proxy Agent for the UE for its mobility management. Whenever a UE connects to the network, MAG triggers a Proxy Binding Update message to the Home Agent (also called as LMA in PMIP terminology) to create a binding entry for the UE. Home Agent then replies with a Proxy Binding Acknowledgement message creating a tunnel for packets destined to UE and also allocating IP address to the UE. MAG forwards this information to the UE and makes UE believe that it is on the home link. 
In this case the UE is already connected with one ore more PDN GWs and already has been allocated IP addresses corresponding to those PDN GWs. UE can request connectivity to additional PDN GW(for e.g. by starting a new application). UE can indicate this request by sending a layer 3 message like DHCP request for new PDN GW. UE can also indicate that this connectivity is not a fresh connectivity and all the prior connections with one or more PDN GW needs to be maintained. When the MAG receives the DHCP request for a new PDN, it will trigger the Proxy Binding Update message to that PDN GW (either indicated by the UE or obtained from the profile) and then on receipt of Proxy Binding Acknowledgment message from the PDN GW, would send a reply (DHCP reply) back to UE with the new IP address information. Since UE explicitly requested for additional connectivity, UE would configure the IP address that it received from DHCP reply while still maintaining previous configurations for connectivity with one or more PDNs that the UE connected with during initial attach.

Note: Indication for using new IP address (or prefix information) usage can be done by having extensions to IETF mechanisms.

**** Start of first change ****
5.4.2.3.5 UE initiated connectivity to additional PDN over S2a interface using PMIPv6

PMIPv6 [8] is used to setup a PMIPv6 tunnel between the trusted non-3GPP IP access and one or more PDN GWs during initial attach. In both roaming and non-roaming cases, S2a is present. It is assumed that MAG exists in the trusted non-3GPP IP access.
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Figure-1: Additional PDN connectivity with Network based MM mechanism over S2a for non-roaming
1)
The initial attach to the trusted 3gpp network, might connect UE to one or more PDN GW as indicated by the profile (or by UE) during initial attach;
2)
When the UE wishes to connect to additional PDN GW, it shall send a DHCP request indicating the connectivity with additional PDN GW. UE can provide information about the new PDN by using APN.


Editors Note : It is FFS that how UE tells the network that this is additional connectivity. It is also for FFS if some of the IETF mechanisms can be applied. 

3).  
When the MAG receives the DHCP request for additional PDN connectivity, it triggers the Proxy binding update message towards the requested PDN. 

4)
The new PDN GW updates the AAA server of the PDN GW address.

5)
After creating the binding cache entry for the UE, the PDN GW responds with a Proxy Binding Acknowledgement to the MAG. The PDN GW also allocates an IP address to the UE.
6)
On receipt of binding acknowledge message from the PDN GW, the MAG will send the DHCP reply message to the UE with the IP address . Since UE requested for additional PDN connectivity, the UE will configure the IP address received from the MAG without deleting its configuration for connectivity with one or more PDNs connected during initial attach.

7)
The PMIPv6 tunnel is thus set up between the Trusted Non-3GPP IP Access and the requested PDN GW while maintaining the previous tunnels setup with one or more PDN GWs during initial attach.
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